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CIRCULAR DE ASESORAMIENTO

CA-24.145-001

FECHA: 0570972024
REVISION: 03
EMITIDA POR: DIA/IACC

TEMA: IMPLEMENTACION DEL SISTEMA DE  GESTION DE LA
SEGURIDAD OPERACIONAL (SMS) EN UNA ORGANIZACION DE
MANTENIMIENTO RAC-24.145.

La presente circular de asesoramiento sobre implementacidn de
un Sistema de Gestidén de la Seguridad Operacional (SMS) en una
organizacidén de mantenimiento RAC-24.145, se corresponde con
la similar emitida por el Sistema Regional de Vigilancia
SVRSOP y sirve de guia y orientacidén a las organizaciones de
mantenimiento para instrumentar este sistema en correspondencia
con los requisitos de las Regulaciones Aeronduticas Cubanas RAC-
24.145 y RAC-19.

DOCUMENTOS DE REFERENCIA:

- Circular de Asesoramiento CA-ATIR-145-002, revisidén 6 del
30.05.2023 emitida por el SVRSOP.

- Regulacidén Aerondutica Cubana RAC-24.145, Capitulo C “Sistema
de Gestidn de Seguridad Operacional”

- RAC-19 “Gestidén de la Seguridad Operacional”, Anexo 2 “Marco
para un Sistema de la Seguridad Operacional”.

DEFINICION DE TERMINOS Y ABREVIATURAS:

AOC : Certificado de explotador aéreo

MAC Métodos aceptables de cumplimiento
METI : Material explicativo e informativo

RAC : Regulaciones Aeronduticas Cubanas.

OMA : Organizacidén de Mantenimiento Aprobada.

DIA/IACC: Direccidén de Ingenieria y Aeronavegabilidad/
Instituto de Aerondutica Civil de Cuba.
AAC Autoridad de la Aerondutica Civil
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AUTORIDAD:

En la RAC-24.145"” Organizaciones de Mantenimiento Aprobadas”
vigente, en su Capitulo C “Sistema de Gestidén de Seqguridad
Operacional”™, requisito 145.200, 4inciso (a) establece: Una OMA
RAC 24.145 establecerd, implementard y mantendrd un Sistema de
Gestidn de Seguridad Operacional (SMS) que se ajuste a la dimensién
y complejidad de la organizacidén, el cual sea aceptado por la
DIA/IACC.

Asi mismo, en la RAC-19 en su Capitulo III “Responsabilidades
Estatales en Materia de Gestién de la Seguridad Operacional”,
Seccién Primera “Programa de Seguridad Operacional del Estado
(SSP)”, Articulo 3 menciona los prestadores que deben implementar
un SMS aceptable para el IACC, entre los que se encuentran las
Organizaciones de Mantenimiento Aprobadas (OMA) RAC-24.145 (inciso
c). En la misma RAC y Capitulo, en su Articulo 5, inciso a, indica
que este SMS se establecerd de conformidad con los elementos de
marco que figuran en el Anexo 2 “Marco para un Sistema de la
Seguridad Operacional”, de esta RAC-19.

Pagina 2 Rev. 03



DIA /1ACC CA-24.145-001

Indice

Seccién 0 - Definiciones

Seccién 1 - Propdsito.

Seccidén 2 - Alcance.

Seccién 3 - Introduccidn.

Seccién 4 - Proceso implementacidn.

Seccién 5 - Interfaces entre las organizaciones.

Seccién 6 - Resumen de alto nivel de componentes y elementos de
SMS.

Seccidédn 7 - Implementacidn del SMS.

Seccién 8 - Madurez de su SMS.

Apéndice 1 - Mejores practicas para la gestidén de riesgos de

seguridad operacional (SRM).
Apéndice 2 - Ejemplo de método de evaluacidédn de la madurez del

SMS.
Apéndice 3 - Ejemplo del manual o documento de SMS.
Apéndice 4 - Indicadores de rendimiento en materia de

seqguridad operacional (SPI) del SMS.

Seccion 0 — Definiciones

Accidente

Todo suceso relacionado con la utilizacidén de una aeronave, que,
en el caso de una aeronave tripulada, ocurre entre el momento en
gue una persona entra a bordo de la aeronave, con la intencidén
de realizar un vuelo, y el momento en que todas las personas han
desembarcado, o en el caso de una aeronave no tripulada, que
ocurre entre el momento en que la aeronave estd lista para
desplazarse con el propdsito de realizar un vuelo y el momento
en que se detiene, al finalizar el vuelo, y se apaga su sSistema
de propulsidén principal, durante el cual:

a) cualquier persona sufre lesiones mortales o graves a
consecuencia de:

— hallarse en la aeronave, O

— por contacto directo con cualquier parte de la aeronave, incluso
las partes que se hayan desprendido de la aeronave, O

- por exposicidédn directa al chorro de un reactor, excepto cuando
las lesiones obedezcan a causas naturales, se las haya causado
una persona a sSi misma o hayan sido causadas por otras personas
o se trate de 1lesiones sufridas por pasajeros clandestinos
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escondidos fuera de las &reas destinadas normalmente a 1los
pasajeros y la tripulacidn; o

b) la aeronave sufre dafios o roturas estructurales que:

- afectan adversamente su resistencia estructural, su
performance o sus caracteristicas de vuelo; y gque normalmente
exigen una reparacidén importante o el recambio del componente
afectado, excepto por falla o dafos del motor, cuando el dano
se limita a un solo motor (incluido su capd o sus accesorios);
hélices, extremos de ala, antenas, sondas, &labes, neumaticos,
frenos, ruedas, carenas, paneles, puertas de tren de aterrizaje,
parabrisas, revestimiento de la aeronave (como pequefias
abolladuras o perforaciones), o por dafios menores a palas del
rotor principal, palas del rotor compensador, tren de aterrizaje
y a los que resulten de granizo o choques con aves (incluyendo
perforaciones en el radome); o

|— la aeronave desaparece o es totalmente inaccesible.
Nota 1. — Para uniformidad estadistica Unicamente, toda lesidtn que ocasione
la muerte dentro de los 30 dias contados a partir de la fecha en que ocurrié
el accidente, esta clasificada por la OACI como lesién mortal.
Nota 2. — Una aeronave se considera desaparecida cuando se da por terminada
la busqueda oficial y no se han localizado los restos.
Nota 3. — El tipo de sistema de aeronave no tripulada que se investigara se
trata en 5.1 del Anexo 13.
Nota 4. — En el Adjunto E del Anexo 13 figura orientacion para determinar los
dafios de aeronave.
(Fuente: Anexo 19 — Gestiodn de la seguridad operacional, Segunda edicioén).

Aseguramiento de la seguridad operacional (SA)

Procesos dentro del SMS que funcionan sistemdticamente para
garantizar el rendimiento y la eficacia de los controles de
riesgos de seguridad operacional y que la organizacidén cumple o
supera sus objetivos de seguridad operacional a través de la
recopilacién, andlisis y evaluacién de informacidn.

Clima de SMS
El valor percibido que se otorga a la seguridad operacional en
una organizacidén en un momento determinado.

Control del riesgo
Un medio para reducir o eliminar los efectos de los peligros.
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Cultura justa

Una cultura en la que las personas no son castigadas por acciones,
omisiones o decisiones tomadas por ellos gue sean acordes con Su
experiencia y formacidén, pero donde no se toleran negligencias
graves, violaciones intencionales y actos destructivos.

Cultura de seguridad operacional

Un conjunto de valores, comportamientos y actitudes duraderos con
respecto a la gestidén de la seguridad operacional, compartido por
todos los miembros en todos los niveles de una organizacidn.
Nota. — EI objetivo de la cultura de seguridad operacional es mejorar la
comprension de los empleados de la organizacién sobre su papel en la seguridad
operacional, compartir y promover los valores de seguridad operacional y
fomentar el comportamiento positivo y la mentalidad para abordar cualquier
pregunta o inquietud relacionada con la seguridad operacional identificada en
un entorno de confianza y respeto mutuo. Una cultura de seguridad operacional
s6lida va mads alld del mero cumplimiento de las reglas y regulaciones (es
decir, requisitos de aeronavegabilidad inicial y continua).

Datos de seguridad operacional

Conjunto de hechos definidos o conjunto de valores de seguridad
operacional recopilados de diversas fuentes de aviacidén, que se
utiliza para mantener o mejorar la seguridad operacional.

Nota. — Dichos datos sobre seguridad operacional se recopilan a través de
actividades preventivas o reactivas relacionadas con la seguridad operacional,
incluyendo, entre otros, lo siguiente:

a) investigaciones de accidentes o incidentes;

b) notificaciones de seguridad operacional;

c) notificaciones sobre el mantenimiento de la aeronavegabilidad;

d) supervision de la eficiencia operacional;

e) inspecciones, auditorias, constataciones; o

) estudios y examenes de seguridad operacional.

Dato de SMS

Datos utilizados para garantizar el rendimiento de SMS.

Ejemplos:

* Registro de informes de peligros y muestras de informes.

* Resultados de las evaluaciones de riesgos.

e Indicadores de rendimiento de seguridad operacional y gréaficos

relacionados.

* Registro de evaluaciones de seguridad operacional completadas

O en curso.

* Registros de auditoria o revisidén interna de SMS.

* Registros de promocidén de la seguridad operacional.

* Registros de instruccidén en seguridad operacional / SMS del

personal.

» Actas de la reunidén del comité de seguridad operacional / SMS.
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* Plan de implementacién de SMS (durante el proceso de
implementaciédn) .

Descripcion del sistema

Una descripcidén de un sistema organizacional incluyendo su
estructura, politicas, comunicaciones, procesos, productos vy
operaciones para determinar el alcance y perimetro del sistema
sujeto a la SRM. Esto permite la comprensidédn de factores o
caracteristicas criticos «con el ©propdsito de identificar
peligros. Se actualiza cada vez que hay un elemento introducido
recientemente o un cambio en la situacién interna o externa que
podria afectar la seguridad operacional.

Evento
Cualquier anomalia en la operacidén de un producto de aviacidn o
en el rendimiento de la actividad de una organizacidén. (Fuente:

Grupo de redaccidén de normas de SMS).

Falla de calidad

Cualgquier producto certificado por la organizacidén que
posteriormente se determine que no cumple con los requisitos del
contrato o de la especificacién del producto, o ambos.

Gestion del cambio

Proceso formal para gestionar los cambios dentro de una
organizacién de forma sistemdtica, a fin de conocer los cambios
que puede tener un impacto en las estrategias de mitigacién de
peligros y riesgos identificados antes de implementar tales
cambios

Gestion del mantenimiento de la aeronavegabilidad

Un proceso por el cual una aeronave certificada de tipo se
mantiene en condiciones de aeronavegabilidad, cumpliendo con las
condiciones técnicas fijadas para la emisidédn del certificado de
aeronavegabilidad y es mantenida en condiciones de operacidn
segura (técnicamente apta para vuelo).

Gestion del riesgo de la seguridad operacional (SRM)
Un proceso dentro del SMS que identifica el peligro, analiza,
evalta y controla los riesgos relacionados.
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Incidente

Todo suceso relacionado con la utilizacién de una aeronave, que
no llegue a ser un accidente, que afecte o pueda afectar 1la
seqguridad de las operaciones.

Nota. — Entre los tipos de incidentes que son de interés para los
estudios relacionados con la seguridad operacional figuran los
incidentes enumerados en el Anexo 13, Adjunto C.

Mantenimiento de la aeronavegabilidad

Conjunto de procedimientos que permite asegurar gque una aeronave,
motor, hélice o pieza cumple con los requisitos aplicables de
aeronavegabilidad y se mantiene en condiciones de operar de modo
seguro durante toda su vida ttil.

Mitigacion del riesgo

Proceso de incorporacién de defensas, controles preventivos o
medidas de recuperacidn para reducir la gravedad o probabilidad
de la consecuencia proyectada de un peligro.

Objetivo de seguridad operacional

Una declaracidén breve y de alto nivel del logro de seguridad
operacional o resultado deseado que ha de conseguirse mediante
el programa estatal de seguridad operacional o el sistema de
gestidén de la seguridad operacional del proveedor de servicios.

Nota. — Los objetivos de seguridad operacional se elaboran a partir de los
principales riesgos de seguridad operacional de la organizaciéon y deberian
tenerse en cuenta durante la subsiguiente elaboracién de indicadores y metas
de rendimiento en materia de seguridad operacional.

Organizacion

En el alcance de esta circular de asesoramiento, cualquier
entidad, aprobada o no aprobada, independientemente de su tamafio,
que realice una actividad de disefio, fabricacidén o mantenimiento
de aeronaves, hélices, motores de aeronaves o partes y aparatos.
La OACI estéd utilizando el término "proveedor de servicios" para
esas organizaciones.

Peligro
Condicidébn u objeto que entrafia la posibilidad de causar un
incidente o accidente de aviacidén o contribuir al mismo.

Politica de seguridad operacional

El enfoque fundamental de una organizacidédn para la gestidn de la

seguridad operacional que se adoptard dentro de una organizacidn
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y define ademéds el compromiso de la direccidén de la organizacidn
con la seguridad operacional y la visidén de seguridad operacional
general.

Procedimiento
Una forma especifica de realizar una actividad o un proceso.

Nota. — Cuando se documenta un procedimiento, el término "procedimiento
escrito” o "procedimiento documentado™ se utiliza con frecuencia. EI documento
que contiene un procedimiento puede denominarse "‘documento de procedimiento™.

Producto

Un término amplio que incluye aeronave, motor de aeronave, hélice
de aeronave, parte o dispositivo de aeronave o ambos, sus
subcomponentes (hardware y software) y servicios asociados como
la documentacidén necesaria para la operacidn y mantenimiento (por
ejemplo, Instrucciones para el mantenimiento de la
aeronavegabilidad, manual de vuelo de la aeronave).

Promociéon de la seguridad operacional

Una combinacién de instruccidén y comunicacidén de informacidn de
seguridad operacional para apoyar la implementacidén y operaciodn
de un SMS en una organizacidén que mejora su cultura de seguridad
operacional.

Rendimiento de seguridad operacional

Logro de un Estado o un proveedor de servicios en lo que respecta
a la seguridad operacional, de conformidad con 1lo definido
mediante sus metas e indicadores de rendimiento en materia de
seguridad operacional.

Riesgo de seguridad operacional
La probabilidad y la gravedad previstas de las consecuencias o
resultados de un peligro.

Seguridad operacional

Estado en el que los riesgos asociados a las actividades de
aviacién relativas a la operacidn de aeronaves, o0 gue apoyan
directamente dicha operacidédn, se reducen y controlan a un nivel
aceptable.
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Sistema de gestion

Un marco de politicas, procesos y procedimientos utilizados por
una organizacidn para garantizar que puede cumplir con todas las
tareas necesarias para lograr sus objetivos.

Sistema de gestion de seguridad operacional (SMS)

Enfoque sistemdtico para la gestidén de la seguridad operacional
que incluye las estructuras orgédnicas, la obligacidén de rendicidn
de cuentas, las responsabilidades, las politicas y 1los
procedimientos necesarios.

SMS corporativo

La gobernanza, la estructura y los procesos corporativos para
cubrir algunos o todos los elementos comunes en todos los dominios
(como la responsabilidad, la politica de seguridad operacional,
la identificacidén de peligros y los principios de gestidn de los
riesgos de seguridad operacional, la recopilacidén y evaluacidn
de datos de seguridad operacional, la conciencia e instruccidn
en seguridad operacional)

Los SMS corporativos no son obligatorios, pero podrian facilitar
la implementacidén consistente de SMS en empresas que tienen
maltiples aprobaciones y/o certificados.

Suceso
Todo accidente o incidente relacionado con la operacidén de una
aeronave.

Seccion 1 — Propodsito.

1.1 La presente circular de asesoramiento (CA) proporciona
orientacidén para las organizaciones de mantenimiento RAC 24. 145
sobre la implementaciédn de un marco del sistema de gestidn de la
seguridad operacional (SMS) en conformidad con las Regulaciones
Aeronduticas Cubanas RAC-24.145 y RAC-19.

1.2 Asimismo, esta CA sirve de guia a las organizaciones de
mantenimiento aprobadas (OMA) de los Estados miembros del SVRSOP,
para el cumplimiento de los requisitos establecidos en la Seccidn
145.225 - Implementacidén del sistema de gestidn de la seguridad
operacional (SMS).
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1.3. Esta CA sirve de guia a las organizaciones de mantenimiento

aprobadas (OMA), para el cumplimiento de los requisitos
establecidos en la Seccidén 145.225 “Implementacidn del sistema
de gestién de la seguridad operacional (SMS)”, asi como del

capitulo C “Sistema de Gestidén de Seguridad Operacional”, de la
RAC-24.145.

1.3 La RAC-24.145 especifica el marco para la implementacidén y
mantenimiento de un SMS. Independientemente del tamafio y la
complejidad de la organizacidén de mantenimiento, se aplican todos
los elementos del marco de SMS. La implementacidén debe adaptarse
a la organizacidbén y sus actividades. Asimismo, esta CA constituye
una guia para la implementacién del SMS en una organizacidén de
mantenimiento, establece textos de orientacidén que contienen un
ordenamiento propuesto y las acciones minimas para cumplir con
los requisitos de las siguientes secciones de la RAC-24.145:

- 145.205 Politica y Objetivos de Seguridad Operacional;

¢ 145.210 - Gestidén del Riesgo de Seguridad Operacional;
e 145.215 - Aseguramiento de la Seguridad Operacional y

e 145.220 - Promocidén de la Seguridad Operacional.

1.4 Se incluye material de orientacidén sobre cédmo desarrollar un
manual de SMS. Como tal, aborda la escalabilidad en el extremo
inferior del tamafio, la naturaleza y la complejidad de una
organizacidén, y los peligros y riesgos asociados inherentes a las
actividades realizadas por la organizacién.

Secciéon 2 — Alcance

El alcance estéd orientado a los siguientes aspectos:

a) Proporcionar una guia para las organizaciones que solicitan
una aprobacidén como organizacién de mantenimiento o para la
modificacidén de una aprobacidn existente [145.100 (b)].

b) Proporcionar una guia a las organizaciones de mantenimiento
aprobadas segun la RAC-24.145, para la correcta interpretacioén
del requisito RAC 145.225

c) Proporcionar lineamientos de como cumplir de una manera
aceptable con los requisitos antes listados y verificar 1la
implementacidén de los requisitos del Capitulo C de la RAC-24.145
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en la OMA, en los plazos maximos que establezca la DIA/ IACC.

d) La presente CA es un método aceptable de cumplimiento del
requisito 145.225 “Implementacidén del Sistema de Gestidén de
Seguridad Operacional (SMS)”, pero no es el Unico método.

Secciéon 3 — Introduccion.

3.1. Componentes y elementos
3.1.1. Los 4 componentes y 12 elementos se muestran en la
siguiente tabla:

COMPONENTE ELEMENTO

1.Politica y objetivos de |1.1. Compromiso de la direccion

seguridad operacional 1.2. Obligacién de rendicidon de cuentas y
responsabilidades en materia de seguridad
operacional

1.3. Designacién del personal clave de
seguridad operacional

1.4. Coordinacion de la planificacion de
respuestas ante emergencias

1.5. Documentacién SMS

2.Gestion de riesgos de | 2.1 ldentificacién de peligros

seguridad operacional 2.2 Evaluaci6on y mitigacién de riesgos de
seguridad operacional

3.Aseguramiento de la | 3.1 Observacién y medicion del rendimiento en

seguridad operacional materia de seguridad

3.2 Gestion del cambio
3.3 Mejora continua del SMS

4 _Promocion de la seguridad | 4.1 Instruccion y educacion
operacional 4.2 Comunicacién de la seguridad operacional

3.1.2. El primer componente del marco de SMS se centra en la
creacidén de un entorno en el que la gestidén de la seguridad
operacional puede ser eficaz. Se basa en una politica y objetivos
de segquridad operacional que establecen el compromiso de la alta
direccidén con la seguridad operacional, sus metas y la estructura
organizacional de apoyo.

3.1.3. El1 segundo componente proporciona un marco para ayudar a
las organizaciones a gestionar sus riesgos de seguridad
operacional. Este proceso se conoce como gestidén de riesgos de
seguridad operacional (SRM), que incluye la identificacidén de
peligros, la evaluacidédn de riesgos, y la gestidn de riesgos.
3.1.4. E1 tercer componente proporciona los medios para verificar
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el rendimiento de seguridad operacional de la organizacidén y para
validar la eficacia de los controles de riesgos de seguridad
operacional.

3.1.5. El1 cuarto componente fomenta una cultura de seguridad
operacional positiva y ayuda a la organizacidén a lograr sus metas
y objetivos de seguridad operacional a través de la combinacidn
de competencia técnica que se mejora continuamente,
comunicaciones efectivas e intercambio de informacidén. E1 Gerente
Responsable proporciona el liderazgo para promover la cultura de
seguridad operacional en toda la organizacidn.

3.1.6. Ninguno de los componentes y elementos puede considerarse
independiente, ya que existen multiples interacciones dentro del
Sistema

3.2. Gestion de proveedores

3.2.1. Las actividades de aviacidén son realizadas y respaldadas
por una multitud de negocios interconectados. La OMA es
responsable de administrar y monitorear cdmo interactian con esas
organizaciones, también conocidas como terceros. Es probable que
el nivel general de seguridad operacional en la industria de la
aviacidén aumente cuando se comprendan y controlen mejor los
riesgos de seguridad operacional relacionados con esas
conexiones.

3.2.2. Un SMS no solo se aplica a la OMA, se extiende a terceros
(personas y organizaciones) que suministran productos y servicios
para que la OMA realice el mantenimiento, y a terceros gue son
suministrados con productos o servicios proporcionados por la
OMA. Es posible que algunos de estos terceros no tengan (o
requieran) un SMS, pero todos tienen el potencial de afectar los
riesgos de seguridad operacional para la organizacién
certificada. Al identificar y administrar estas interfaces, la
organizacidén tendrd mas control sobre los riesgos de seguridad
operacional relacionados con las interfaces. Estas interfaces de
terceros deben definirse y describirse en el sistema de gestidn
de seguridad operacional de la organizacidén (descripcidn del
sistema) .

3.3. Escalabilidad del SMS

“El sistema de la organizacién para la gestion de la seguridad
operacional debe corresponder al tamafo, @la naturaleza vy
complejidad de las actividades realizadas por la OMA, y los
peligros y riesgos asociados inherentes a las actividades
realizadas por la organizacion™.

3.3.1. Una de las caracteristicas de los SMS es que ningun sistema
se adapta a todas las organizaciones. Se requiere que el SMS de
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un proveedor de servicios sea proporcional al tamafio de la OMA y
la complejidad de su lista de capacidades. La industria se
caracteriza por una amplia variedad de organizaciones 'y
operaciones. Cada OMA tiene caracteristicas Unicas relacionadas
con los trabajos que realiza vy los riesgos de seguridad
operacional asociados, por lo tanto, un SMS debe adaptarse para
satisfacer las necesidades de la organizacidn.

3.3.2. Independientemente del tamafio de la organizacidén, la
escalabilidad también deberd ser una funcién del riesgo de
seguridad operacional inherente de las actividades realizadas.
Incluso las OMAs pequeflas pueden participar en actividades que
pueden entrafiar importantes riesgos para la seguridad operacional
de la aviacidén. Por lo tanto, la capacidad de gestidén de la
seguridad operacional debe estar en consonancia con el riesgo de
seguridad operacional a gestionar.

3.3.3. La Figura 1 muestra la relacidén de los peligros y 1los
riesgos asociados para las actividades realizadas, conectadas
como un todo dentro del contexto organizacional y el entorno
empresarial y fisico.

Figura 1. Concepto de tamafio, naturaleza y complejidad en
relacion con el riesgo de la actividad.
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// ACTIVIDADES

REALIZADAS

PELIGROS INHERENTES Y

3.3.4. La siguiente tabla muestra ejemplos de tres tipos
diferentes de trabajos, con un tamafio aproximado en términos de
empleados equivalentes a tiempo completo. En la columna que

muestra los indicadores de complejidad, el tipo en negrita indica
el factor de riesgo de cada ejemplo (OMA para dar mantenimiento
a aeronaves: de menos de 5,700 Kg o helicdépteros de menos de
3,175 kg., nueva OMA, multiples bases adicionales, diferentes
tipos de aeronaves). A medida que se acumula la experiencia, la
familiaridad con la gestién de varios tipos y la operacidn en
dreas remotas evoluciona, por lo gque cambia el nivel de riesgo.
Con cambios en esas mismas organizaciones de ejemplo (nueva
aeronave, fusidén organizacional, organizacién corporativa),
surgir otros riesgos. Es importante reconocer estas relaciones,
que son fundamentales para el enfoque de SMS basado en riesgos.
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NATURALEZA DE LAS .
OPERACIONES Y TAMANO INDICADORES DE COMPLEJIDAD
SISTEMAS
OMA para mantener < 5 personas Nueva organizacion con sistemas
aeronaves < 5,700 Kg o hasta 2 personas | inmaduros, un solo modelo de aeronave,
helicopteros de < 3,175 Kg trabajos solo diurnos
OMA corporativa para > 20 personas | Multiples bases adicionales nacionales y
mantener aeronaves > extranjeras, alta experiencia en gestion,
5,700 Kg o helicopteros de personal competente, diferentes talleres
> 3,175 Kg y componentes de componentes
OMA para mantener 5 a 20 personas | Numero medio de habilitaciones, con §
aeronaves y componentes marcas y modelos de aeronaves, 5
< 5,700 Kg bases adicionales de mantenimiento

Nota. Si bien el tamafio de la organizacién puede ser un punto de partida, la
naturaleza y complejidad de sus operaciones y sistemas (por ejemplo, sistema
para informes de seguridad operacional, sistema para listar, etc.) deben
considerarse igualmente al evaluar los riesgos de seguridad operacional y la
complejidad general de la organizacidn.

3.3.5. Para determinar la dimensidén y complejidad de 1la
organizacién referirse a la CA-24.145-002, MAC 24.145.200.

3.4. Desafios para organizaciones mas pequefas

3.4.1. Para las organizaciones pequeflas, el bajo volumen de datos
generados por la empresa puede significar que es mas dificil
identificar tendencias o cambios en el rendimiento de la
seqguridad operacional. Puede ser mds apropiado utilizar reuniones
para plantear y discutir problemas de seguridad operacional con
la experiencia adecuada. Esto puede ser méds cualitativo dque
cuantitativo, pero ayudard a identificar peligros y riesgos para
la OMA. La colaboracidén con otras organizaciones, grupos de
usuarios o asociaciones de la industria puede ser Util, ya que
estos pueden tener datos que la organizacidén no tiene, como
informacidén sobre riesgos de seguridad operacional y tendencias
de rendimiento de seguridad operacional identificadas. Otra
fuente Util son los perfiles de riesgo del sector, cuando sea
aplicable, publicados por la DIA IACC. Las organizaciones deben
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analizar y procesar adecuadamente sus datos internos, aungque sean
limitados.

3.4.2. Las organizaciones deben hacerse las siguientes preguntas
en todas las etapas del desarrollo, implementacidén y
funcionamiento de su SMS:

* ;Es apropiado para el tamafio de la organizacidédn y la naturaleza
y complejidad de las actividades realizadas?

* ;Estd en su lugar: presente y adecuado?

* ;Es operativo y se estd utilizando?

* ;Es eficaz y produce los resultados esperados?

El desarrollo e implementacién de un SMS es parte de impulsar
una mejor integridad operativa. Una vez que el SMS estd en su
lugar, se necesita un programa de mejora continua, para
garantizar un compromiso continuo con la seguridad operacional.
3.4.3. Para mayor informacidén relacionado a las OMAs medianas y
pequefias referirse a la CA-24.145-005.

3.5. Escalabilidad y evaluaciéon de los SMS de una OMA

3.5.1. Cada OMA es diferente. Los SMS estédn diseflados para
adaptarse a las necesidades especificas de la organizacidn.
3.5.2. Todos los componentes y todos los elementos del SMS estéan
interconectados y son interdependientes, y son necesarios para
funcionar de manera eficaz. El sistema estd disefiado para ofrecer
los resultados deseados para cada organizacién sin una carga

indebida. Los SMS, bien implementados, estadn destinados a
complementar y mejorar los sistemas y procesos existentes de la
organizacidn.

3.5.3. Se logrard una gestién de seguridad operacional eficaz
mediante una planificacién e implementacidédn cuidadosa que
garanticen que cada requisito se aborde de manera que se adapte
a la cultura y el entorno operacional de la OMA.

3.5.4. La DIA IACC al evaluar el SMS de una OMA, tendrd en cuenta
la escalabilidad. La DIA IACC proporciona la herramienta de
evaluacién de SMS, la cual puede ser obtenida de la pagina web
para ayudar a las organizaciones a determinar cémo evaluar,
desarrollar e implementar mejor los diversos elementos de un SMS
eficaz adaptado a su organizacidén. La herramienta proporciona
orientacidén durante la implementacién inicial y la final para
evaluar los procesos y sistemas de una organizacidédn para un SMS
que se escala para dque sea acorde con el tamafio de 1la
organizacidén, la naturaleza y la complejidad de sus actividades
y los peligros y riesgos asociados inherentes a las actividades.
3.5.5. La herramienta se divide en 13 elementos, y cada elemento
se subdivide atn mé&s para proporcionar mas detalles para ayudar
a la organizacidén y a la DIA IACC a evaluar el sistema. No se
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aplicaran todos los sub-elementos, dependiendo de la escala de
la organizacidn

3.5.6. Es posible que las organizaciones mas pequeflas y menos
complejas que realizan actividades con menos peligros inherentes
y menores riesgos asociados solo necesiten demostrar cdmo cumplen
los requisitos para cada elemento en el requisito de alto nivel
que se muestra en la parte superior de cada tabla en el
formulario.

3.5.7. Para organizaciones mas grandes y complejas o aquellas
que participan en actividades con méds peligros inherentes vy
mayores riesgos asociados, es probable que se deban abordar
progresivamente méas sub-elementos a medida que la organizacidn

desarrolla sus procesos de gestidén de la seguridad operacional.
Nota. — Consulte las secciones 7 y 8 de esta circular de asesoramiento para
obtener mas informacién y orientacion sobre la implementacién de los elementos
de un SMS.

3.6. Integracion del SMS con otros sistemas de gestion

3.6.1. La gestiétn de la seguridad operacional deberd ser
considerada como parte de un sistema de gestidén (y no
aisladamente). Por lo tanto, una organizacidén de mantenimiento
puede implementar un sistema de gestidén integrado que incluya el
SMS. Un sistema de gestidén integrado puede ser utilizado para
capturar multiples certificados, autorizaciones o aprobaciones o
para abarcar otros sistemas de gestidén empresarial, tales como
los sistemas de gestidén de calidad, seguridad, gestidén de 1la
salud ocupacional y el medio ambiente. Esto se hace para eliminar
la duplicacidén y explotar las sinergias mediante la gestidn de
los riesgos a través de multiples actividades. Por ejemplo,
cuando una organizacién de mantenimiento tiene mualtiples
aprobaciones, puede escoger por implementar un sistema de gestidn
unico para cubrir todas sus actividades. La organizacidén de
mantenimiento deberd decidir cudles son los mejores medios para
integrar o segregar sus SMS para ajustarlos a sus necesidades de
negocio u organizacionales.

3.6.2. Un sistema tipico de gestidén integrado puede incluir:
sistema de gestidén de la calidad (QMS);

sistema de gestidén de la seguridad operacional (SMS);

sistema de gestidén de la seguridad de la aviacidén (SeMS);
sistema de gestidén ambiental (EMS);

e) sistema de gestién de 1la seguridad operacional vy salud
ocupacional (OHSMS) ;

f) sistema de gestidén financiera (FMS);

g) sistema de gestidén de la documentacidén (DMS); vy

h) sistema de gestidén del riesgo de la fatiga (FRMS)

0O QoW

Pagina 17 Rev. 03



DIA /1ACC CA-24.145-001

3.6.3. Una organizacidén de mantenimiento podria escoger integrar
estos sistemas de gestidén basados en sus necesidades tnicos. Los
procesos de gestién de riesgos y los procesos de auditoria
interna son caracteristicas esenciales de la mayoria de estos
sistemas de gestién. Deberd reconocerse dque los riesgos vy
controles de riesgo desarrollados en cualquiera de estos sistemas
podrian tener un impacto en otros sistemas. Ademds, pueden
existir otros sistemas operativos asociados a las actividades
empresariales que también pueden integrarse, como la gestidn de
proveedores, la gestidn de instalaciones, entre otros.

3.6.4. Una organizacién de mantenimiento podria también
considerar la aplicacidén del SMS a otras areas que no tienen un
reqguisito reglamentario actual para un SMS. Alternativamente,
puede haber situaciones en las que se prefiera un SMS individual
para cada tipo de actividad de aviaciédn. Los proveedores de
servicios deberadn determinar los medios méds adecuados para
integrar o segregar sus sistemas de gestidén de acuerdo con su
modelo de negocio, el entorno operativo, los requisitos
reglamentarios, estatutarios y de las partes interesadas. Sea
cual sea 1la opcidn tomada, deberd garantizar que retna 1los
reqguisitos de SMS.

3.6.5. Beneficios y desafios de la integracidén de sistemas de
gestidn

La integracidén de las diferentes areas bajo un sistema de gestidn
Unico mejorard la eficiencia mediante:

a) reduccidén de la duplicacidén y superposicidén de procesos y
recursos.

b) reduccién de las responsabilidades y relaciones potencialmente
conflictivas.

c) consideracidén de los impactos mas amplios de los riesgos y
las oportunidades en todas las actividades; y

d) permitir un seguimiento y una gestidén eficaces del rendimiento
en todas las actividades

3.6.6. Los posibles desafios de la integracién del sistema de
gestidén incluyen:

a) los sistemas existentes pueden tener diferentes gerentes
funcionales qguienes se resisten a la integracidén, esto podria
generar conflictos;

b) podria haber resistencia al cambio para el personal afectado
por la integracién, ya que esto requerird una mayor cooperacidn
y coordinacién;

c) impacto en la cultura general de seguridad operacional dentro
de la organizacidén ya que puede haber diferentes culturas con
respecto a cada sistema que crea conflictos;

d) las reglamentaciones pueden impedir tal integracién o 1los
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diferentes reguladores y organismos de normalizacidn pueden tener
expectativas divergentes sobre cémo se deben cumplir sus
requisitos; vy

e) la integracién de diferentes sistemas de gestidén (como QMS y
SMS) puede crear trabajo adicional para poder demostrar que se
cumplen los requisitos de cada sistema de gestidn.

3.6.7. Para maximizar los beneficios de la integracién y abordar
los desafios relacionados, el compromiso y liderazgo de la alta
direccidédn es esencial para gestionar el cambio de manera
efectiva. Es importante identificar a la persona que tiene la
responsabilidad general del sistema de gestién integrado.

3.6.8. Integracidén de SMS y QMS

3.6.8.1. Las organizaciones de mantenimiento tienen tanto sistema
de gestidén de la seguridad operacional (SMS) y sistema de gestidn
de calidad (QMS). Algunas veces se integran en un Unico sistema
de gestidén. E1 QMS generalmente se define como la estructura
organizacional y las responsabilidades de rendicidén de cuentas
asociadas, recursos, procesos y procedimientos necesarios para
establecer y promover un sistema de aseguramiento y mejora
continua de la de la calidad al entregar un producto o servicio.
3.6.8.2. Ambos sistemas son complementarios, el SMS se centra en
la gestidén de los riesgos y el rendimiento de la seguridad
operacional mientras que el QMS se centra en el cumplimiento de
los reglamentos y requisitos prescriptivos para cumplir con 1las
expectativas del cliente y las obligaciones contractuales. Los
objetivos de un SMS son identificar los peligros, evaluar el
riesgo asociado de seguridad operacional asociado e implementar
controles efectivos de riesgos de seguridad operacional. En
contraste, el QMS se enfoca en la entrega consistente de
productos vy servicios que cumplen con las especificaciones
aplicables. No obstante, ambos el SMS como el QMS:

a) deberédn ser planificados y gestionados;

b) involucran todas las funciones organizacionales relacionadas
con la entrega de productos y servicios de aviacidn;

c) identifican procesos y procedimientos ineficaces;

d) se esfuerzan por mejorar continuamente; vy

e) tienen el mismo objetivo de proporcionar productos y servicios
seqguros y confiables a los clientes.

3.6.8.3. E1 SMS se centra en:

a) identificacidén de los peligros relacionados con la seguridad
operacional que enfrenta la organizacién;

b) evaluacidén del riesgo de seguridad operacional asociado;

c) implementacidédn de controles de riesgo efectivos para mitigar
los riesgos de seguridad operacional;

medicidén del rendimiento de seguridad operacional; y
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e) mantener una asignacidén de recursos apropiada para cumplir
con los requisitos de rendimiento de seguridad operacional.
3.6.8.4. E1 QMS se centra en:

a) cumplimiento de los reglamentos y requisitos;

b) consistencia en la entrega de productos y servicios;

c) cumplimiento con los estadndares de rendimiento especificados:
d) entrega de productos y servicios que sean "aptos para el
propdésito" y libres de defectos o errores.

3.6.8.5. El monitoreo del cumplimiento de los reglamentos es
necesario para asegurar que los controles de riesgo de seguridad
operacional, aplicados en forma de reglamentos, sean
efectivamente implementados y monitoreados por la organizacidn
de mantenimiento. Las causas y factores contribuyentes de
cualguier incumplimiento, deberdn también ser analizados vy
abordados.

3.6.8.6. Dado los aspectos complementarios de SMS y OQOMS, es
posible integrar ambos sistemas sin comprometer cada funcidn.
Esto se puede resumir de la siguiente manera:

a) un SMS estd soportado por procesos del QMS tales como
auditoria, inspeccidén, investigacidn, andlisis de causa raiz,
disefio de procesos, andlisis estadistico de tendencias y medidas
preventivas;

b) un QMS puede identificar problemas de seguridad operacional o
debilidad en los controles de riesgos de seguridad operacional;
c) un QMS puede prever problemas de seguridad operacional que
existen a pesar de que la organizacidén cumple con los estandares
y especificaciones;

d) los principios, politicas y practicas de calidad deben estar
alineados con los objetivos de la gestiédn de la seguridad
operacional; vy

e) las actividades del QMS deben considerar peligros
identificados y controles de riesgos de seguridad operacional
para la planificacidén y realizacidn de auditorias internas.
3.6.8.7. En conclusién, en un sistema de gestién integrado con
metas unificadas y toma de decisiones teniendo en cuenta 1los
impactos méas amplios en todas las actividades, los procesos de
gestidén de la calidad y gestidn de la seguridad operacional seréan
altamente complementarios vy apoyaradan el logro de las metas
generales de seguridad operacional.

3.7. Cultura de la seguridad operacional

3.7.1. Introduccidn

3.7.1.1. La cultura de seguridad operacional es el conjunto de
valores, comportamientos y actitudes perdurables con respecto a
la seguridad operacional, compartido por todos los miembros en
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todos los niveles de una organizacidn.
3.7.1.2. La forma en que la gerencia y el personal incorporan
los valores de seguridad operacional en las préacticas afecta
directamente cdémo se establecen y mantienen los elementos clave
del SMS. Como consecuencia, la cultura de la seguridad
operacional tiene un impacto directo en el rendimiento de 1la
seguridad operacional. Si alguien en la organizacidén cree que la
seguridad no es tan importante, el resultado puede ser soluciones
alternativas, tomar atajos o tomar decisiones o Jjuicios
inseguros, especialmente cuando el riesgo se percibe como bajo y
no hay consecuencias o peligros aparentes.
3.7.1.3. Por lo tanto, la cultura de seguridad operacional de
una organizacidén influye significativamente en cdémo se desarrolla
su SMS y cémo se vuelve efectivo. Podria decirse que la cultura
de la seguridad operacional es la influencia més importante en
la gestidédn de la seguridad operacional. Si una organizacidén ha
instituido todos los requisitos de gestidén de seguridad
operacional necesarios, pero no tiene una posible cultura de
seguridad operacional, es probable que tenga un rendimiento
inferior.
3.7.1.4. Cuando la organizacidén tiene una cultura de seguridad
operacional positiva, y esto es visiblemente respaldado por el
Gerente Responsable y el personal clave, el personal de primera
linea tiende a sentir un sentido de responsabilidades compartidas
hacia el logro de los objetivos de seguridad operacional de la
organizacidén. La gestidn de seguridad operacional eficaz también
respalda los esfuerzos para impulsar una cultura de seguridad
operacional cada vez méds positiva al aumentar la visibilidad del
apoyo de la direccién y mejorar la participacidén activa del
personal en la gestidén de riesgos de seguridad operacional.
3.7.1.5. En términos simples, la cultura de la seguridad
operacional es cébmo las personas se comportan hacia la seguridad
operacional cuando nadie los estd mirando.
Vinculo entre SMS y cultura de seguridad operacional
U otra forma de verlo

SMS + Cultura = Rendimiento en seguridad operacional

(marco) + (comportamientos) = (logro)
"Los SMS nunca son suficientes si se practican mecanicamente, se
requiere una cultura de seguridad operacional eficaz para florecer".
(Hudson, 2001)

3.7.1.6. La cultura de seguridad operacional puede describirse
mediante seis caracteristicas de alto nivel, como se muestra a
continuacién y se amplia en la seccidédn 3.7.4 Desarrollo de una
cultura de seguridad operacional positiva:
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COMPROMISO

N

ADAPTAEILIDAD

-

Cultura de seguridad
operacional

Es el conjunto de valores,
comportamientos y
actitudes perdurables con
respecto a la seguridad
operacional, compartido
por todos los miembros en
todos los niveles de la
INFORMACION

organizacion.

3.7.2. Cultura de seguridad operacional vy notificaciones de
seguridad operacional

3.7.2.1. La cultura de la presentacién de notificaciones surge
de las creencias personales y las actitudes hacia los beneficios
y desventajas asociados con los sistemas de presentacidédn de
notificaciones.

3.7.2.2. Una cultura de notificaciones saludable se basa en una
cultura Jjusta, que tiene <como objetivo diferenciar entre
desviaciones intencionales y no intencionales, con un enfoque en
los comportamientos exhibidos méds que en los resultados. Fomenta
la determinacién del mejor curso de accidn tanto para la
organizacidén en su conjunto como para las personas involucradas.
3.7.2.3. El personal debe saber que se mantendré la
confidencialidad y que la informacidén que presenten se actuaré
de manera justa y equitativa. De lo contrario, determinardn que
hay poco o ningun beneficio en presentar una notificacién.

COMPORTAMIENTO
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3.7.3. Toma de decisiones basada en datos

Una cultura de seguridad operacional positiva es esencial para
un SMS eficaz. Crea una franqueza que anima a las personas a
notificar sobre problemas de seguridad operacional. Esto, a su
vez, ayudard a la gerencia a tomar decisiones informadas basadas
en lo que realmente estd sucediendo, al tener:

* cultura de presentacién de notificaciones: ¢la organizacidn
fomenta la presentacidén de notificaciones?

* cultura de aprendizaje: ¢la organizacidédn trata la informacidn
como una oportunidad para hacer crecer su cultura de seguridad
operacional?

e cultura flexible: ;la organizacidén actta sobre la informacidn
para mejorar la seguridad operacional?

3.7.4. Desarrollo de wuna cultura de seguridad operacional
positiva

3.7.4.1. Debemos tener cuidado con los intentos de "implementar"
o "crear" una cultura como se haria con un interruptor. Las
culturas no se transforman de la noche a la mafiana, pero puede
cambiar el entorno de trabajo y la forma en que las personas
trabajan juntas, y explicar claramente los comportamientos que
se esperan de todos. Puede evaluar actitudes y comportamientos,
pero las personas no cambiardn a menos que las nuevas formas se
acepten como una mejora

3.7.4.2. E1 Gerente Responsable necesita crear el ambiente de
trabajo, proporcionar las herramientas y una politica clara, y
demostrar comportamientos que fomenten los comportamientos de
seguridad operacional deseables. Las acciones del Gerente
Responsable, el personal clave y el personal de la OMA pueden
ayudar a impulsar su cultura de seguridad operacional para que
sea mas positiva.

3.7.4.3. La siguiente tabla proporciona ejemplos de los tipos de
acciones de administracién y personal que habilitardn o
inhabilitardn una cultura de seguridad operacional positiva en
una organizacién. Las organizaciones deben centrarse en
proporcionar habilitadores y eliminar los inhabilitadores para
promover y lograr una cultura de seguridad operacional positiva.
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Caracteristica

Habilitadores

Deshabilitadores

COMPROMISO

El compromiso con la sequridad operacional refleja
el grado en que la administracion superior de la
organizacion tiene una actitud positiva respecto de
la sequridad operacional y reconoce su importancia.
La administracion  superior deberia  estar
genuinamente comprometida con el logro y
mantenimiento de un allo nivel de seguridad
operacional y motivar a sus empleados dandoles los
medios para hacerlo.

o la administracion conduce una cuffura de
seguridad operacional y motiva activamente a sus
empleados para que se preocupen por la misma,
no slo con palabras sino actuando como ejemplo.

« La administracion proporciona recursos para

muchas lareas relacionadas con la sequridad
operacional (p. €]., instruccion)

+ Se establece una vigilancia continua de la gestion
de la sequridad operacional y gobemanza conexa

+ La administracion demuestra claramente que el
lucro, la reduccion de costos y la eficiencia son lo
primero

¢ Las inversiones para mejorar la sequridad
operacional se efectian a menudo solo cuando lo
exigen los reglamentos o después de accidentes

+ No hay vigilancia ni gobemanza establecidas con
respecto a la gestion de la sequridad operacional

ADAPTABILIDAD

La adaptabiidad refleja el grado en que los
empleados y la administracion estan dispuestos a
aprender de experiencias pasadas y en condiciones
de tomar las medidas necesarias para mejorar el
nivel de sequridad operacional de la organizacion

« Se fomenta activamente la contribucion de los
empleados al tratar problemas de seguridad
operacional

+ Todos los incidentes y constataciones de
auditorias s investigan y se actia en
consecuencia

+ Los procesos y procedimientos institucionales se
cuestionan en cuanto a su impacto en la sequridad
operacional (alto grado de autocritica)

+ Se demuestra y aplica un enfoque proactivo claro
de la sequridad operacional

+ No se fomenta Ia contribucion de los empleados
en problemas de sequridad operacional a todos
los niveles del personal

+ A menudo las medidas se adoptan solo después
de accidentes o cuando o exigen los reglamentos

+ Los procescs y procedimientos institucionales se
consideran adecuados en la medida en que no
ocuren accidentes (complacencia o falta de
autocritica)

+ Aun cuando ocurre un accidente la organizacion
1o se autocuestiona

+ Se demuestra y aplica un enfoque reactivo de la
sequridad operacional

CONCIENCIA

» La conciencia refleja el grado en que empleados y
administradores son conscientes de los riesgos de
aviacion que enfrentan la organizacion y sus
actividades

« Desde la perspectiva del Estado el personal es

+ Se ha establecido una forma eficaz de identificar
peligros

+ Las investigaciones procuran establecer las
causas basicas

» No se realizan esfuerzos para identificar peligros

+ Las investigaciones se detienen en la primera
causa viable sin procurar deferminar la causa
basica
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y las organizaciones que supervisan. Los
empleados y la administracion deberian mantener
constantemente un alto grado de vigiancia con

respecto a la sequridad operacional

y se adapta a las mismas sequn sea necesario

+ La organizacion evalia sistematicamente si se
aplican y funcionan segun lo previsto las mejoras
de la sequridad operacional

+ Los miembros apropiados de la organizacion
estan bien conscientes de los riesgos de
sequridad operacional inducidos por sus acciones
individuales y las operaciones o actividades de la
compaiia

Caracteristica Habilitadores Deshabilitadores
consciente de los riesgos de sequridad [ » La organizacion estd siempre al fanto de | « La organizacion no esta al tanto de importantes
operacional inducidos por sus propias actividades |  importantes mejoras de la sequridad operacional |  mejoras de sequridad operacional

+ La organizacion no evalua si se implantan
adecuadamente las mejoras de sequridad

+ Cuando comesponde, los miembros de la
0rganizacion no estan conscientes de os iesgos
de sequridad operacional inducidos por sus
acciones individuales y operaciones de la
compaia

+ Los datos de sequridad operacional se recopilan
pero no se analizan ni se toman medidas al
respecto

COMPORTAMIENTO

El comportamiento con respecto a la sequridad

+ Los empleados se automotivan para actuar en

« Los empleados no son castigados por el

operacional refleja el grado en que todos los niveles | forma sequra y como ejemplos comportamiento insequro intencional en beneficio
de la organizacion se comportan para mantener y ) o , de sus propios intereses 0 los de terceros
melorar ¢l nivel de sequidad operacional La | * S Pracica 1 obsenvacion contnua  de ) :
imporiancia de la sequridad operacional deberia | comportamiento de sequridad operacional : ';;1 w:n?elﬁ?orslesaccqnenes ;‘{BD;I:MP"::;“C:E
wwno;qse % depeﬂan il U compartaniento insequ intencional 1o s en menw dejlra sequridad operaciunglti: la
procedimientos necesarios para manteneria tolerado por a administracion y los colegas e
* Las condiciones de rabajo apoyan la sequidad | , Ny ge yigia fa sequridad operacional de la
operaconal de a aviacon en 1odo MOMeNto | ayiaidn denir de los producos al senvico de la
organizacion
+ No se ven con agrado las criticas constructivas
para beneficiar la sequridad operacional de a
aviacion
INFORMACION

+ L2 informacion refleja el grado en que se
distribuyen los conocimientos y datos a todas las
personas necesarias dentro de la organizacion.
Deberia permitise y fomentarse que los
empleados notifiquen  preocupaciones  de

+ Existe un entomo abierto y justo para nofficar
problemas de sequridad operacional
+ Se brinda a los empleados informacion Sobre

sequridad operacional en forma oportuna para
pemnitr |a realizacion de operaciones o 1a toma de

+ Es evidente un enfomo de notificacion de
sequridad operacional con asignacion de culpas

+ Se refiene la informacion sobre sequridad
operacional
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Caracteristica

Habilitadores

Deshabilitadores

sequridad operacional de la aviacion y reciban
comentarios sobre Sus informes. La informacion
laboral relacionada con la sequridad operacional
e 1a aviacion debe comunicarse correclamente a
las personas adecuadas para evitar malas
interpretaciones que podrian contribuir a
situaciones y consecuencias peligrosas para el
sistema aeronautico

¢ £l Estado se muestra abiefo a compart

informacion  relacionada con la seguridad
operacional de fa aviacion con todos los
proveedores de servicios

decisiones Seguras

+ La administracion y los supervisores verifican
requiarmente si Ia informacion de seguridad
operacional es comprendida y se actiia sobre la
misma

+ Se practica activamente la transferencia de
conocimientos y I instruccion con respecto a la
sequridad operacional de la aviacion (p. ej. se
comparten las experiencias adquiridas)

+ No se vigila a eficacia de las comunicaciones de
sequridad operacional

+ No se proporciona transferencia de conocimientos
0 instruccion

CONFIANZA

+ La contribucion de los empleados a la sequridad
operacional es favorecida por un entomo de
nofficacion que fomente la confianza de que sus
acciones  omisiones, acordes con su instruccion
¥ experiencia, no seran castigadas. Un enfoque
viable es aplicar una prueba de sensatez - es
decir, si es razonable que una persona con el
mismo nivel de experiencia e instruccion podria
hacer la misma cosa. Un entomo de este fipo es
fundamental para la notificacion eficaz y eficiente
de Ia sequridad operacional

Los sistemas eficaces de notificacion de sequridad
operacional confribuyen a asegurar que las
personas estan dispuestas a notificar sus erores
y experiencias, de modo que los Estados y los
proveedores del servicio fengan acceso a datos e
informacion pertinente necesarios para tratar
deficiencias y peligros de sequridad operacional
fanto existentes como posibles. Estos sistemas
crean un entorno en el que as personas pueden
confiar en que su informacion y datos de
sequidad  operacional  se utiizardn
exclusivamente para mejorar la misma.

¢ Hay una diferencia entre el COI'ﬂpOI'l&]TIi&ﬂIO
aceplable e naceptable, conocida por todos los
empleados

+ Las investigaciones de sucesos (incluyendo
accidentes e incidentes) consideran factores
individuales, asi como institucionales

+ Se [econoce y recompensa con caracter continuo
el buen rendimiento en maeria de seguridad
operacional de la aviacion

+ Hay buena disposicion de los empleados y
personal de operaciones para notificar sucesos en
los que han estado involucrados

oNo hay dferencias identiicables entre
comportamient aceptable e inaceptable

+ Los empleados son sistematica y rigurosamente
castigados por los erfores humanos

+ Las investigaciones de accidentes e incidentes se
concentran solamente en factores individuales

+ Se da por descontado un buen rendimiento y un
buen rendimiento en materia de sequridad
operacional
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3.7.5. Monitoreo de la cultura de seguridad operacional

3.7.5.1. La cultura de seguridad operacional estd sujeta a muchas
influencias y las organizaciones pueden optar por evaluar su
cultura de seguridad operacional para:

e comprender cbmo se sienten las personas acerca de la
organizacién y qué tan importante se percibe 1la seguridad
operacional

* identificar fortalezas y debilidades

e identificar diferencias entre wvarios grupos (subculturas)
dentro de una organizacidn

* examinar los cambios a lo largo del tiempo (por ejemplo, en
respuesta a cambios organizacionales importantes, como después
de un accidente, un cambio en el personal clave o acuerdos de
relaciones laborales alterados).

3.7.5.2. Hay una serie de herramientas que se pueden utilizar
para evaluar la madurez de la cultura de seguridad operacional,
generalmente en combinacidn:

* cuestionarios

* entrevistas y grupos focales

* observaciones

* revisiones de documentos.

3.7.5.3. La evaluacién de la cultura de seguridad operacional y
la maduracién de la organizacidn en esta area puede proporcionar
informacién wvaliosa, lo que lleva a acciones por parte de la
gerencia que fomentaran los comportamientos de seguridad
operacional deseados.

3.7.5.4. La evaluacidén de la cultura de seguridad operacional
plantea desafios, y las organizaciones deberdn centrarse
inicialmente en iniciar iniciativas para recibir respuestas de
la organizacidén, en lugar de preguntarse cudl es el método
"correcto". Cabe sefialar que existe un cierto grado de
subjetividad con tales evaluaciones vy pueden reflejar las
opiniones y percepciones de las personas involucradas solo en un
momento particular. Ademés, puntuar la madurez de la cultura de
seguridad operacional puede tener consecuencias no deseadas al
alentar inadvertidamente a la organizacidén a esforzarse por
lograr la puntuacidén "correcta", en el lugar de trabajar juntos
para comprender y mejorar la cultura de seguridad operacional.

Seccidn 4 — Proceso implementacién

4.1. Los primeros objetivos y tareas del proceso de
implementacién del SMS en la organizacidén de mantenimiento nacen
de la necesidad de establecer cudl es la condicidén en gque se
encuentra la organizacidén, en relacidén al desarrollo de 1los
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requisitos de aceptacién del SMS que deben ser implementados, de
acuerdo con 1los requisitos reglamentarios de la RAC-24.145
aplicables.

4.2 Para permitir a la organizacidén de mantenimiento y a la DIA/
IACC verificar el avance de los diferentes elementos que soportan
la implementacién del SMS, y por la conveniencia de establecer
un orden y control, se deberd utilizar la herramienta de
evaluacién del SMS que se menciona en el Apéndice 2 de esta
circular de asesoramiento.

4.3. Inicialmente la OMA junto con los miembros del equipo de
implementacién del SMS, deberdn establecer el alcance de su SMS,
en base a un andlisis de su accionar, procesos de mantenimiento,
politica y objetivos del SMS, y fundamentalmente establecer las
interfaces del sistema con otras organizaciones o contratistas.
Con el alcance, serd posible establecer las brechas existentes
entre los requisitos del SMS y 1las capacidades, procesos vy
procedimientos que posee la OMA, a fin de determinar la magnitud
del trabajo a realizar, la envergadura y los costos del proceso
de implementacién del SMS a realizar, y la manera como este
trabajo serd efectuado en un plazo definido (plan de
implementacién) .

4.4. Definido esto, también serd necesario establecer en que
tiempo se establecerdn e implementardn los elementos del marco
de trabajo del SMS (los tiempos variaran de acuerdo a la dimensién
y complejidad de la organizacién de mantenimiento), cudles serén
los medios humanos y materiales que se asignardn y la estructura
funcional gque se ocupard para efectuar esta actividad, en forma
simultdnea al funcionamiento normal de la OMA, seguin sea
aplicable.

4.5. Conjuntamente y por su importancia, se debe iniciar la
instruccidén y la comunicacidén del SMS en la OMA para la
preparacidén y concientizacidén del personal en este nuevo sistema
de gestién de los riesgos en la organizacidén vy sobre la
importancia de su participacidén en estos procesos. Estas
actividades son parte del proceso de implementacidén y en el caso
de la instruccién se irdn incorporando paulatinamente los nuevos
requisitos y procedimientos al programa de instruccidén que la
OMA tenia 1implementado al certificarse. Al iniciar 1la
implementacién del SMS el convencimiento de la alta direccidn
sobre la importancia de este sistema y su involucramiento en este
proceso seran fundamentales para su éxito

4.6. Este hito se completard cuando estén definidas vy
solucionadas estas interrogantes y se encuentre coordinado con
la DIA/ IACC los plazos de cumplimiento y las metas a lograr en
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cada una de las actividades de implementacidén del SMS (plan de
implementaciédn) .

4.7. En el siguiente paso, la organizacidén que ya definid como
efectuard la implementacidén de su SMS, establecerd la politica y
los objetivos que orientardn el desarrollo de la documentaciédn y
procedimientos, asimismo definirad las responsabilidades internas
que deberédn ser asumidas en todos los niveles de la organizacidn
como consecuencia de incorporar este nuevo sistema. Esto ultimo
requiere ser difundido por el Gerente Responsable, dada su
importancia vy trascendencia vy por la necesidad de hacer
comprender que la implementacidén del SMS es responsabilidad de
toda la organizacién.

4.8. Una vez que la organizacidén ha definido 1la politica,
objetivos y las responsabilidades internas, se dard inicio a la
confeccidén del manual del SMS (MSMS) y de los primeros documentos
orientados al funcionamiento interno de la OMA. Asimismo, se
designard al Consejo de revisidén de seguridad operacional (SRC)
y al grupo de accidén de seguridad operacional (SAG), cuando sea
aplicable. Durante esta etapa y de ser necesario, la organizaciédn
de mantenimiento también desarrollard la coordinacién de 1la
planificacién de respuestas ante emergencias para accidentes e
incidentes en coordinacidén con los explotadores de aeronaves y
otras emergencias de aviacidén, segln sea aplicable. Este plan
deberd estar coordinado de forma apropiada con los planes de
respuesta ante emergencias de las organizaciones con las que la
organizacidén deba interactuar al suministrar sus servicios o
productos.

4.9. El1 siguiente paso se corresponde con establecer 1los
elementos que tiene como objetivo establecer procesos de gestidn
de riesgos del marco de trabajo del SMS. con el establecimiento
de estos elementos la OMA estara lista para recopilar datos de
seguridad operacional y realizar andlisis Dbasados en la
informacidén obtenida mediante diversos sistemas de notificacidn.
4.10. Se deben implementar los procedimientos e indicadores con
que deberd trabajar la nueva oficina o departamento creado bajo
la direccidén de un responsable de SMS, nominado por el Gerente
Responsable, que estd participando en la implementacidédn. Con
estas herramientas y el desarrollo de la documentacidén en
ejecucidn es posible empezar a recibir y procesar en la oficina
o departamento de seguridad operacional la informacidén de SMS de
la OMA.

4.11. También, para las organizaciones de mantenimiento vya
certificadas, es el momento de incorporar al sistema toda aquella
informacidén que la OMA posee de los accidentes e incidentes en
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los que ha estado involucrado previamente, con sus
correspondiente evaluaciones y acciones correctivas, las
acciones de prevencidédn desarrolladas y las auditorias de calidad
internas y externas que la OMA realiza como parte de 1los
requisitos de calidad que debe cumplir desde su certificacién.
Esta informacidén permitirda el desarrollo de indicadores de alta
gravedad/baja probabilidad y alta probabilidad/baja gravedad, vy
empezar a completar las bases de informacidén o de datos de
seguridad operacional de la OMA. La DIA/ IACC deberéd aceptar los
indicadores presentados por la OMA, desarrollados en base a la
experiencia y sustentados en datos de seguridad operacional.
4.12. Los elementos de la implementacién y funcionamiento maduro
del SMS se corresponden a la consolidacién del sistema y a la
incorporacién plena de esta nueva organizacidédn interna de SMS
(seccibdn o departamento) en la OMA; a la consolidacién de una
nueva cultura de trabajo con responsabilidades, procedimientos y
manuales complementarios en la organizacidén; indicadores que
permitan orientar su rendimiento con una optimizacidén de los
recursos asignados vy una mejora potencial en la seguridad
operacional en el producto o servicio que entrega, en su imagen
corporativa, en su relacidén con sus operadores, y
subcontratistas; y finalmente en el compromiso de su personal
con la OMA y su sistema de seguridad operacional.

4.13. Para las OMA ya certificadas, todo el desarrollo efectuado
deberd mostrar sus resultados, asi como su efectividad vy
eficiencia. Serd la demostracién de si la OMA efectud en buena
forma la incorporacidén del SMS a sus actividades normales, luego
de su certificacién inicial previa.

4.14. También, se debe asegurar que los procesos de instruccidn
normales de la OMA incorporen en forma permanente estos nuevos
temas de SMS vy se mantenga la motivacidén, compromiso 'y
participacién del personal en el sistema, mediante una Dbuena
difusidén de los logros alcanzados, el compromiso permanente de
la alta direccién y la retroalimentacidn de los andlisis de causa
raiz realizados a la informaciédn de peligros por ellos
informados, Jjunto a las acciones tomadas para solucionarlos, en
los casos que lo amerite.

4.15. Una vez completado el plan de implementacidén aceptado por
la AAC se culminaréd el proceso de aceptacidédn, al demostrar a la
AAC que se ha completado en forma efectiva y eficiente 1la
implementacién del SMS, de acuerdo a la dimensidén y complejidad
de la OMA.

4.16. La Figura 2 proporciona una descripcidén general de 1los
componentes del SMS vy las interacciones entre ellos, con un

Pagina 30 Rev. 03



DIA /1ACC CA-24.145-001

enfoque especifico en la gestiétn de riesgos de seguridad
operacional y garantia de seguridad operacional.

R AR I I ———

Organizacion / Sistema Organizacional

|’aﬁny#ﬂmﬁwmm

(ESPECIFICAR que e o que se compromete en materia de seguridad operacional y asegurar el cumplimiento)
|

A
Vi

Gestin del iesgo de b sequridad operacional(2)
A
Acclones de control

Wentiicacdn | | Andlisisderlesgode | | Evaluacin de resgo
delpelgrol) laseguridad dela sepuridad *::u:h S R
(:l operacional (2.2) operacional (2.2) 022) :i
L}
I | .‘
L ¢ e o 'y
. l . s
wugwq@um _ 3
——— [ Verfacitnel H
. Evabuacién del rendimiento de | '
Z rendimiento de seguridad frente a las Gestidn del Mejora continua | | +
witisde W it TP measensponde TP ambiop2) ™| eesws 3 :5
operacional 3.) Jos objetivos de :
. segurided (3.1) |
| :
i

mwwmamr%rmmmaw

Promocién de la seguridad operacional (4)
(instrucci6n, educacion y comunicacion sobre seguridad operacional) (4.1, 4.2)

1) Los peligros con un nivel aceptable de riesgo asociado pueden no requerir ninguna accion por SMS, - Accién

2 Las fuentes de datos que podrian ser relevantes para la organizacidn, las operaciones, los productos y los s o Informacién
servicios se utilizan para evaluar |a importancia de la seguridad y el rendimiento de la seguridad operacional.

Figura 2. Descripcion general de SMS e interacciones entre componentes de SMS

4.17. Los componentes y elementos que se muestran en la Figura 2
y los péarrafos y referencias relacionados se describen con més
detalle en esta circular de asesoramiento.

4.18. La mejora continua del SMS se basa en el seguimiento y la
medicién del rendimiento de la seguridad operacional, gque se
detallan con mads detalle en las secciones relacionadas al control
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y medicién del rendimiento de seguridad operacional (4.22.1) vy
Mejora continua del SMS (4.22.3).

4.19. La estructura de este Seccidn es la siguiente:

e Dentro de bloques grises: Las Normas y métodos recomendados de
SMS del Anexo 19 del Apéndice 2 de la OACI para cada componente
y elemento de SMS.

* Por debajo de cada bloque gris: orientacidén para una mayor
comprensidén de cada componente y elemento de SMS y de los medios

de cumplimiento asociados.

Nota. — Es posible que algunas partes de los requisitos del Anexo 19 no
necesiten ninguna declaracion adicional de "comprensiéon”. La amplia
trazabilidad a los requisitos del Anexo 19 se proporciona en el capitulo 6
con los 12 elementos. Sin embargo, no se aplica la trazabilidad Iinea a linea.

4.20. Componente 1 - Politica y objetivos de seguridad
operacional

4.20.1. Compromiso de la direccion

4.20.1.1. Politica de seguridad operacional

4.20.1.1.1. Comprension

La politica de seguridad operacional de la organizacidn
constituye la base de su SMS. La seguridad operacional deberé
identificarse como una prioridad y un valor méaximos para la
organizacidn.

El Responsable de seguridad operacional es responsable
de desarrollar una declaracidédn de compromiso y visidn, mediante
la participacidén directa en la elaboracidédn de la redaccidn. E1
Gerente Responsable, el personal clave y, cuando proceda, 1los
brganos representativos del personal (foros de empleados,
sindicatos) deben ser consultados en el desarrollo de la politica
de seguridad para promover un sentido de responsabilidad
compartida.

La politica no deberd ser solo una pintura en la pared,
debe vincular la politica de la organizacidén a la cultura que se
desea inculcar en la OMA. Es importante que la voz del Gerente
Responsable se pueda escuchar a través de las palabras que se
elijan, no solo frases impersonales estandar, y debe quedar claro
qgque hardn lo que sea necesario para cumplir con ese compromiso,
incluida la asignacién de recursos para respaldar los objetivos
de seguridad operacional y objetivos.

La politica de seguridad operacional define 1los
objetivos de la organizaciédn, asigna responsabilidades vy
establece estdndares. La politica de seguridad operacional deberé
describir en términos amplios la visidén de la organizacidn para
la gestidén de la seguridad operacional; cbédmo se propone abordar
los temas relacionados con la seguridad operacional; y cdémo
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reaccionard y fomentard una cultura de seguridad operacional en
todos los niveles de la estructura organizativa, con un
compromiso activo y visible.

Teniendo en cuenta cada requisito de todos 1los
elementos del SMS, significa que 1la politica de seguridad
operacional:

a) Transmite el compromiso de la administracién con el
rendimiento de seguridad operacional de la organizacidédn hacia
sus empleados.

b) Aborda la provisién de recursos materiales, humanos vy

financieros suficientes para realizar las actividades
planificadas del SMS.
c) Incluye (pero no se limita a) los procedimientos de

notificaciones de seguridad operacional relacionados con la
seqguridad operacional de los servicios que ofrece 1la OMA,
incluida la recopilacidén continua de datos de aeronavegabilidad
y los informes de sucesos que se hayan producido en aeronaves a
las cuales les da el servicio de mantenimiento, asi como los
informes internos de la organizacidén sobre problemas y riesgos
de seguridad operacional, como notificaciones voluntarias de
empleados.

d) Incluye el establecimiento de una politica de "Cultura Justa'".
Las personas no son sancionadas por acciones, omisiones o
decisiones errdneas acordes con su experiencia, formacidén vy

procedimientos internos. Sin embargo, no se toleran la
negligencia grave, las infracciones deliberadas y 1los actos
destructivos. Otras organizaciones pueden considerar esta

definicién al establecer politicas para comportamientos que son
inaceptables vy 1las circunstancias Dbajo las cuales no se
aplicarian medidas disciplinarias.

Si bien un sistema de notificaciones es una parte necesaria de
un SMS, las organizaciones pueden adaptar su sistema de
notificaciones confidenciales de empleados, segun el nivel de
madurez de su cultura de seguridad operacional.

Estard firmada por el Gerente Responsable como el 1lider de
seguridad operacional de la organizacién y por el Responsable de
seqguridad operacional.

El estar firmada evidencia que se cuenta con el respaldo visible
del Gerente Responsable vy del Responsable de seguridad
operacional. "Respaldo visible" se refiere a hacer que el apoyo
activo de la administracién a la politica de seguridad
operacional sea visible para el resto de la organizacidn. Esto
se puede hacer a través de cualquier medio de comunicacidén vy
mediante la alineacidén de actividades con la politica de
seguridad operacional.
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f) Es visible a todos los niveles, desde un punto de vista
positivo. La politica de seguridad operacional debe promoverse
entre todos los empleados con la participacidén activa de la alta
y media direccidén. E1 propdsito es fomentar una cultura de
seqguridad operacional dentro de la organizaciédn.

g) Se revisa peridédicamente para verificar su wvalidez vy
relevancia para el rendimiento real de seguridad operacional de
la organizacién. La mejora continua del SMS puede conducir a
revisiones de la politica de seguridad operacional para adaptar
las prioridades y objetivos de seguridad operacional.
4.20.1.1.2. Medios de cumplimiento

La politica de seguridad operacional es un documento de
alto nivel que establece principios y objetivos generales. Esta
deberd mantenerse simple y directa, con detalles de la OMA y los
procesos y procedimientos de SMS que se describen en el manual
del sistema de gestién de seguridad operacional (MSMS), o un
documento equivalente. La politica de seguridad operacional
podria ser un documento independiente o integrarse en la
documentacidén del sistema de gestidén existente (manual de
organizacién de mantenimiento (MOM)) .

La seguridad operacional deberd destacarse como una
responsabilidad principal de todo el personal clave (los
gerentes) con un compromiso fuerte y claro de cumplir con los
requisitos legales relevantes y los reglamentos aplicables.

Para (b) y (e) anteriores, dependiendo de la estructura
y gobernanza de la OMA, las decisiones finales sobre la
asignacidén de recursos pueden tomarse en varios niveles. El1
Responsable de la seguridad operacional puede ser designado por
el Gerente Responsable para todas las actividades de seguridad
operacional y ser responsable de la asignacidén y gestidn de los
recursos para estas actividades. Si el Responsable de 1la
seguridad operacional no tiene esta responsabilidad, el nivel
mas alto de administracidén debe mostrar su compromiso. La (s)
persona (s) gue toman las decisiones finales sobre los recursos
asignados al SMS deben firmar conjuntamente la politica de
seguridad operacional Jjunto con el Responsable de la seguridad
operacional o utilizar otro método gque muestre un compromiso
conjunto.

Para los literales (c) y (d), referente a la “Cultura
Justa” puede ser necesaria una evaluacidén de los comportamientos
caso por caso. En consecuencia, la declaracidén de la politica de
seguridad operacional deberd realizarse teniendo en cuenta las
reglas aplicables de la OMA.
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Para el literal (f) anterior, el documento de politica
de seguridad operacional necesitard ser comunicado a toda la
organizacidén. Deberd proporcionar un alto nivel de informacién,
ser convincente y fédcil de entender.

Algunos puntos a considerar al desarrollar una politica
de seguridad operacional:

e la voz del Gerente Responsable se puede escuchar a
través de las palabras que se eligen

* mantenga la politica lo suficientemente breve para que
el lector pueda comprender y recordar a qué se ha comprometido
el Gerente Responsable.

e compromiso e intenciones de 1la alta direccidédn con
respecto a la seguridad operacional y promocidédn de una cultura
de seguridad operacional positiva.

e cémo la organizacidédn trata la seguridad operacional
como un valor fundamental

e un compromiso con la mejora continua del rendimiento
del SMS

. reconocimiento de que el cumplimiento de los
procedimientos, normas y reglas es deber de todo el personal.

En el Apéndice 3 “Manual/Documentacién de SMS” se propone
un ejemplo de declaracidén de politica de seguridad operacional.

4.20.1.2. Objetivos de seguridad operacional
4.20.1.2.1. Comprension

Los objetivos de seguridad operacional deberdn respaldar
la politica de seguridad operacional. Hay varios objetivos
posibles que difieren en alcance y plazo.

Los objetivos de seguridad operacional se establecen para
mejorar continuamente la seguridad de las operaciones de 1las
aeronaves y el rendimiento de la organizacidén con respecto a la
seguridad operacional del servicio que se ofrece. Estos objetivos
de seguridad operacional deben ser significativos para la
organizacién y, por lo tanto, adaptarse al tipo de negocio y al
volumen de datos de seguridad operacional recopilados.

Otros objetivos estédn relacionados con el desarrollo y
rendimiento
de la propia OMA.

Los objetivos de seqguridad operacional deberan ser lo
suficientemente detallados para garantizar que se pueda demostrar
su cumplimiento, en la medida de lo posible mediante un mecanismo
de medicidén (cualitativo o cuantitativo). El1 propdsito del
monitoreo del rendimiento de seguridad operacional es evaluar
apropiadamente el logro de los objetivos de seguridad operacional
de la organizacidén (ver 4.22 correspondiente a “Aseguramiento de
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la seguridad operacional” para méas detalles).

Por ejemplo, si dentro de la declaracidén de la politica de la
organizacidédn era promover una cultura de seguridad operacional
positiva, esto podria estar respaldado por un objetivo que aborde

las caracteristicas de 1la cultura de seguridad operacional
descritas en la seccidédn anterior. Con el objetivo de llevar a
los 1inhabilitadores a wuna cultura positiva y promover 1los
habilitadores, durante un periodo de tiempo, la organizacidn

podria crear un programa con indicadores mensurables de
progreso.

Los objetivos de seguridad operacional deben ser significativos,
realistas y proporcionales a la organizacidén y a la madurez de
su SMS.

Se presenta un ejemplo de cdmo podria desarrollarse un objetivo

su

de seguridad operacional:

Objetivo de seguridad

Indicador de rendimiento de

operacional

Implementar un SMS
con el que todo el
personal esté
plenamente
comprometido.

Asegurese de que el personal esté
capacitado y sea competente en el
sistema de notificaciones de seguridad
operacional.

seguridad operacional

Instruccién y evaluacion de todo el
personal nuevo dentro del mes
siguiente a su incorporacion.

El personal puede demostrar el uso
del sistema de notificaciones
(entrevista de auditoria).

Promover las caracteristicas de Ila
cultura de seguridad operacional a
través del compromiso de la gerencia y
la cultura justa a lo largo del afio 202X.

Las reuniones mensuales incluyen
la revision liderada por el Gerente
Responsable de las actividades de
mejora de la seguridad operacional
(se toman actas).

los riesgos de
seguridad operacional
para que el personal vy

clientes, el equipo vy
los trabajos que
realiza la OMA no

sufran ningan dano.

identificacion proactiva de peligros para
los trabajos que realiza la OMA a fines
del afio 202X

Incremento del numero de
notificaciones de seguridad
operacional donde el personal
identifica sSus propios actos
inseguros.

Gestionar activamente Completar los talleres (workshops) de Talleres (workshops) completados

para planificar +/- 10% de variacion.

Los peligros y riesgos asociados

estan documentados para
evaluaciéon.
Los controles de riesgo estan

establecidos y monitoreados para

todos los riesgos tolerables e
intolerables.
Todos los cambios significativos estan Las actas de las reuniones
gestionados a través de nuestro muestran Ia consulta v la
proceso formal de gestion del cambio lo comunicacion con las partes
que son documentados v interesadas.

comunicados.

El personal involucrado conoce los
controles de riesgo aplicables
(entrevistas de auditoria).
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4.20.1.2.2. Medios de cumplimiento

a) La OMA deberd definir objetivos de seguridad operacional que
reflejen el rendimiento de seguridad operacional en servicio del
mantenimiento que proporciona (por ejemplo, basados en 1los
andlisis realizados a través del proceso de mantenimiento que
realiza a los explotadores aéreos o© mantenimiento a 1los
componentes de aeronaves) asi como objetivos relacionados con la
funcién del SMS mismo. Estos objetivos deberian incluir el
seguimiento del correcto despliegue del SMS, la medicidén de su
actividad y la asignacién de 1los medios y competencias del
personal adecuados. Estos objetivos de seguridad operacional
deberén reflejar la mejora de seguridad operacional identificada,
con base en la situacidén actual. Deberdn definirse como
especificos, medibles, alcanzables, pertinentes y de duracién
determinada (SMART) .

Los objetivos de seguridad operacional pueden considerar la
gestidén de interfaces dentro de la organizacidén, asi como con
otras organizaciones.

Los objetivos de seguridad operacional se podrian presentar como
un documento independiente para constituir la representacidn
gradfica (dashboard) de rendimiento de la seguridad operacional
de la OMA, que también se puede utilizar para notificar los
resultados del rendimiento de seguridad operacional.

b) El1 establecimiento de objetivos debe tener como objetivo
impulsar la mejora continua del rendimiento de seguridad
operacional de la organizaciédn. Puede ser apropiado establecer
metas y objetivos estratégicos (a largo plazo) y técticos (a
corto o medio plazo) para permitir revisiones periddicas vy
evaluaciones del rendimiento.

Durante el proceso de comunicacidén de la politica de seguridad
operacional y los objetivos asociados a toda la OMA, se deberia
tener cuidado de describir el flujo descendente de los objetivos
generales a nivel de la organizacién en relacidén con 1los
objetivos de seguridad operacional "locales". Estos objetivos
locales tienen como objetivo mostrar la contribucién a la
seguridad operacional de un individuo / grupo de empleados. Cada
empleado debe ser consciente de las posibles consecuencias de
sus acciones y comportamiento y de su contribucidén positiva al
SMS mediante la comprensién de los objetivos de seguridad
operacional.

d) E1 SMS deberia incluir una revisidén periddica de los objetivos
de seguridad operacional, por ejemplo, una vez al afio, o con una
frecuencia adaptada a las especificidades, cambios y logros de
seguridad operacional de la organizacidén. Esta revisidn debe
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estar alineada con la publicacién de los resultados de
rendimiento de seguridad operacional en términos de lograr 1los
objetivos.

4.20.1.3. Obligacidén de rendicidn de cuentas y responsabilidades
en materia de seguridad operacional

4.20.1.3.1. Comprension

El “Gerente Responsable” es una persona que rinde cuentas (que
tiene la responsabilidad final) del SMS dentro de la OMA. La
autoridad y las responsabilidades de esta persona pueden incluir,
pero no se limitan a:

Proporcionar y asignar recursos humanos, técnicos, financieros o
de otro tipo necesarios para el rendimiento eficaz y eficiente
del SMS.

b) Responsabilidad directa por la conduccién de los asuntos de
la organizaciédn.

c) Autoridad final sobre las operaciones bajo el certificado y
lista de capacidades de la organizaciédn.

d) Establecer y promover la politica de seguridad operacional.
e) Establecer los objetivos y las metas de seguridad operacional
de la organizacién.

f) Acttta como el 1lider de la seguridad operacional de la
organizacidn.

g) Responsabilidad final por la resolucidn de todos los problemas
de seguridad operacional.

h) Establecer y mantener la competencia de la organizacidén para
aprender del analisis de los datos recopilados a través de su
sistema de notificaciones de seguridad operacional

Nota. — EI término "rendicidon de cuentas"™ se refiere a obligaciones que no

pueden ser delegadas. ElI término '"responsabilidades" se refiere a las
funciones y actividades que pueden delegarse

La rendicidén de cuentas de la seguridad operacional define
la obligacidén de la persona responsable de demostrar la ejecucidn
satisfactoria de sus responsabilidades de seguridad operacional.

La responsabilidad de la seguridad operacional se puede
delegar (es decir, de arriba hacia abajo) dentro del alcance de
las responsabilidades laborales definidas, siempre gque dicha
delegacidén esté documentada.

Para asegurar la conciencia y el compromiso de seguridad
operacional necesarios de todo el personal involucrado en las
tareas relacionadas con la seguridad operacional, la rendicién
de cuentas y las responsabilidades de seguridad operacional en
la OMA deberan definirse, documentarse y comunicarse de forma
clara y completa en toda la organizacién.
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Al identificar las responsabilidades del personal de
gestidén y los empleados, las organizaciones deberdn considerar
qué empleados estdn incluidos en las tareas y actividades
relacionadas con la seguridad operacional.

Todas las responsabilidades de rendicién de cuenta,
responsabilidades y autoridades definidas deben indicarse en la
documentacidén de SMS de la organizacidén de mantenimiento y deben
comunicarse a toda la organizacidén. Las responsabilidades de
rendicién de cuenta y responsabilidades de seguridad operacional
de cada gerente senior son componentes integrales de sus
descripciones de trabajo. Esto también deberia capturar las
diferentes funciones de gestidén de la seguridad operacional entre
los gerentes de linea y el Responsable de seguridad operacional.

4.20.1.3.2. Medios de cumplimiento
Las lineas de responsabilidad de rendicién de cuenta de
seguridad operacional en toda la organizacidén y cdédmo se definen
dependeran del tipo y la complejidad de la organizacidén y de sus
métodos de comunicacién preferidos. Por lo (general, las
responsabilidades de rendicidén de cuenta y responsabilidades de
seguridad operacional se reflejardn en los organigramas, 1los
documentos que definen las responsabilidades del departamento y
las descripciones de funciones o roles de trabajo del personal.
La organizacién de mantenimiento debe tratar de evitar
conflictos de intereses entre las responsabilidades de seguridad
operacional de los miembros del personal y  sus otras
responsabilidades organizacionales. Deben asignar sus
responsabilidades de rendicidén de cuenta y responsabilidades de
SMS, de manera que minimice cualquier superposicidén y/o brecha
Para mayor eficiencia, una empresa que tenga varios
certificados/aprobaciones de organizacidn (por ejemplo,
explotador aéreo, OMA, servicios de escala) puede organizar las
responsabilidades a través de diferentes esquemas de acuerdo con
la complejidad, necesidades y limitaciones de cada empresa. Tal
esquema seria aceptable siempre que cada titular de la aprobacién
de certificado / organizacidén cumpla con los requisitos para las
responsabilidades de seguridad operacional.
Los ejemplos de esquemas incluyen, pero no se limitan a:
e Un Responsable de la seguridad operacional para cada
organizacién (por ejemplo, explotador aéreo y OMA).
e Un solo Responsable de seguridad operacional en un
nivel de gestidén adecuado para cubrir el SMS general
de la empresa.
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4.20.1.4. Rendicidbn de cuentas y responsabilidades con respecto
a las organizaciones externas

La OMA es responsable del rendimiento de seguridad
operacional de las organizaciones externas donde hay una interfaz
de SMS. La organizacidén de mantenimiento puede ser responsable
de la rendicidén de cuentas de seguridad operacional de 1los
productos o servicios proporcionados por organizaciones externas
que respaldan sus actividades, incluso si las organizaciones
externas no estédn obligadas a tener un SMS. Es esencial que los
SMS de la organizacién de mantenimiento interactten con los
sistemas de seguridad operacional de cualquier organizacidn
externa que contribuya a la entrega segura de sus productos o
servicios.
4.20.1.5. Designacidén de personal clave de seguridad operacional
4.20.1.5.1. Medios de cumplimiento

La asignacidén de responsabilidades de gestidén de SMS
queda a discrecién de la organizacidn.

Esto incluye el nombramiento de personal directamente
responsable ante el Gerente Responsable para brindar orientacién,
direccidédn vy apoyo para la planificacidén, implementacidén vy
operacién del SMS de la organizacidén. Esta podria ser su Unica
funcién, actuar como personal asignado a la seguridad operacional
dedicados a dicha &rea, o combinada con otras tareas, siempre
gue esas tareas no den lugar a ningun conflicto de intereses.

En organizaciones pequefias / simples, estas
responsabilidades también podrian ser asumidas por el Gerente
Responsable.

La organizacidén es responsable de:

e Asegurarse de que el SMS funcione segun lo definido y

sea eficaz.

e Recopilar y analizar informacidédn de seguridad

operacional de manera oportuna.

e Administrar encuestas relacionadas con la seguridad

operacional.

e Seguimiento y evaluacidén de los resultados de las

acciones correctivas.

e Asegurar que se lleven a cabo evaluaciones de riesgo,

cuando corresponda;

e Monitorear los problemas de seguridad operacional

reportadas en otras organizaciones que podrian afectar
a la OMA o sus productos / servicios.
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e Garantizar que la informacidén relacionada con la
seguridad operacional, incluidas los logros y los
objetivos de la organizaciébédn, esté disponible para todo
el personal a través de los procesos de comunicaciédn
establecidos.

e Proporcionar notificaciones periddicas sobre el
rendimiento en seguridad operacional.

El nombramiento de una persona o personas competentes
para cumplir el rol de Responsable de seguridad operacional es
esencial para un SMS efectivamente implementado y en
funcionamiento. E1 Responsable de seguridad operacional puede
ser identificado por diferentes titulos (Gerente, Director, Jefe,

entre otros). Para los ©propdésitos de esta circular de
asesoramiento, se wusa el término genérico "Responsable de
seguridad operacional” y se refiere a la funciédn, no

necesariamente al individuo. La persona que 1lleva a cabo la
funcién de Responsable de seguridad operacional es responsable
ante el Gerente Responsable por el rendimiento del SMS y por la
entrega de servicios de seguridad operacional a los otros
departamentos de la organizacidn.
El Responsable de seguridad operacional asesora al
Gerente Responsable y a los gerentes de linea en asuntos de
gestidén de seguridad operacional, y es responsable de coordinar
y comunicar los asuntos de seguridad operacional dentro de la
organizacidén, asi como con los miembros externos de la comunidad
aeronautica. Las funciones del Responsable de seguridad
operacional incluyen, pero no estadn limitadas a:
a) administrar el plan de implementacién de SMS en nombre
del Gerente Responsable (en la implementacidén inicial);
b) realizar / facilitar la identificacidén de peligros y el
andlisis de riesgos de seguridad operacional;
c) monitorear acciones correctivas y evaluar sus resultados;
d) proporcionar informes peridédicos sobre el rendimiento de
seguridad operacional de la organizaciédn;
e) mantener documentacién y registros de SMS;
f) planificar y facilitar la instruccidén de seguridad
operacional del personal;
g) proporcionar asesoramiento independiente sobre problemas
de seguridad operacional;
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h) monitorear las preocupaciones de seguridad operacional
en la industria de la aviacidn y su impacto percibido
en las operaciones de la organizacidédn de mantenimiento
dirigidas a la entrega de productos y servicios; vy

i) coordinar y comunicar (en nombre del Gerente
Responsable) con la DIA/ IACC y otras autoridades
estatales, segun sea necesario, acerca de problemas

relacionadas con la seguridad operacional.
Nota. — Todas estas funciones deberan establecerse en el
documento/manual de SMS.

En la mayoria de las organizaciones, se designa a un
individuo como el Responsable de seguridad operacional.
Dependiendo del tamafio, naturaleza y complejidad de 1la
organizacién, la funcidn del Responsable de seguridad operacional
puede ser una funcidén exclusiva o puede combinarse con otras
funciones. Ademds, algunas organizaciones de mantenimiento
pueden necesitar asignar el rol a un grupo de personas. La
organizacién de mantenimiento debe asegurarse de que la opcidn
elegida no genere ningtn conflicto de intereses. Siempre que sea
posible, el Responsable de seguridad operacional no deberé
involucrarse directamente en la entrega del producto o servicio,
pero deberd tener un conocimiento practico de estos. E1
nombramiento también debe considerar posibles conflictos de
interés con otras tareas y funciones. Tales conflictos de interés
podrian incluir:

a) competencia por la financiacidén (por ejemplo, el gerente
financiero es el Responsable de seguridad operacional);

b) prioridades conflictivas para los recursos; Yy

c) cuando el Responsable de seguridad operacional tiene
una funcidén operativa y su capacidad para evaluar la efectividad
de SMS de las actividades operacionales en las que esté
involucrado.

En los casos donde la funcién se asigna a un grupo de
personas (por ejemplo, cuando las organizaciones de mantenimiento
extienden sus SMS a través de multiples actividades) una de las
personas debe ser designada como Responsable de seguridad
operacional "principal" para mantener una linea directa e
inequivoca con el Gerente Responsable.

Las competencias para un Responsable de seguridad
operacional deben incluir, entre otras, las siguientes:

a) egresado de una carrera universitaria en una especialidad

a fin a la aerondutica o poseer una licencia de mecénico

de mantenimiento de avidén y motor;

b) cualificacién en el sistema de gestidn de seguridad

operacional;
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Nota: La cualificacion corresponde a haber seguido la formacion del SMS y
haberla aprobado en una organizacién reconocida y aceptable por la DIA/ 1ACC

para desempefarse en temas de gestién de la seguridad operacional.

c) conocimiento de las regulaciones aeronduticas cubanas
(RA-24.145 y RAC-27.43);

d) una comprensién de los factores humanos.

e) experiencia en el sistema de gestidén de seguridad
operacional o sistema de calidad en la industria
aeronautica;

f) experiencia operacional relacionada con el producto o
servicio proporcionado por la organizacidn de
mantenimiento;

g) antecedentes técnicos para garantizar la comprensidén de
los sistemas que respaldan las operaciones o producto /
servicio proporcionado por la OMA;

h) habilidades de gestién de proyectos;

i) habilidades analiticas y de resolucién de problemas;
j) habilidades interpersonales;

k) habilidades de comunicacidén oral y escrita; y

Nota. — Si la organizacidén de mantenimiento lo considera necesario los
requisitos de competencia los puede desarrollar en el
documento/manual de SMS.

Dependiendo del tamafio, naturaleza y complejidad de 1la
organizacién, el personal adicional puede apoyar al Responsable
de seguridad operacional. El Responsable de seguridad operacional
y el personal de apoyo son responsables de garantizar la
recopilacidén y el andlisis oportunos de los datos de seguridad
operacional y la distribucidén apropiada dentro de la organizaciodn
de mantenimiento de la informacién de seguridad operacional
relacionada, de manera que se puedan tomar decisiones y controles
de riesgos de seguridad operacional, segln sea necesario.

La organizacidén de mantenimiento deberad establecer comités
de seguridad operacional adecuados para apoyar las funciones de
SMS en toda la organizacidén. Esto deberia incluir determinar
quién deberia participar en el comité de seguridad operacional y
la frecuencia de las reuniones.

El Consejo de revisidén de seguridad operacional (SRC),
incluye al Gerente Responsable y los gerentes senior (personal
clave) con el Responsable de seguridad operacional participante
en caracter de asesor. El SRC es estratégico y se ocupa de
cuestiones de alto nivel relacionadas con 1las politicas, la
asignacién de recursos y el monitoreo del rendimiento
organizacional. La SRC monitorea:
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a) La efectividad del SMS;

b) respuesta oportuna de las acciones de control de riesgos

de seguridad operacional necesarias;

c) el rendimiento de seguridad operacional contra la politica
y los objetivos de seguridad operacional de la
organizacién;

d) La efectividad general de las estrategias de mitigacidn
de riesgos de seguridad operacional;

e) La eficacia de los procesos de gestidén de la seguridad
operacional de la organizacidén de mantenimiento que apoyan:

1)la prioridad organizativa declarada de la gestidn de
la seguridad operacional; vy
2)la promocidén de la seguridad operacional en toda la
organizacién
Nota. — Este SRC debe ser establecido en grandes organizaciones de
mantenimiento y podria establecerse también en organizaciones de
mantenimiento medianas. Para determinar si una organizacién es pequefia,

mediana o grande de acuerdo a su dimension y la complejidad se debe
recurrir a la CA-24.145-002.

Una vez que el SRC haya desarrollado wuna direccidn
estratégica, la implementacidén de las estrategias de seguridad
operacional deberia coordinarse en toda la organizacidédn. Esto se
puede lograr creando un grupo de accidédn de seguridad operacional
(SAG, por sus siglas en inglés) que esté méas centrado en las
operaciones. Los SAG normalmente estdn compuestos por gerentes y
personal de primera linea y estédn presididos por un gerente
designado. Los SAG son entidades tacticas gque se ocupan de
cuestiones de implementacién especificas segln la direccidén del
SRC. El1 SAG:

a) monitorea el rendimiento de la seguridad operacional
dentro de las &areas funcionales de la organizacidédn y asegura que
se lleven a cabo las actividades adecuadas de la gestidén de
riesgos de seguridad operacional (SRM);

b) revisa los datos de seguridad operacional disponibles e
identifica la implementacién de las estrategias apropiadas de
control de riesgos de seguridad operacional y asegura que se
brinde retroalimentacién a los empleados;

c) evalta el impacto de seguridad operacional relacionado
con la introduccidén de cambios operacionales o nuevas
tecnologias;

d) coordina la implementacién de cualquier acciédn
relacionada con los controles de riesgos de seguridad operacional
y asegura que las acciones se tomen con prontitud; y

e) revisa la efectividad de 1los controles de riesgo de
seguridad operacional.
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Nota. — Este SAG debe ser establecido en grandes organizaciones de
mantenimiento y podria establecerse también en organizaciones
de mantenimiento medianas. Para determinar si una organizacioén
es pequefia, mediana o grande de acuerdo a su dimensién y la
complejidad se debe recurrir a la CA-24.145-002.

4.20.1.6. Coordinacidén de la planificacidén de respuestas ante
emergencias
4.20.1.6.1. Comprension

La coordinacién de la planificacién de respuestas ante
emergencias (ERP) documenta las acciones que debe tomar todo el
personal responsable durante las emergencias. El propdsito de la
coordinacién de la planificacidén de respuestas ante emergencias
es garantizar que haya una transicidén ordenada y eficiente hacia
y desde las operaciones de emergencia, incluida la asignacidén de
responsabilidades de emergencia y la delegacidén de autoridad.

La coordinacién de la planificacién de respuestas ante
emergencias también contiene la autorizacidn para la accidn del
personal clave, asi como los medios para coordinar los esfuerzos
necesarios para hacer frente a la emergencia.

El objetivo general es la continuacién segura de las
operaciones.

La coordinacién de la planificacién de respuestas ante
emergencias se aplica a las organizaciones de mantenimiento
aprobadas que brindan soporte de mantenimiento a explotadores
aéreos o se encuentran dentro de las instalaciones de un
aerddromo.

Establecer una coordinacidén de la planificacidén de
respuestas ante emergencias se considera una buena practica en
las OMAs cuando la organizacidén estd realizando mantenimiento a
los explotadores aéreos. Es posible que dichas organizaciones
también necesiten coordinar actividades relevantes con las
organizaciones que necesitan tener un ERP.

También se puede utilizar un artefacto o método similar
cuando se produce una interrupcidén significativa (no relacionada
con la seguridad de las operaciones de vuelo) en la propia
organizacidn, para garantizar la continuidad del negocio y 1la
gestidén de crisis.

Con respecto a la seguridad operacional de las OMAs estan
implementando disposiciones para respuestas ante emergencia que
pueden identificarse bajo diferentes titulos en diferentes
organizaciones (por ejemplo, reglas de gestién de «crisis,
politica de respuesta a crisis, plan de respuesta a accidentes,
entre otros). Estas actividades deben coordinarse ad hoc con
todas las partes involucradas en caso de accidente o incidente
grave.
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4.20.1.6.2. Medios de cumplimiento

El plan de respuesta ante emergencias (ERP) se aplica solo
a los proveedores de servicios requeridos a establecer y mantener
un ERP como es el caso de los aeropuertos y explotadores aéreos.
Sin embargo, las organizaciones de mantenimiento que brindan
soporte de mantenimiento a los explotadores aéreos o que tienen
sus instalaciones dentro de un aeropuerto, se encargaran de
brindar su apoyo en los ERP de dichos proveedores de servicio.
Para ello, se deberan establecer los procedimientos en donde se
detallen funciones y responsabilidades que deberdn cumplirse en
caso de un accidente o incidente grave en el cual se solicite su
colaboracién.

Una organizacién de mantenimiento que realiza trabajos de
mantenimiento a componentes de aeronaves no es necesario que
desarrolle una coordinacidén de planificacidén de respuestas ante
emergencias.
4.20.1.7. Documentacidédn SMS
4.20.1.7.1. Comprension

El alcance de la documentacidén de SMS puede diferir de una
OMA a otra debido a:

* Dimensidén (tamafio) de la organizacidén y tipo de

actividades.

* Complejidad de procesos y sus interacciones.

Cada OMA deberd garantizar el control y mantenimiento
adecuados de estos documentos.

Deberdn revisarse periddicamente y actualizarse segun sea
necesario (por ejemplo, anualmente).

a) Politica y objetivos de seguridad operacional

La politica de seguridad operacional tal como se entiende en
la seccidén 4.20.1.1 (compromiso de la direccidn) determina los
objetivos de seguridad operacional. Los objetivos deben ser
practicos, alcanzables, revisados y reevaluados periddicamente
y comunicados al personal.

La politica de seguridad operacional y los objetivos de
seguridad operacional deberdn estar documentados y pueden ser
documentos independientes o estar incluidos en el manual de SMS.

b) Requisitos de SMS
Como parte de la documentacidén de SMS, debe documentarse una
lista de todos los requisitos de SMS aplicables a la OMA, tanto
internos (por ejemplo, organizacidn, corporativos) como
externos (por ejemplo, autoridades, clientes).

c) Procesos y procedimientos de SMS
Los procesos y procedimientos deben incluir los pasos y métodos
que se utilizardn para cumplir con los requisitos aplicables y
lograr los resultados esperados.
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La estructura y el formato de los procesos y procedimientos
documentados, y su método de archivamiento (copia impresa,
medios digitales o ambos) deben ser definidos por la
organizacidn.
d) Rendicidén de cuentas, responsabilidades y autoridades para
los procesos y procedimientos de SMS

La documentacidén deberd identificar qué gerente superior

tiene la rendicidén de cuentas del SMS e identificar las

responsabilidades y autoridades de las partes interesadas
clave con respecto al rendimiento de seguridad operacional
de la organizaciédn.

La responsabilidad, la autoridad y las interrelaciones pueden

indicarse por medios tales como organigramas, diagramas de

flujo o descripciones de puestos o ambos (sin limitarse a

los altos directivos o las partes interesadas clave).

e) Manual de SMS

La documentacién de SMS puede incluir un documento de nivel
superior (Manual de SMS o) similar), que describe la
implementacién de SMS de la OMA de los cuatro componentes y doce
elementos descritos en esta Secciédn.

El Manual de SMS puede ser un documento independiente o puede
integrarse en el MOM existente. Cuando 1los detalles de 1los
procesos de SMS de la organizacidén ya se abordan en documentos
existentes, es suficiente la referencia cruzada adecuada a dichos
documentos.
4.20.1.7.2. Medios de cumplimiento

La forma y el formato de la documentacidén quedan a discrecidn
de la OMA. Puede integrarse en la documentacidédn existente de
cualquier otro sistema de gestidédn implementado por la
organizaciédn.

En el Apéndice 3 se proporcionan ejemplos de documentacidn
de SMS (por ejemplo, manual de SMS, politica de seguridad
operacional) .

La documentacién de SMS también incluye la compilacidén y el
mantenimiento de los registros operativos que corroboran la
existencia y el funcionamiento continuo del SMS. Los registros
operativos son los resultados de los procesos y procedimientos
de SMS, como la gestidédn de riesgos de seguridad operacional (SRM)

y las actividades de seguridad operacional. Los registros
operacionales de SMS deben almacenarse y mantenerse de acuerdo
con los ©periodos de retencidén existentes. Los registros

operativos tipicos de SMS deberian incluir:

a) registro de peligros y notificaciones de peligros / seguridad
operacional;

b) SPI y gréaficos relacionados;
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c) registro de evaluaciones de riesgos de seguridad operacional
completados;

d) revisidén interna del SMS o registros de auditoria;

e) registros de auditoria interna;

f) registros de SMS / registros de instruccidén de seguridad
operacional;

g) minutas de reuniones del SRC / SMS;

h) plan de implementacidén de SMS (durante la implementacidn
inicial); vy

i) andlisis de brechas para apoyar el plan de implementacidn.

4.21. Componente 2 — Gestidn de riesgos de seguridad operacional
(SRM) ..

El objetivo de la gestién de riesgos de seguridad
operacional (SRM) es prevenir la ocurrencia de incidentes graves
o accidentes. Con ese fin, SRM identifica peligros, analiza,
evaltia y controla los riesgos de seguridad operacional.

La gestién de riesgos de seguridad operacional es un
componente clave de la gestidn de seguridad operacional e incluye
una combinacidén de procesos para la identificacidén de peligros,
evaluacién de riesgos de seguridad operacional, mitigacién de
riesgos de seguridad operacional y aceptacidén de riesgos. La SRM
es una actividad continua porque el sistema de aviacién cambia
constantemente, pueden surgir nuevos peligros y algunos peligros
y sus riesgos asociados pueden cambiar con el tiempo. Ademés, es
necesario monitorear 1la efectividad de las estrategias de
mitigacién de riesgos de seguridad operacional implementadas para
determinar si se requieren mas acciones.

En pocas palabras, la gestién de riesgos de seguridad
operacional describe el ©proceso general que utiliza para
identificar cosas que pueden o han salido mal, evaluar qué tan
grave podria ser esa consecuencia y decidir qué haréd para reducir
la probabilidad de que suceda o el impacto en su negocio si 1lo
hace. Es muy similar a nivel operacional, a los métodos
utilizados para "Gestidén de amenazas y errores", como ya 1lo
practican muchos profesionales de la aviacidédn y recreativos por
igual.

La descripcién del sistema es un requisito previo para la
aplicacién de la SRM (identificacién de peligros, evaluacidn y
mitigacién de riesgos de seguridad operacional). Por lo tanto,
se requiere una descripcidén del sistema para proporcionar una
descripcidn general de la organizacidn cubierta por la aplicaciédn
del SRM.
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En todos 1los niveles, 1la organizacién deberd definir
acciones para mantener los riesgos de seguridad operacional a un
nivel aceptable.

4.21.1. Identificacién de peligros
4.21.1.1. Comprension

La identificacién de peligros es un requisito previo para
el proceso de gestidén de riesgos de la seguridad operacional.
Para el personal involucrado en el proceso de gestidén de riesgos
de la seguridad operacional, wuna clara comprensidén de 1los
peligros vy sus consecuencias asociadas es esencial para la
implementacién de una adecuada gestidn de riesgos de la seguridad
operacional.

Para fines de la gestidén de riesgos de la seguridad
operacional de la aviacién, el termino peligro deberia centrarse
en aquellas condiciones u objetos que podrian causar o contribuir
a un accidente o incidente de aviacién.

La organizacidén de mantenimiento deberia desarrollar vy
mantener un proceso formal para la identificaciédn de peligros
que podrian tener un impacto en la seguridad operacional de la
aviacidén en todos los sectores de sus operacidn y actividad. Una
comprensién del sistema y de su entorno operacional es también
esencial para este proceso. Para ello, ayudaria contar con una
descripcién detallada del sistema que defina sus interfaces.

También es importante considerar los peligros que pudieran
ser introducidos a través de las interfaces con las
organizaciones externas que pueden o no tener su propio SMS.

La identificacién de peligros permite identificar
“problemas de seguridad operacional” o “amenazas” (a los que se
hace referencia como peligro) que requieren la aplicacidén de una
SRM vy aseguramiento de la seguridad operacional (SA). Esto
permite a la organizacidén asignar recursos de gestidén de 1la
seguridad operacional a fuentes de riesgo potenciales
significativos y evitar dedicar recursos a riesgos menores O
insignificantes.

Los peligros pueden tener su origen en factores técnicos,
ambientales, humanos y organizacionales.

Con respecto a las actividades de la OMA, los peligros son
las condiciones que previsiblemente podrian conducir a un
servicio no cumplido o no conforme que, si no se abordan, podrian
llegar a un nivel de riesgo inaceptable.
4.21.1.2. Medios de cumplimiento
La identificacidén de peligros consta de:

e Andlisis de las &reas de alto riesgo de las actividades de
la organizacidédn o cambios organizacionales.
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e Andlisis de datos de fuentes internas vy externas (por
ejemplo, datos de retornos de aeronaves por mantenimiento,
comentarios de los explotadores, informacidn de los
subcontratistas, peligros identificados por la DIA/ IACC o datos
de notificaciones voluntarias).

Identificacion de peligros en la practica

Los peligros existen en todos los niveles de la OMA y son
detectables a través de muchas fuentes, incluidos los sistemas
de notificaciones, las inspecciones, las auditorias, las sesiones
de intercambio de ideas, el intercambio de informacién y el
juicio de expertos. El objetivo es identificar de forma proactiva
los peligros antes de que provoquen accidentes, incidentes u
otros sucesos relacionados con la seguridad operacional.

Las dos metodologias principales para identificar peligros
son:
« Reactivo: esta metodologia implica el anadlisis de resultados
0 sucesos pasados. Los peligros se identifican mediante la
investigacién de sucesos de seguridad operacional o auditorias
de calidad. Los incidentes y accidentes son una indicacidén de
deficiencias del sistema y, por lo tanto, se pueden utilizar para
determinar qué peligros contribuyeron al evento. Compartir datos
criticos de seguridad operacional puede significar gque un evento
para una organizacién o parte de una organizacién puede
convertirse en un aprendizaje oportunidad para otros.

e Proactivo: esta metodologia implica la recopilacién de datos
de seguridad operacional de eventos de menor consecuencia o
rendimiento del proceso. El1 andlisis de 1la informacidén de
seqguridad operacional y la frecuencia de ocurrencia ayudara a la
organizacién a determinar si un peligro podria conducir a un
accidente o incidente. La informacidén de seguridad operacional
para la identificacién proactiva de peligros proviene
principalmente de los sistemas de notificaciones de seguridad

operacional, las inspecciones de seguridad operacional
programadas vy la funcién de aseguramiento de la seguridad
operacional.

La identificacidén proactiva de peligros también se puede
lograr mediante revisiones sistemdticas de los procesos y
procedimientos organizacionales, asi como durante la
planificacién del cambio que la organizacidén pueda considerar.

Los peligros también se pueden identificar a través del
andlisis de datos de seguridad operacional que identifica
tendencias adversas y hace predicciones sobre peligros emergentes
y resultados futuros.
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Los peligros pueden identificarse basdndose en datos de
sucesos que han ocurrido (métodos reactivos) o en anticipacidn
de sucesos potenciales que podrian conducir a un riesgo
inaceptable (métodos proactivos).

Las OMAs deberdn haber establecido y documentado metodologias
y procesos para monitorear eventos y sucesos reportados como los
siguientes:

e Para actividades de mantenimiento:

> FOD (dafios por objetos extrafios).

> Cualquier trabajo realizado que no estd de acuerdo con los
datos aprobados.

> Cualquier desviacidén de una herramienta detectada durante la
calibracidn.

. Para actividades que ocasionen problemas con el
mantenimiento de la aeronavegabilidad de los explotadores a 1los
que provee servicio:

> Sucesos durante la operacidén del explotador (por ejemplo,
fallas, mal funcionamiento o defectos).

> Fallas de calidad

> Retorno de las aeronaves a la zona de despacho por problemas
de mantenimiento.

> Incumplimientos relacionados con certificaciones de
conformidad de mantenimiento (CCMs) .

Cualquiera de estos tipos de eventos o sucesos podria usarse
para identificar peligros para la seguridad operacional de 1la
aviaciédn

Para mejorar la identificacién de peligros, la OMA deberé
implementar un sistema de notificacién voluntario de 1los
empleados, basado en la politica de cultura Jjusta definida e
implementada por la organizacidén. Ver 4.20.1.1 (politica de
seguridad operacional)

Consultar el Apéndice 1 para conocer las mejores préacticas
para la identificaciédn de peligros.

4.21.1.3. Sistema de notificacioéon de seguridad operacional
Notificaciones de seguridad operacional

Un mecanismo importante para la identificacidén proactiva de
peligros es un sistema voluntario de notificacién de seguridad
operacional. Las OMAs ya tienen requisitos de notificaciones
obligatorias. Los Sistemas de notificacidén de sucesos
obligatorios tienden a recopilar mads informacidén técnica (fallas
de equipos) que los aspectos relacionados con el rendimiento
humano. Para abordar la necesidad de una mayor variedad de
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notificaciones de seguridad operacional, las OMAs también deben
implementar un sistema de notificacidén voluntario de seguridad
operacional. Esto tiene como objetivo adquirir més informacidn,
incluidos los aspectos relacionados con los factores humanos, y
mejorar la seguridad de la aviacidén. El alcance de este esquema
de notificaciones de seguridad operacional también incluye
sucesos gque normalmente no se informan a las autoridades. Los
objetivos del plan de notificacidédn de sucesos son:

e permitir wuna evaluacidén de las implicaciones para la
seguridad operacional de cada incidente y accidente, incluidos
sucesos anteriores de naturaleza similar, de modo que se pueda
iniciar cualquier accidén necesaria; y

* Asegurar que el conocimiento de cuasi-accidentes, incidentes
y accidentes relevantes se difunda de manera efectiva, para que
otros puedan aprender de ellos.

Los beneficios de que una OMA tenga una politica de
presentacidén de notificaciones es que todos comprendan claramente
los valores de la organizacidédn con respecto a la presentacidén de
notificaciones de informacidén relacionada con la seguridad
operacional y cémo fomenta una cultura de notificacidn saludable.

La politica de notificacidén podria combinarse con la Politica
de seguridad operacional y deberia:

e animar a los empleados a notificar sobre peligros, incidentes
o accidentes; y

e definir las condiciones bajo las cuales se consideraria una
accién disciplinaria punitiva (por ejemplo, actividad ilegal,
negligencia, mala conducta intencional).

Se debe alentar al personal de todos los niveles y de todas
las disciplinas a identificar y notificar peligros vy otros
problemas de seguridad a través de sus sistemas de notificaciones
de seguridad operacional. Para ser efectivos, los sistemas de
notificaciones de seguridad operacional deberdn ser facilmente
accesibles para todo el personal. Dependiendo de la situacidn,
se puede utilizar un formulario en papel, en la web o de
escritorio.

Tener disponibles mUltiples métodos de entrada maximiza la
probabilidad de participaciédn del personal. Todos deben conocer
los beneficios de las notificaciones de seguridad operacional y
lo que se debe notificar

Por 1lo anterior, una de las principales fuentes para
identificar peligros es el sistema de notificaciones de seguridad
operacional, especialmente el sistema voluntario de notificacidn
de seguridad operacional. Mientras que el sistema obligatorio se
utiliza normalmente para los incidentes que se han producido, el
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sistema voluntario proporciona un canal de notificacidén adicional
para potenciales problemas de seguridad operacional tales como
peligros, cuasi-accidentes o errores. Pueden ©proporcionar
informacidén valiosa a la organizacidén de mantenimiento sobre
eventos de bajo impacto.

Es importante que las OMAs brinden las protecciones adecuadas
para alentar a las personas a notificar lo que ven o experimentan.
Por ejemplo, la obligacidén de cumplimiento reglamentario puede
no aplicarse a 1las notificaciones de errores o, en algunas

circunstancias, a la ruptura de reglas. Deberia indicarse
claramente que la informacidén presentada se utilizard UGnicamente
para respaldar la mejora de la seguridad operacional. La

intencidén es promover una cultura de notificacidédn efectiva y la
identificacién  proactiva de potenciales deficiencias de
seqguridad operacional.

Los sistemas de notificacién voluntarios de seguridad
operacional deberan ser confidenciales, lo que requiere que toda
la informacidén de identificacidén del notificador sea conocida
solo por el <custodio para permitir el seguimiento de las
acciones. El1 rol del custodio debe mantenerse en unos pocos
individuos, ©por lo general restringido al Responsable de
seguridad operacional y al personal involucrado en la
investigacién de seguridad operacional. Mantener la
confidencialidad ayudard a facilitar 1la divulgacién de 1los
peligros que conducen al error humano, sin temor a represalias o
verglienza. Las notificaciones voluntarias de seguridad
operacional se pueden desidentificar y archivar una vez gque se
toman las medidas de seguimiento necesarias. Las notificaciones
desidentificadas pueden respaldar futuros andlisis de tendencias
para rastrear la efectividad de la mitigacidén de riesgos e
identificar los peligros emergentes.

Se alienta al personal en todos los niveles y en todas las
disciplinas a identificar y notificar los peligros y otros
problemas de seguridad operacional a través de sus sistemas de
notificacién de seguridad operacional. Para ser eficaz, 1los
sistemas de notificacién de seguridad operacional deberan ser de
facil acceso para todo el personal. Dependiendo de la situaciédn,
se puede usar un formulario en papel, de la web o de escritorio.
Tener multiples métodos de entrada disponibles maximiza la
probabilidad de participaciédn del personal. Todos deben conocer
los beneficios de las notificaciones de seguridad operacional y
lo que debe informarse.
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Cualquiera que envie una notificacidén de seguridad operacional
deberia recibir comentarios sobre qué decisiones o acciones se
han tomado. La alineacién de los requisitos del sistema de
notificacién, las herramientas y los métodos de andlisis puede
facilitar el intercambio de informacidén de seguridad operacional,
asi como la comparacidén de ciertos indicadores de rendimiento
seguridad operacional. La retroalimentacién a los notificadores
en los esquemas de notificacidén voluntario también sirve para
demostrar que tales informes se consideran seriamente. Esto ayuda
a promover una cultura de seguridad operacional positiva vy
estimula las notificaciones futuras.

Es posible qgue sea necesario filtrar las notificaciones de
entrada cuando hay una gran cantidad de notificaciones de
seguridad operacional. Esto puede implicar una evaluacién inicial
de riesgos de seguridad operacional para determinar si es
necesaria una mayor investigacidén y qué nivel de investigacidn
se requiere.

Las notificaciones de sequridad operacional a menudo se
filtran mediante el wuso de una taxonomia o un sistema de
clasificacién. E1 filtrado de informacidén mediante una taxonomia
puede facilitar la identificacién de problemas y tendencias
comunes. La organizacién de mantenimiento deberd desarrollar
taxonomias que cubran su (s) tipo (s) de operacidn. La desventaja
de usar una taxonomia es que a veces el peligro identificado no
se ajusta claramente en ninguna de las categorias definidas. El
desafio entonces es usar taxonomias con el grado apropiado de
detalle; lo suficientemente especifico como para que los peligros
sean faciles de asignar, pero lo suficientemente genéricos como
para que los peligros sean valiosos para el andlisis. Algunos
Estados y asociaciones internacionales han desarrollado
taxonomias que puede ser usadas.

Otros métodos de identificacidédn de peligros incluyen talleres
0 reuniones en las que 1los expertos en la materia realizan
escenarios detallados de andlisis. Estas sesiones se benefician
de las contribuciones de un rango de personal operativo y técnico
experimentado. Las reuniones existentes del comité de seguridad
operacional (SRC, SAG, etc.) podrian usarse para tales
actividades; el mismo grupo también se puede usar para evaluar
los riesgos de seguridad operacional asociados.

Los peligros identificados y sus consecuencias potenciales
deberadn documentarse. Esto se usard para los procesos de
evaluacién de riesgos de seguridad operacional.

El proceso de identificacidédn de peligros considera todos los
peligros posibles que puedan existir dentro del alcance de las
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actividades de aviacidén de la organizacién de mantenimiento,
incluidas las interfaces con otros sistemas, tanto dentro como
fuera de la organizacidén. Una vez identificados los peligros, se
deben determinar sus consecuencias (es decir, cualquier evento o
resultado especifico).

Peligros relacionados con las interfaces de SMS con
organizaciones externas.

Las organizaciones también deberian identificar los peligros
relacionados con sus 1interfaces de gestiédn de seguridad
operacional. En la medida de lo posible, esto deberia llevarse a
cabo como un ejercicio conjunto con las organizaciones
interconectadas. La identificacién de peligros debe considerar
el entorno operativo y las diversas capacidades organizacionales
(personas, procesos, tecnologias) que podrian contribuir a 1la
entrega segura del servicio o la disponibilidad, funcionalidad o
desempefio del producto.

Por ejemplo, el servicio de mantenimiento de linea que la
OMA provee a un explotador involucra muchas organizaciones vy
personal que trabaja alrededor de 1la aeronave (proveedor de
combustible, proveedor de alimentos de abordo, proveedor de
servicios de escala, etc.). Es probable que existan peligros
relacionados con las interfaces entre el personal operativo, su
equipo y la coordinacién de la actividad durante el tiempo que
la aeronave permanece en la linea de vuelos.

Los siguientes pasos pueden ayudar a una OMA a gestionar esos
riesgos:

Identificacidén de interfaces de los SMS de terceros

La realizacidén de un ejercicio o taller de mapeo de la
actividad empresarial con las partes interesadas clave a menudo
identificard interfaces SMS de las qgue una organizacidén no
necesariamente es plenamente consciente. Estas pueden ser
interfaces donde no existe un acuerdo formal, como suministro de
energia o servicios de mantenimiento de edificios, por ejemplo.

Si la organizacién ya cuenta con alguna forma de
planificacién de la continuidad del negocio, este podria ser un
buen punto de partida, ya que gran parte del trabajo ya se habra
realizado.

Una vez gque se han identificado las interfaces de SMS, la
organizaciédn debe considerar su importancia relativa. Esto
permite a la organizacidén priorizar la gestidédn de las interfaces
mas criticas y sus riesgos potenciales de seguridad operacional.
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Las cosas a considerar son:

* lo que se proporciona

e por qué es necesario

e si la organizacidédn involucrada tiene un SMS u otro sistema
de gestidén implementado, o posee algun tipo de certificacién (por
ejemplo, de un organismo profesional)

e 531 la interfaz implica el intercambio de datos / informacidn
de seguridad operacional
Evaluacién del impacto de las interfaces en la seguridad
operacional

Luego, la organizacidén deberia identificar cualquier peligro
para la seguridad operacional relacionado con las interfaces de
terceros y llevar a cabo una evaluacién de riesgos utilizando
sus procesos existentes de identificacidén de peligros vy
evaluacién de riesgos. Con base en los riesgos de seguridad
operacional identificados, puede ser Dbeneficioso considerar
trabajar con la (s) otra (s) organizacidén (es) para determinar y
definir una estrategia apropiada de control de riesgos de
seguridad.

Involucrar a otras organizaciones les permitird contribuir a
identificar peligros, evaluar el riesgo de seguridad operacional,
asi como determinar el control de riesgo de seguridad operacional
adecuado. También es importante reconocer que cada organizaciédn
tiene la responsabilidad de identificar y gestionar los riesgos
que afectan su propio negocio. Esto puede significar que 1la
criticidad de la interfaz es diferente para cada organizacidn,
ya que pueden aplicar diferentes clasificaciones de riesgos de
seqguridad y tener diferentes prioridades de riesgos de seguridad
operacional (en términos de rendimiento de seguridad operacional,
recursos, tiempo, etc.).

Para ayudar a priorizar los recursos y el nivel de gestidn y
monitoreo requerido, puede ser beneficioso desarrollar una tabla
simple que agrupe a los terceros segun el nivel de riesgo de
seguridad operacional que traen a la organizacidén (por ejemplo,
terceros de aviacién, proveedores de servicios comerciales,
terceros gubernamentales, etc.).

Otras obligaciones laborales

El proceso de evaluacidédn descrito anteriormente podria ser
similar al enfoque requerido por la Ley de Salud y Seguridad en
el Trabajo, cuando se administran las tareas superpuestas de las
personas que llevan a cabo una empresa o empresa. Este esfuerzo
de colaboracidén es necesario porque la percepcidédn de los riesgos
de seguridad operacional puede no ser la misma para todas las
organizaciones. Los controles de riesgo podrian ser aplicados
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por una o todas las organizaciones interesadas, segun
corresponda. La premisa bédsica es que cuanta méds influencia vy
control tenga una OMA sobre un asunto de salud y seguridad
operacional, es ©probable que tenga méds responsabilidad de
controlarlo.
Gestidn y supervisidn de interfaces

La OMA es responsable de administrar y monitorear las
interfaces para garantizar la provisidén segura de servicios vy
productos. Esto garantizard que las interfaces se gestionen de
forma eficaz y se mantengan actualizadas y relevantes. Los
acuerdos formales, como los contratos y los acuerdos de nivel de
servicio, son una forma eficaz de lograr esto, vya dque las
interfaces y las responsabilidades asociadas pueden definirse
claramente.

Ademéds de cualquier consideracién comercial, el contrato o
acuerdos a nivel servicio debe incluir:

e aclaracidén de las funciones y responsabilidades de cada
organizacidén, incluidas las autoridades encargadas de la toma de
decisiones

e acuerdo de decisiones sobre las acciones a tomar (por
ejemplo, acciones de control de riesgos de seguridad operacional
y escalas de tiempo)

e identificacién de qué informacién de seguridad operacional
debe compartirse y comunicarse (por ejemplo, notificaciones de
seguridad operacional, los resultados de las investigaciones vy
auditorias, etc.)

e cémo y cuando debe llevarse a cabo la coordinacidédn (reuniones
peridbdicas, reuniones especiales o especificas, requisitos de
auditoria, etc.)

e cualquier arreglo de supervisidén o instrucciodn

* objetivos de rendimiento de seguridad operacional, cuando
corresponda

* acciones necesarias como resultado de la activacidédn de ERP.

Cualquier cambio en las interfaces y los impactos asociados
deben comunicarse a las organizaciones relevantes. Todos 1los
problemas o riesgos de seguridad operacional relacionados con
las interfaces deben documentarse y ponerse a disposicidn de cada
organizacién para compartirlos vy revisarlos. Esto permitiré
compartir las lecciones aprendidas y la puesta en comin de
informacién de seguridad operacional que serd valiosa para ambas
organizaciones. Los beneficios de la seguridad operacional pueden
lograrse mediante una mejora de la seguridad operacional
alcanzada por cada organizacidn, como resultado de la propiedad
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compartida de los riesgos y la responsabilidad de la seguridad
operacional.

Existen algunos desafios asociados con la capacidad de 1la
organizacidédn para gestionar los riesgos de seguridad de la
interfaz que incluyen:

e Los controles de riesgo de seguridad de una organizacidén no
son compatibles con los de la otra organizaciédn.

e disposicidén de ambas organizaciones para aceptar cambios en
sus propios procesos y procedimientos

* recursos o experiencia técnica insuficientes disponibles para
administrar y monitorear la interfaz

* el nUimero y la ubicacidén de las interfaces.

Superar estos desafios, como para cualquier otro desafio
empresarial, requiere una combinacidén de habilidades Dblandas
(como la capacidad de establecer relaciones y comunicarse),
habilidades técnicas (como la gestidén de riesgos) y un marco o
sistema que describa las expectativas y los procesos en uso. por
las partes interesadas.

Los humanos en el sistema

Cémo piensan las personas sobre sus responsabilidades hacia
la seguridad operacional y cbédmo interactuan con los demds para
realizar sus tareas en el trabajo afectan significativamente el
rendimiento de seguridad operacional de la OMA. La gestidén de la
seguridad operacional debe abordar cémo las personas contribuyen,
tanto positiva como negativamente, a la seguridad operacional
organizacional. Los factores humanos se tratan de: comprender
las formas en que las personas interactuan con el mundo; sus
capacidades y limitaciones; e influir en la actividad humana para
mejorar la forma en que las personas hacen su trabajo. Como
resultado, la consideracidén de los factores humanos es una parte
integral de la gestidén de la seguridad operacional, necesaria
para comprender, identificar y mitigar los riesgos, asi como para
optimizar las contribuciones humanas a la seguridad operacional
organizacional.

Existen algunas herramientas que ayudan a una organizacidén a
reconocer los peligros relacionados al rendimiento humano a ser
incluidos en la seguridad operacional:

* El modelo de "gqueso suizo" (Reason) para la causalidad de
accidentes.

* E1 modelo SHELL utilizado para ilustrar el impacto y 1la
interaccién de los diferentes componentes del sistema en el ser
humano (Software: procedimientos, instruccidn, soporte;
Hardware: maquinas y equipos; Medio ambiente: el entorno de
trabajo en el que debe funcionar el resto del sistema LHS;
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Liveware - otras personas en el lugar de trabajo).

e« La "Docena Sucia" de Dupont: una lista de doce de las
condiciones previas de error humano mas comunes, o condiciones
que pueden actuar como precursoras de accidentes o incidentes.

* Entre otros.

Investigacion de peligros
La identificacién de peligros deberd ser continua y formar
parte de las actividades en curso de la organizacidédn. Algunas
condiciones pueden ameritar una investigacidén mas detallada.
Estos pueden incluir:

e instancias en las que la OMA experimenta un aumento
inexplicable de eventos relacionados con la seguridad operacional
0 incumplimiento normativo;

e cambios significativos en la organizacién o sus actividades.

Desarrollar un proceso de identificacion del sistema de peligros

Un proceso de identificacién de peligros permite recopilar,
registrar, analizar, actuar y generar retroalimentacidén sobre
los peligros que afectan la seguridad operacional de las
actividades realizadas por la OMA. La alineacidn en el disefio de
los requisitos del sistema de notificaciones, las herramientas y
los métodos de andlisis puede facilitar el intercambio de
informacién de seguridad operacional, asi como las comparaciones
de ciertos indicadores de rendimiento de seguridad operacional.

En un SMS maduro, la identificacidén de peligros es un proceso
continuo. Los siguientes son algunos pasos para la captura de
informacién identificada como peligros, cuya estructura variaré
dependiendo de la dimensidén y complejidad de la OMA.

Comunicarse y consultar

Para lograr los objetivos de seguridad operacional de la OMA,
se requiere un nivel apropiado de participacién de la fuerza
laboral. A menudo, los miembros de la fuerza laboral estédn en la
mejor posicidn para comprender 'y articular los peligros
involucrados en sus tareas diarias. Su participacién puede
facilitar la identificacién efectiva y precisa de peligros nuevos
o modificados vy riesgos asociados, vy la identificacién vy
desarrollo de medidas de control préacticas y efectivas.

La comunicacién vy la consulta con la fuerza laboral
establecerdn el marco ideal para gque el personal presente
notificaciédn de peligros y permita un procesamiento eficiente
dentro de los plazos identificados. Segun la dimensidén y la
complejidad de la OMA, considere lo siguiente:

e los tipos de peligros que probablemente se notificarédn y el
disefio de un medio de notificacidén adecuado en torno a este
e cémo hacer que el mecanismo de presentacidédn de notificaciones
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sea accesible, facil de usar y lo mas intuitivo posible
e cémo el personal puede acceder y enviar notificaciones de 1la

manera méas eficiente, dada la tecnologia disponible para 1los
informes en linea.
Analizar notificaciones de peligros de seguridad operacional

El andlisis de las notificaciones de seguridad operacional
es necesario para validar el contenido de las notificaciones,
establecer cualquier tendencia (buena o mala) y evaluar la
importancia de la informacidén notificada, es decir, el potencial
de causar o contribuir a un incidente o accidente de aeronave.

Esto ayudard a la organizacidén a identificar los riesgos de
seguridad operacional y sus posibles consecuencias y, por 1o
tanto, determinaréd las prioridades para las acciones de seguridad
operacional posteriores. La evaluacidén de las consecuencias del
riesgo y las estrategias de control asociadas son parte del
proceso de gestidédn del riesgo (consulte el elemento de evaluacidn
y mitigacidén de riesgos de seguridad operacional). Por lo tanto,
el andlisis eficaz de las notificaciones de seguridad operacional
se convierte en una fuente clave de informacidédn para la gestidn
de riesgos de seguridad operacional.

Recopilacidén, almacenamiento y distribucidn de datos

Los resultados de la identificacién de peligros forman la
base de los pasos posteriores del proceso de gestidédn de riesgos,
a saber, la evaluacidén de riesgos y las medidas de control. Los
principales requisitos son que ©para la documentacidén de
identificacién el peligro:

* muestre claramente los vinculos entre peligros, eventos
peligrosos, causas subyacentes y medidas de control cuando sea
apropiado

e contiene un sistema de numeracidén de peligros y controles
para permitir una fécil identificacidén y seguimiento

e contiene informacidén suficiente para respaldar los pasos
posteriores de la gestidén de riesgos

e es facil de administrar

e los registros de identificacidén de peligros pueden acomodar
directamente el ©proceso de revisidébn y actualizacidén del
conocimiento de peligros, detalles de peligros, incidentes,
medidas de control, lecciones de incidentes y accidentes, etc.

e sSe gestiona bajo un sistema de control de documentos.
Dependiendo de la dimensién y la complejidad de la OMA, un sistema
electrénico para la gestidn de los peligros identificados puede
ser mas facil de usar para el mantenimiento de registros.

Si las organizaciones necesitan transmitir o recibir
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notificaciones de seqguridad operacional hacia o desde un tercero,
considere utilizar un medio eficaz de transferencia de
informacién que sea apropiado para las necesidades de la
organizaciédn.

4.21.2. Evaluacidébn vy mitigacidédn de riesgos de seguridad
operacional

4.21.2.1. Comprension

La SRM requiere el anédlisis de los riesgos de seguridad
operacional para determinar la gravedad vy la probabilidad
asociadas con los peligros identificados. Varias orientaciones /
métodos (ver medios de cumplimiento a continuacidén) se encuentran
disponibles para analizar el riesgo.

Se debe evaluar el riesgo de seguridad operacional para
determinar su aceptabilidad.

Puede utilizarse un método cuantitativo o cualitativo
apropiado. Los aspectos a considerar en la evaluacidn pueden
incluir aspectos técnicos, procesos, comportamientos humanos y
organizacionales (incluida la gestidén de interfaces).

Es necesaria una evaluacidén de riesgos del producto. Una gran
parte de esto podria estar ya controlada en el marco del
cumplimiento de otros reglamentos:

e Durante la fase del mantenimiento que ofrece la OMA
(incluyendo el mantenimiento de las aeronaves y los
componentes de las aeronaves), la aceptabilidad del riesgo
de seguridad operacional se define por el mantenimiento de
la aeronavegabilidad de la aeronave y de los productos en
servicio. La aceptabilidad de los riesgos de seguridad
operacional durante la fase de mantenimiento que se
proporciona debe basarse en la consideracidn de los
requisitos de aeronavegabilidad aplicables y la garantia de
que no existe ninguna condicidbén insegura. Un producto en una
condicidén insegura implica un riesgo de seguridad operacional
inaceptable y requiere una gestidén de riesgos de seguridad
operacional adecuada.

La evaluacién de riesgos del producto deberd completarse con
una evaluacién de riesgos sistémicos con el fin de abordar
también los aspectos humanos y organizacionales.

La evaluacién y mitigacién de riesgos deben incluir las
siguientes actividades:

1) Descripcién del sistema.

2) Identificacién de peligros y consecuencias.

3) Estimacién de la gravedad y probabilidad de 1las

consecuencias de la ocurrencia del peligro.
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4) Evaluacidédn del riesgo y toma de decisiones asociadas.

5) Mitigacién de riesgos y medidas de seguridad operacional.

6) Reclamaciones, argumentos y evidencia de que las acciones
de seguridad operacional se han cumplido y documentado en un caso
de seguridad operacional.

Figura 3. Pasos de la SRM

Gestion del riesgo de la seguridad
operacional (2)

Identificacién Analisis de riesgo de Evaluacion de riesgo Ac‘;:r:izssds ;:r;;rol
. = laseguridad @ delaseguridad e e o afe
el pelgro{2.4) operacional (2.2) operacional (2.2) SRguEiciact
pe ; pe 5 operacional (2.2)

» Nuevos peligros identificados y controles de riesgo ineficaces

asssecsssansssonsacnenen

l- - . .
Monitoreo de la efectividad de la SRM
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Nota. — La Figura 2 destaca parte del proceso con fines ilustrativos, al igual que la Figura 3.

4.21.2.2. Medios de cumplimiento

Depende de la organizacién seleccionar los métodos vy
herramientas que se implementardn con el propdsito de la gestidn
de riesgos de seguridad operacional.

El Jjuicio de ingenieria / evaluacidén cualitativa debera
considerarse como un medio minimo aceptable para identificar y
evaluar los riesgos de seguridad operacional.

Se pueden utilizar varios métodos, técnicas y herramientas
para la identificacién de peligros y la evaluacidén de riesgos.

Cualgquiera que sea el método seleccionado, la evaluacidédn de
riesgos siempre debe centrarse en los impactos sobre la seguridad
operacional del producto en funcionamiento:

e Técnicas de evaluacidén de riesgos (fuente ISO 31010):

> Lluvia de ideas.
> Lista de verificacidn.

> Andlisis de causa railz.
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Andlisis de modos y efectos de falla (FMEA).
Andlisis de arbol de fallas (FTA).

Arbol de decisiones.

Andlisis de Bow tie.

Simulacién de Monte Carlo.

YVYYVYVY

Matriz de consecuencias / probabilidades.
e Sistema Europeo de Clasificacién de Riesgos (ERCS) (fuente:
publicado como vinculado al reglamento de la UE 2015/1018).

e Matriz de evaluacidén de riesgos de seguridad operacional
(fuente CS / FARxx.1309).

* Soluciones de gestidén de riesgos de aerolineas (ARMS).

e Métodos de anédlisis de riesgos a nivel de producto (fuente:
SAE ARP4761) :
> Evaluacién de riesgos funcionales (FHA).

> Evaluacidén preliminar de seguridad operacional del sistema
(PSSA) .

> Evaluacién de la seguridad operacional del sistema (SSA).
Diagramas de dependencia.

Andlisis de Markov.

Andlisis de seguridad operacional zonal (ZSA).

YyYyVY

Andlisis de causa comun (CCA).

Nota. — No es posible ni deseable realizar evaluaciones de riesgos de
seguridad operacional para todos los cambios. Solo los cambios que
potencialmente tengan un impacto sustancial en la seguridad operacional o
la gestiodn de la seguridad operacional esta sujeta a la SRM (ver 3.2 Gestioén
de cambios) o ambos.

En el Apéndice 1 “Mejores préacticas para SRM” se enumeran
ejemplos de situaciones en las que la SRM deberia ser aplicada.

Las OMAs ya tienen las bases principales para recolectar,
analizar y mitigar los riesgos relacionados con el servicio de
mantenimiento que ofrecen.

Este proceso, que incluye recopilacidén de fallas, mal
funcionamiento y defectos, andlisis de riesgos y acciones para
mantener la aeronavegabilidad del producto que se entrega a los
explotadores, es un factor importante para la SRM y una entrada
al proceso de aseguramiento de la seguridad operacional, como se
describe en 4.22.1.

Las actividades de mantenimiento que ofrece la OMA y qgue
soportan el mantenimiento de la aeronavegabilidad de las
aeronaves de los explotadores deberadn complementarse con una
gestidén proactiva de riesgos de seguridad operacional.
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De hecho, los datos / informacidén de mantenimiento de la
aeronavegabilidad también son datos de origen clave para la
evaluacidn proactiva de riesgos de los productos en
funcionamiento.

4._.22. Componente 3 — Aseguramiento de la seguridad operacional

El aseguramiento de la seguridad operacional (SA) se basa en
las siguientes actividades:

e Control vy medicidén del rendimiento de la seguridad
operacional.

e Proceso de gestidén de cambios.

* Mejora continua del SMS.

El SA deberd 1lograrse mediante el seguimiento de las
actividades del SMS. Por lo tanto, el SA requiere el seguimiento,
la recopilacién y el andlisis de datos, y la evaluacidén del
rendimiento.

La medicidén del rendimiento de la seguridad operacional (ver
4.22.1) se entiende mejor como una evaluacidén de la capacidad
para gestionar el riesgo. Es una determinacidén del éxito de los
procesos en la gestidén del riesgo y la eficacia resultante de
los controles de riesgo implementados, tanto desde la perspectiva
del producto como de la OMA.

El SA también requiere un proceso para gestionar cambios (ver
4.22.2) que monitorea cambios sustanciales en el entorno
operacional, ya sean planeados o no planeados, auto-inducidos o
como resultado de influencias externas, para asegurar gue 1los
cambios no conducirdn a riesgo inaceptable. Los cambios
sustanciales en el SMS también necesitan una evaluacidn para
medir que el rendimiento del SMS no se degrada.

El SA también se utiliza para identificar Aareas y para
impulsar la mejora continua de los procesos de SMS (ver 4.22.3).

El SA es un proceso reiterativo en el que los requisitos de
rendimiento evolucionardn con la madurez de SMS (consulte la
Seccién 7 “Plan de implementacidén de SMS”).

El SMS deberd disefiarse de manera que los controles
ineficaces, 1los peligros nuevos o los peligros potenciales
identificados por la evaluacidén del rendimiento de la seguridad
operacional se retroalimenten al proceso de SRM para la
identificacién de peligros, andlisis de riesgos, evaluacién de
riesgos y control de riesgos.

¢,Como realizar la adquisicion de datos?

La adquisicidén de datos de seguridad operacional en el
contexto del control y medicidén del rendimiento de seguridad
operacional es un insumo principal para verificar el nivel de
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logro del SMS versus los objetivos de seguridad operacional vy
para mejorar continuamente el SMS. Los medios para la adquisicidn
de datos deberédn ser identificados y utilizados ©por el
aseguramiento de la seguridad operacional. Esto puede depender
de medios ya implementados, como el sistema de recopilacidn
utilizado para el mantenimiento de la aeronavegabilidad cuando
lo exigen 1los reglamentos aplicables, o el monitoreo de las
operaciones de la organizacidén en busca de fallas, defectos vy
fallas de calidad que podrian resultar en un riesgo inaceptable
para la seguridad operacional de la aviaciédn. E1 proceso de
adquisicidén de datos debe incluir datos recopilados en el
contexto del seqguimiento de proveedores.

Para la adquisicién de datos se debe establecer lo siguiente:

e Interfaces con los explotadores aéreos y proveedores de
servicios de la OMA, en particular para fomentar el intercambio
de datos de seguridad operacional.

e Interfaces con las autoridades.

e Canales para recopilar informacidén interna.

Los datos pueden ser:

e Cuantitativo: se utiliza para identificar y proporcionar una
imagen mas clara del "&rea" que se mide. Las medidas estadisticas
se utilizan generalmente para este esfuerzo.

e Cualitativo: las fuentes de datos, como las notificaciones
de seguridad operacional de los empleados y los anadlisis causales
en profundidad en los informes de accidentes, son generalmente
cualitativos. Este enfoque es valioso para la identificacidén de
peligros.

Ejemplos de datos relacionados con productos:

e Numero de sucesos informados a la organizacidén (de fuentes
internas, externas o ambas).

e Numero de sucesos notificados a las autoridades.

e Numero de sucesos recurrentes.

e Numero de fallas de calidad en productos, clasificados por
criticidad con respecto a la seguridad operacional.

e Numero de dafios por objetos extrafos (FOD) (por ejemplo,
material dejado en la aeronave, motor, escombros gque caen en
Sistemas abiertos).

e Numero de datos incorrectos o incompletos dentro de las
instrucciones para realizar el mantenimiento de las aeronaves y
que podrian afectar a la aeronavegabilidad continua

e Numero de errores de instalacidén (por ejemplo, equipo / parte
no instalada, orientacidén incorrecta, instalacidén incompleta).

e Numere los errores de servicio (por ejemplo: no hay
suficiente / demasiado fluido, acceso no cerrado, sistema /
equipo no desactivado / reactivado).
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e Tiempo medio entre fallos (MTBF) luego de haber realizado
una revisién general (overhaul) a componentes de aeronaves.

e Tiempo medio entre cambios no programadas (MTBUR) a
componentes que han recibido una revisidén general (overhaul) a
componentes de aeronaves.

Ejemplos de datos relacionados con el rendimiento de la OMA:

e Estado de las iniciativas en curso que contribuyen a los
objetivos de seguridad operacional.

e Estado de las acciones de mitigacidén de riesgos.

* Asistencia a revisiones de SMS.

e Numero de empleados capacitados en temas de seguridad
operacional.

e Limitaciones de las AAC por suspensiédn o revocacidn de
privilegio / delegacidn.

e Respuesta a tiempo a los hallazgos relacionados con la
seqguridad operacional (por ejemplo: auditorias internas;
auditorias de la DIA/ IACC).

e Gestidn de recursos o competencias (por ejemplo: cumplimiento
de puestos clave de seguridad operacional como personal de
gestidén de seguridad operacional, personal de mantenimiento o
ambos) .

* Factores relacionados con el entorno operativo (por ejemplo,
ruido y vibraciones
ambientales, temperatura, iluminacidén y disponibilidad de equipo
y ropa de
proteccidn) .

* Plazo para emitir mitigaciones o medidas correctivas en el
proceso de
mantenimiento o ambos.

e Deficiencias identificadas en la gestidén de interfaces.

Los ejemplos antes mencionados de datos recopilados deben
procesarse o analizarse o ambos para establecer indicadores de
rendimiento relevantes, como se detalla en 4.22.1 Observacién y
medicién del rendimiento en materia de seguridad operacional.

Se requiere que la organizacidén recopile datos para respaldar
el aseguramiento de la seguridad operacional. Esto puede incluir,
entre otros: notificaciones de datos automaticos, un sistema
obligatorio de notificacidén de sucesos, revisiones sistematicas
o auditorias, o un sistema voluntario de notificacidédn de 1los
empleados, o ambos, segun la politica de cultura justa (consulte
4.21.1.3) y puede ser uno de los medios para adquirir datos.
Todos los empleados deben conocer los sistemas que se utilizan
que son apropiados para sus funciones y dbénde hay sistemas
disponibles para permitir la notificacidén andnima de datos (por
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ejemplo, peligros potenciales y, si estan disponibles, soluciones
propuestas o mejoras de seguridad operacional)

4.22.1. Observaciédn y medicidédn del rendimiento en materia de
seqguridad operacional

Figura 4. Pasos del aseguramiento de la seguridad operacional
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4.22.1.1. Comprension

La intencién del SMS de una OMA es lograr una SRM exitoso.
El proceso de la SRM no puede ser de bucle abierto; por lo tanto,
el proceso de la SA debe incluir medios para monitorear el
rendimiento del SMS, tanto en su funcionalidad (operacidén del
SMS) como en la efectividad de los controles de riesgo que produce
(seguridad operacional del producto).

La SRM es fundamental para el funcionamiento del SMS. Si se
implementa correctamente, proporcionard a la OMA los medios para
determinar si sus actividades y procesos estadn funcionando de
manera efectiva para lograr sus objetivos de seguridad
operacional. Esto se logra mediante 1la identificacidén de
indicadores de rendimiento de seguridad operacional (SPI)

y (cuando sea apropiado) metas, que se utilizan para monitorear
y medir el rendimiento de seguridad operacional. Una vez hecho
esto, la organizacidén deberia documentar y comunicar los
resultados al personal (y a los clientes) Para que tengan clara

la relacidén entre la politica de seguridad operacional - los
objetivos de seguridad operacional asociados - los objetivos
relacionados con cada objetivo - el SPI relacionado con cada

objetivo y cualquier meta.
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La gestidén del rendimiento de la seguridad operacional ayuda
a la OMA a formular y responder cuatro preguntas importantes
sobre la gestidén de la seguridad operacional:

e ;Cudles son los principales riesgos de seguridad operacional
de la OMA?

e :Qué quiere lograr la OMA en términos de seguridad
operacional y cuales son los principales riesgos de seguridad
operacional que deben abordarse? (objetivos de seguridad
operacional de la organizacidn).

e ;Como sabrd la OMA si estd progresando hacia sus objetivos
de seguridad operacional? (a través de SPI).

e :Qué datos e informacidén de seguridad operacional se
necesitan para tomar decisiones de seguridad operacional
informadas? (incluida 1la asignacién de 1los recursos de la
organizacidn) .

Se espera que la organizacidén realice una evaluacidn sobre
cédmo estd rindiendo el SMS en comparacidén con los objetivos de
seqguridad operacional de la organizacién. Para ello la OMA deberé
desarrollar y mantener indicadores apropiados de rendimiento
relacionados con la seguridad operacional.
4.22.1.2. Medios de cumplimiento

La adquisicién de datos a ser analizados, tal y como se
describe en la Seccidn 4.22, se realiza de acuerdo con criterios
previamente establecidos que deben ser proporcionales a la
diversidad, complejidad vy criticidad de 1los servicios de
mantenimiento que se ofrece y a la propia OMA. Independientemente
de qué parte de la organizacidén esté a cargo de procesar los
datos recopilados y de implementar las acciones correctivas, los
datos deben informarse a la funcidén del SA con el fin de evaluar
el rendimiento de la seguridad operacional.

Los indicadores de rendimiento de seguridad operacional (SPI)
se utilizan para ayudar a la alta direccidn a saber si es probable
que la organizacién logre su objetivo de seguridad operacional;
pueden ser cualitativos o cuantitativos. Los indicadores
cualitativos son descriptivos y se miden por calidad, como una
imagen descriptiva de la situacidén de seguridad operacional
(¢cémo se ve Dbien?). Los indicadores cuantitativos pueden
expresarse como un numero (x fallas después de trabajos de
mantenimiento) o como una tasa (x fallas después de trabajos de
mantenimiento por n certificaciones de conformidad realizadas).
En algunos casos, una expresidén numérica serda suficiente. Sin
embargo, el solo uso de numeros puede crear una impresidn
distorsionada de la situacidén real de seguridad operacional si
el nivel de actividad fluctta.
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Por ejemplo, si el explotador aéreo reporta cinco (5) fallas
o mal funcionamiento de algun sistema del avidén luego del
despacho del avién en el mes de Jjulio y ocho (8) en el mes de
agosto, puede haber una gran preocupacién por el deterioro
significativo en el rendimiento de seqguridad operacional. Pero
en agosto pueden haber realizado el doble de vuelos que en julio,
lo que significa que los aumentos de fallas o mal
funcionamientos, o la tasa, ha disminuido, no ha aumentado. Esto
puede cambiar o no el nivel de escrutinio, pero proporciona otra
informacién valiosa dque puede ser vital para la toma de
decisiones de seguridad operacional basada en datos.

Los indicadores cuantitativos son preferibles a 1los
cualitativos porque se los puede contar y comparar mas
facilmente. La eleccidn del indicador depende de la
disponibilidad de datos confiables que se puedan medir
cuantitativamente. Importa plantearse si la evidencia necesaria
debe estar en forma de datos comparables vy generalizables
(cuantitativos) o en forma de 1imadgenes descriptivas de la
situacién de seguridad operacional (cualitativa). Cada opcidn,
cualitativa o cuantitativa, entrafia diferentes tipos de SPI que
pueden lograrse de mejor manera mediante un proceso reflexivo de
seleccidén de SPI. Una combinacidén de enfoques resulta Util en
muchas situaciones y puede resolver muchos de los problemas que
pueden surgir de la adopcién de un enfoque Unico.

Indicadores de rendimiento de seguridad operacional

Los indicadores de rendimiento de la seguridad operacional
(SPI) se utilizan para ayudar a la alta direccidén a saber si es
probable que la organizacién logre su objetivo de seguridad
operacional; pueden ser cualitativos o cuantitativos. Los
indicadores cualitativos son descriptivos y se miden por calidad,
como una imagen descriptiva de la situacidén de seguridad
operacional (;Qué aspecto tiene?). Los indicadores cuantitativos
se pueden expresar como un numero (x retornos a toma después de
un servicio de mantenimiento) o como una tasa (x retornos a toma
después de un servicio de mantenimiento por n trabajos realizados
por la OMA). En algunos casos, una expresién numérica sera
suficiente. Sin embargo, el solo uso de numeros puede crear una
impresién distorsionada de la situacidén real de seguridad si el
nivel de actividad fluctua. Por ejemplo, si la OMA registra tres
retornos de aeronaves a la toma luego de trabajos de
mantenimiento realizados por la OMA en julio y seis en agosto
puede haber una gran preocupacidén por el deterioro significativo
en el rendimiento de seguridad operacional. Pero en agosto puede
haber sido proporcionado el triple de atenciones por parte de la
OMA a explotadores, lo que significa que los retornos a la toma
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por trabajos, o la tasa ha disminuido, no ha aumentado. Esto
puede cambiar o no el nivel de escrutinio, pero proporciona otra
informacién valiosa que puede ser vital para la toma de
decisiones de seguridad operacional basada en datos.

Indicadores avanzados y de resultados

Las dos categorias méds comunes utilizados por los Estados y
proveedores de servicios para clasificar sus SPI son 1los
indicadores de resultados y los indicadores avanzados. Los SPI
de resultados miden sucesos que ya han ocurrido. También se les
conoce como “SPI basados en resultados” y normalmente (pero no
siempre) son los resultados negativos gque la organizacidén intenta
evitar. Los indicadores avanzados miden procesos e insumos que
se implementan para mejorar o mantener la seguridad operacional.
Estos también se conocen como “SPI de actividad o proceso”, vya
que observan y miden las condiciones que tienen el potencial de
convertirse en un resultado especifico, o contribuir a éste.

Los SPI de resultados ayudan a la organizacidén a comprender
lo que ha sucedido en el pasado y son Utiles para determinar
tendencias a largo plazo. Se pueden utilizar como indicadores de
alto nivel o como una indicacién de tipos especificos de sucesos
o ubicaciones, como “tipos de accidentes por tipo de aeronave” o
“tipos de incidentes especificos por regidédn”. Debido a que los
indicadores de resultados miden 1los resultados de seguridad
operacional, pueden medir la efectividad de 1las medidas de
mitigacién de la seguridad operacional. También resultan eficaces
para validar el rendimiento de seguridad operacional general del
Ssistema. Por ejemplo, monitorear el numero de apagados de motor
en vuelo después de un trabajo de mantenimiento por numero de
horas de wvuelo de la aeronave, proporciona una medida de 1la
efectividad de las nuevas marcas (asumiendo que nada mas ha
cambiado). La reduccidén de apagado de motor en vuelo valida una
mejora en el rendimiento de seguridad operacional general del
sistema de mantenimiento; que puede ser atribuible al cambio en
cuestidn.

Las tendencias en los SPI de resultados pueden analizarse
para determinar las condiciones existentes en el sistema que
deberian abordarse. Utilizando el ejemplo anterior, una tendencia
creciente en el numero de apagados de motor en vuelo después de
un trabajo de mantenimiento por numero de horas de vuelo de la
aeronave pudo haber sido lo que llevd a la identificacidédn de una
mala aplicacidén de los procedimientos durante los trabajos en
los motores.

Los indicadores de resultado se dividen ademds en dos tipos:
baja probabilidad / alta gravedad (accidentes o incidentes

Pagina 70 Rev. 03



DIA /1ACC CA-24.145-001

graves); alta probabilidad / baja gravedad: resultados gque no
necesariamente resultaron en un accidente o incidente grave,
también conocidos como indicadores precursores.

Las medidas de seguridad operacional de la aviacién han
estado histdéricamente sesgadas hacia los SPI que reflejan
resultados de “baja probabilidad/alta gravedad”. Esto es
comprensible vya que los accidentes e 1incidentes graves son
sucesos de alto perfil y son faciles de contar. Sin embargo,
desde una perspectiva de gestidn de rendimiento en materia de la
seguridad operacional, existen inconvenientes en una dependencia
excesiva de accidentes e incidentes graves como un indicador
fiable del rendimiento en materia de seguridad operacional.

Por ejemplo, los accidentes e incidentes graves son poco
frecuentes (puede haber un solo accidente en un afio, o ninguno)
lo que hace dificil la realizacidén de andlisis estadisticos para
identificar tendencias. Esto no indica necesariamente que el
sistema es seguro. Una consecuencia de confiar en este tipo de
datos es un falso sentido de confianza potencial en que

el rendimiento en materia de seguridad operacional de una
organizacidédn o sistema es eficaz,

cuando de hecho puede estar peligrosamente cerca de un accidente.

Los indicadores avanzados son medidas que se centran en los
procesos y aportes gque se implementan para mejorar o mantener la
seguridad operacional. Estos también se conocen como “SPI de
actividad o proceso” dado que vigilan y miden las condiciones
qgue tienen el potencial de convertirse en un resultado especifico
o contribuir al mismo. Los ejemplos de SPI avanzados que impulsan
al desarrollo de capacidades organizativas para la gestidn
proactivo del rendimiento en materia de seguridad operacional
comprenden cosas tales como "porcentaje de personal que ha
completado con éxito la instruccidén en seguridad operacional a
tiempo" o "frecuencia de las notificaciones voluntarias".

Los SPI avanzados también pueden informar a la organizacidn
sobre cémo su operaciédn se enfrenta al cambio, incluyendo los
cambios en su entorno operacional. La atencidén se centrard en
anticipar puntos débiles y wvulnerabilidades como resultado del
cambio o la supervisidén del rendimiento después de un cambio. Un
ejemplo de SPI para vigilar un cambio en la operacidén de la OMA
seria “el ©porcentaje de sitios que han implementado el
procedimiento X”.

Para una indicacidén mas precisa y Util del rendimiento en
materia de la seguridad operacional, los SPI de resultados, que
miden tantos sucesos de “baja probabilidad/alta gravedad” como
sucesos de “alta probabilidad/baja gravedad”, deben combinarse
con los SPI avanzados.
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En la Figura 5 se ilustra el concepto de indicadores avanzados y
de resultados que proporciona una imagen mas completa y realista
del rendimiento de 1la organizacién en materia de seguridad
operacional.

Figura 5. Indicador avanzado versus indicador de resultado

Es probable que la seleccidén inicial de los SPI se limite a
la observacidén y medicidbn de pardmetros que representan sucesos
0 procesos que son faciles o convenientes de captar (datos de
seguridad operacional que pueden estar facilmente disponibles).
Idealmente, los SPI deberian enfocarse en pardmetros dque son
indicadores importantes del rendimiento en materia de seguridad
operacional, en lugar de aquellos que son faciles de alcanzar y
deberan ser:

e relacionados con el objetivo de seguridad operacional que
pretenden indicar;

e seleccionados o desarrollados en base a datos disponibles y
mediciones fiables;

e apropiadamente especificos y cuantificables; vy

. realistas, teniendo en cuenta las ©posibilidades vy
limitaciones de la organizacidn.

Documentar los indicadores de rendimiento de seguridad
operacional

En cuanto a los objetivos de seguridad operacional, 1los
indicadores de rendimiento de seguridad operacional deberéan
cambiar peridédicamente para apoyar la mejora continua. Por esta
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razbébn, es mejor documentar el proceso para establecer el SPI y
cualguier meta asociada dentro del MOM o MSMS/Documento de
seguridad operacional de la organizacidén, con el SPI real
publicado fuera del manual, lo que facilita su actualizacién.
Metas de rendimiento de seguridad operacional

Las metas de rendimiento en materia de seguridad operacional
(SPT) definen los logros deseados de rendimiento en la materia
a corto y mediano plazo. Actian como “hitos” que proporcionan
la confianza de que la organizacidén estd en el camino correcto
para lograr sus objetivos de seguridad operacional %
proporcionan una forma mensurable de verificar la eficacia de
las actividades de gestién del rendimiento en materia de
seguridad operacional. La configuracidén de las SPT deberéd tener
en cuenta factores como el nivel predominante del riesgo de
seguridad operacional, la tolerabilidad de 1los riesgos de
seguridad operacional y las expectativas con respecto a la
seguridad operacional del sector de la aviacidén en particular y
la madurez del SMS de la OMA.

Si la combinacién de los objetivos de seguridad operacional,
los SPI y las SPT es de tipo SMART (especifica, medible,
alcanzable, realista y oportuna), permitird a la organizacidn
demostrar de manera mas efectiva su desempefio de seguridad
operacional. Hay multiples enfoques para lograr los objetivos
de la gestién del rendimiento en materia de seguridad
operacional, especialmente 1la configuracidén de 1las SPT. Un
enfoque entrafia el establecimiento general de objetivos de
seguridad operacional de alto nivel con SPI alineados para luego
identificar niveles razonables de mejoras después de haberse
establecido una linea Dbase de rendimiento de seguridad
operacional. Estos niveles de mejoras pueden basarse en
objetivos especificos (p. ej., porcentaje de disminucidén) o en
el logro de una tendencia positiva. Otro enfoque que se puede
utilizar cuando los objetivos de seguridad operacional son SMART
es hacer que las metas de seguridad operacional actlen como
hitos para lograr los objetivos de seguridad operacional.
Cualquiera de estos enfoques es valido y puede haber otros que
la OMA encuentre efectivos para demostrar su rendimiento en
materia de seqguridad operacional. Se pueden aplicar diferentes
enfoques en combinacién segln corresponda a las circunstancias
especificas.

Establecimiento de metas con objetivos de seguridad operacional
de alto nivel

Las metas se establecen con el acuerdo del Gerente
Responsable respecto de los objetivos de seguridad operacional
de alto nivel. Luego, la OMA identifica los SPI apropiados que
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mostrardn una mejora en el rendimiento en materia de seguridad
operacional con respecto a los objetivos de seguridad
operacional acordados. Los SPI se medirdn utilizando fuentes de
datos existentes, pero también pueden requerir la recopilaciédn
de datos adicionales. Luego, la OMA comienza a reunir, analizar
y presentar los SPI. Las tendencias comenzaradn a surgir,
proporcionando una visidén general de los resultados de seguridad
operacional de la OMA y si se dirige hacia sus objetivos de
seguridad operacional o se aparta de los mismos. En este punto,
la OMA puede identificar SPT razonables y alcanzables para cada
SPT.

Establecimiento de metas con objetivos de seguridad SMART

Los objetivos de seguridad operacional pueden ser dificiles
de comunicar y pueden parecer dificiles de lograr; al dividirlos
en metas de seguridad operacional concretos mas pequefios, el
proceso de entrega es mas féacil de gestionar. De esta manera,
las metas forman un vinculo crucial entre la estrategia y las
operaciones del dia a dia. Las organizaciones deberan
identificar 1las &reas clave qgque impulsan el rendimiento en
seguridad operacional y establecen una forma de medirlas. Una
vez que la OMA tiene una idea de cudl es su nivel de rendimiento
actual mediante el establecimiento de wuna 1linea Dbase de
rendimiento en materia de seguridad operacional, puede comenzar
a configurar las SPT para proporcionar a todos en la OMA un
claro sentido de lo que deberian aspirar a lograr. La OMA también
puede wutilizar la evaluacién comparativa para ayudar a
establecer metas de rendimiento. Esto implica usar informacién
de rendimiento de OMAs similares (siempre gque sea posible
obtener la informacién a través de la comparticidén de la
informacidén) que ya han estado midiendo su rendimiento para
tener una idea de cémo les estd yendo a otras OMAs.

Se recomienda que las OMAs comiencen por apuntar a las tasas
de tendencia de aumento (por ejemplo, aumento de la tasa de
notificacién de peligros) o disminucidédn (por ejemplo, reduccidn
de 1las fallas, mal funcionamiento vy defectos después del
servicio brindado por la OMA durante ...), en lugar de cifras
arbitrarias (por ejemplo, reduccidén del 20%) hasta que el SMS
haya estado funcionando durante mucho tiempo. suficiente para
proporcionar datos fiables en los que basar objetivos
especificos.

Consideraciones adicionales para la seleccidon de SPI y SPT
Al seleccionar SPI y SPT, deberia también considerarse 1o
siguiente:

a) Gestion de la carga de trabajo. La creacién de una cantidad
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viable de SPI puede ayudar al personal a gestionar su carga de
trabajo de control y notificaciédn. Lo mismo es cierto respecto
de la complejidad de los SPI o la disponibilidad de los datos
necesarios. Es mejor ponerse de acuerdo sobre lo que es factible,
y luego priorizar la seleccidén de los SPI sobre esta base. Si
un SPI deja de contribuir al rendimiento de seguridad
operacional, o ha recibido wuna prioridad menor, deberia
considerarse la interrupcidédn de su aplicacidén en favor de un
indicador més UGtil o de mayor prioridad.

b) Extension o6ptima de los SPl. Una combinacién de SPI que
abarque las &reas de interés ayudard a obtener una visidén més
profunda del rendimiento general de la OMA en materia de
seguridad operacional y a tomar decisiones basadas en datos.

c) Claridad de los SPI. Al seleccionar un SPI, deberia quedar
en claro lo que se estd midiendo y cuan a menudo se hace. Los
SPI con definiciones claras ayudan a comprender los resultados,
evitar mal entendidos y permitir comparaciones valiosas con el
tiempo.

d) Fomento de comportamientos deseados. Las SPT pueden
modificar comportamientos y contribuir a resultados deseados.
Esto es especialmente importante si el logro de la meta se
relaciona con recompensas por parte dela OMA. Las SPT deberian
fomentar comportamientos organizacionales e individuales
positivos que resulten deliberadamente en decisiones
justificables y mejoras del rendimiento en materia de seguridad
operacional. Al seleccionar SPI y SPT es igualmente importante
tener en cuenta posibles comportamientos no deseados.

e) Eleccidon de medidas valiosas. Es fundamental seleccionar
SPI tGtiles, y no solo aquellos cuya medicidén sea féacil. La OMA
deberia decidir <cudles son los ©parédmetros de seguridad
operacional mas utiles, o sea los que orienten a la OMA a la
mejora de sus decisiones, gestidén del rendimiento en materia de
seguridad operacional, y logro de sus objetivos de seguridad
operacional.

f) Logro de las SPT. Esta es una consideracién particularmente
importante vy estd relacionada con los comportamientos de
seguridad operacional deseados. El logro de las SPT convenidas
no siempre indicaria mejoras del rendimiento. La OMA deberia
distinguir entre el mero logro de las SPT y su mejoramiento real

y demostrable del rendimiento. Es imperativo que la OMA
considere el contexto en el que se alcanzdé la meta, en vez de
considerarla aisladamente. El reconocimiento de la mejora

general del rendimiento, més que un logro individual de SPT
fomentard comportamientos institucionales deseables y el
intercambio de informacidén de seguridad operacional gque esta en
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el centro de la SRM y del aseguramiento de 1la seguridad
operacional. Esto podria mejorar las relaciones entre la OMA y
los proveedores de servicios que reciben atenciones de
mantenimiento por parte de la OMA y su disposicién a compartir
datos e ideas de seguridad operacional.
Advertencias para el establecimiento de SPT

No siempre es necesario o apropiado definir las SPT dado que
podrian haber SPI méds féaciles de controlar en cuanto a tendencias
que el uso de una meta determinada. Las notificaciones de la
seguridad operacional son un ejemplo de cuédndo una meta podria
llevar a que las personas no notificaran (si la meta es no
superar un numero) o notificaran asuntos triviales a efectos de
satisfacerla (si la meta consiste en alcanzar un determinado

numero) . También podrian haber SPI que se utilizaran mejor para
definir bien una direccidén hacia la mejora continua del
rendimiento en materia de seguridad operacional (es decir

reducir el numero de sucesos) en vez de utilizarse para definir
una meta absoluta, que puede resultar dificil de determinar. En
la determinacidén de SPT apropiadas deberia también considerarse
lo siguiente:

. Posibilidad de comportamiento indeseable; si los
administradores o las organizaciones se concentran demasiado en
alcanzar valores numéricos como indicadores de éxito podrian no
lograr la mejora prevista del rendimiento en materia de
seguridad operacional.

* Metas operacionales; concentrarse demasiado en el logro de
metas operacionales (entregas de aeronaves a tiempo, reduccidn
de costos generales, etc.) sin equilibrar las SPT puede llevar
al “logro de metas operaciones” aungue no necesariamente a una
mejora del rendimiento en materia de seguridad operacional.

e Concentracidén en la cantidad més que en la calidad; esto
puede alentar al personal o a los departamentos a alcanzar la
meta, pero, al hacerlo, podria entregarse un producto o servicio
de baja calidad.

e Limitacién de innovaciones; aunque no se haya previsto, el
haber alcanzado una meta puede llevar al relajamiento y a pensar
gue no se necesitan més mejoras, cayéndose asi en complacencia.

e Conflicto organizacional; las metas pueden crear conflictos
entre departamentos internos de la OMA cuando discuten sobre
guién recae la responsabilidad en vez de tratar de trabajar en
conjunto.
¢,Como medir la seguridad operacional?

E1l SMS se ocupa de la seguridad operacional de la aviacidén (es
decir, muertes o lesiones de pasajeros y tripulacidédn a bordo, o
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muertes y lesiones de personas en tierra alrededor de 1la
aeronave, o dafios a la aeronave y al medio ambiente).

Debido a multiples contribuyentes en la cadena de
circunstancias gque conducen a un suceso de seguridad operacional
los datos recopilados para su procesamiento por el SMS de la
organizacidén son por naturaleza parciales y limitados.

El monitoreo del rendimiento de seguridad operacional puede
necesitar considerar precursores potenciales y sefiales débiles
(sucesos que podrian conducir potencialmente a accidentes /
incidentes, pero no lo hicieron) debido a factores como 1la
disminucién del nUmero de accidentes y la pequefia cantidad de
eventos de seguridad operacional reconocibles reales que se
compensan con el continuo crecimiento del numero de vuelos.
Cémo construir indicadores

La SRM es 1la herramienta de SMS para estudiar eventos
potenciales. La SRM produce una evaluacidén de la criticidad
relativa a la seguridad operacional de los eventos que se
procesan. Un SPI no puede ser una simple cantidad bruta de
incidentes que se procesan, debe incluir un aspecto de
evaluacién que refleje la criticidad. Los resultados pueden
expresarse en proporciones, promedios, tasas o tendencias.

Un tema reconocido es el tiempo necesario para observar 1los
efectos de las medidas de mitigacidén, nuevamente debido a las
bajas probabilidades de que ocurran eventos reales. Un indicador
deberd reflejar un tiempo de observacidén bastante largo (por
ejemplo, promedios méviles durante cinco afios), lo que lo hace
inconveniente para la gestidén a corto plazo del SMS.
Indicadores de rendimiento de seguridad operacional tipicos

Cada OMA necesitard definir la categoria de eventos que se
consideraradn para la recopilacidén y el anadlisis de datos y los
criterios para la evaluacidén, segln su propia actividad (por
ejemplo: eventos en aeronaves producidos luego del mantenimiento
realizado por la OMA o fallas de calidad).

Puede ser Util monitorear algunos SPI contra el nUmero de
movimientos (por ejemplo, CCMs, horas hombre, vuelos, horas de
vuelo, ciclos de wvuelo).

En el Apéndice 4 se ha desarrollado la informacién
correspondiente a los indicadores y metas de rendimiento de
seguridad operacional.

Accidentes e iIncidentes

El nUmero de accidentes e incidentes graves reales
constituye un indicador bésico de seguridad operacional.

Se espera que los promedios mdéviles de 5 a 10 afios sean
adecuados.
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El monitoreo de la aplicacidén (teniendo en cuenta 1los
tiempos de reaccidn aceptables en relacidén con la criticidad)
de las recomendaciones de seguridad operacional pertinentes de
los organismos nacionales de investigacién de seguridad
operacional también puede constituir un indicador de seguridad
operacional (por ejemplo, tiempo de implementacidn, cumplimiento
del plan).

También puede ser de interés adquirir estadisticas de toda
la industria para comparar el funcionamiento de la OMA con
organizaciones similares que realizan los mismos tipos de
actividades.

Eventos de la flota

El término “Eventos de la flota” se utiliza para describir
lo que se informa sobre la operacidén de aeronaves (o productos
presentes en estas aeronaves) de interés para la OMA. Las
actividades de mantenimiento de la aeronavegabilidad para los
titulares de certificados de tipo (TCH) se incluyen en esta
categoria. El1 proceso de la SRM del SMS debe clasificar 1la
criticidad de los eventos. Cada OMA puede establecer categorias
(basadas en parametros técnicos, organizacionales o de
criticidad o ambos) y vincular los datos de eventos a una o
varias categorias. Las relaciones entre el numero de eventos
(por categoria) y la actividad de vuelo (por ejemplo, horas de
vuelo, <ciclos de vuelo) pueden producir SPI. Se pueden
establecer tendencias para cada categoria y se espera due
muestren mejoras.

Las organizaciones deben identificar las condiciones (por
ejemplo, nuevas capacidades o equipos o ambos) que podrian
afectar negativamente las tendencias observadas sin constituir
una degradacidén real.

El tiempo necesario para procesar un evento (posiblemente
con umbrales) puede constituir wun indicador, pero es mas
adecuado como indicador de operacidén de la OMA de SMS
Clima de SMS

Una evaluacidén cualitativa realizada por personas con sdélida
experiencia en la gestidén de SMS de la OMA puede considerarse
como un SPI valido (por ejemplo, una evaluacidén del nivel de
implementacién de 1la cultura de seguridad operacional de 1la
organizacién) .

Notificaciones voluntarias

Las notificaciones voluntarias pueden identificar
oportunidades de mejora, ademds de ser un indicador de una buena
cultura de seguridad. Alentar al personal a informar cada
peligro percibido permite a la OMA abordar los problemas
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identificados ("si no se informa, no se puede solucionar").

Multiples notificaciones voluntarias no son necesariamente
un signo de gue una organizacidén funciona mal, sino més bien un
signo de una cultura de seguridad operacional madura. El nuUmero
de notificaciones voluntarias se puede utilizar como un SPI.
Indicadores de operaciones de SMS tipicos

El seguimiento del rendimiento operacional del SMS
(funcionamiento del SMS) puede requerir una adaptacidén de los
indicadores al estado de implementacién real del SMS. Los
indicadores también pueden adaptarse al entorno especifico de
la OMA.

Durante las fases de implementacién de SMS (ver Seccidn 7
“Plan de implementacién de SMS”); Los indicadores pueden ser
especificos para medir el ©progreso del aumento de las
actividades de SMS. Ejemplos de tales indicadores son:

e Estado de la nominacién del personal clave de seguridad
operacional.

e Despliegue y comunicacidén de politicas y objetivos: ¢A
cudntas personas (porcentaje) de la organizacidédn se ha llegado?

e :Cuéntas personas estédn capacitadas en SMS?

e ;Cuéntos documentos para el SMS se han preparado?

e Disponibilidad y madurez de las herramientas de informacidn
tecnoldégica (IT) necesarias para el SMS (por ejemplo,
computadoras y servidores).

Por lo general, los requisitos cuantitativos y cualitativos
de los ejemplos mencionados anteriormente deben incluirse en el
plan de implementacidén para permitir la medicidén regular y el
estado de los logros en la hoja de ruta de implementacidn.
Habiendo alcanzado una cierta madurez del SMS, los datos de SMS
adquiridos y los datos de seguridad operacional pueden
proporcionar evidencia sobre las operaciones del SMS. Los datos
se pueden evaluar con métodos estadisticos gque muestran
proporcién (ratios), promedios, tasas o tendencias. Ejemplos de
tales indicadores adicionales son:

* Una tendencia positiva (disminucidén) en el numero de eventos
en las aeronaves a las que se le brinda mantenimiento o con los
componentes de aeronaves durante un periodo razonable (el
periodo debe estar relacionado con la cantidad de eventos para
lograr significacién estadistica).

e Una tendencia ©positiva (aumento) en el numero de
notificaciones voluntarias en la OMA (esto mostrard la
adherencia a los principios de SMS).
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* El tiempo de procesamiento de incidentes o acciones de
mitigacién o ambos (esto podria dividirse en la fase de
definiciones / investigaciones y la fase de implementacidn real
de las acciones relacionadas) .

e E1l nimero de entrada de peligros confirmados al SRM.

Los 1indicadores anteriores reflejan la madurez del SMS vy
podrian combinarse en una Matriz de Madurez de SMS para resumir
y mapear el rendimiento operacional, y luego usarse para la
comunicacién (ver Apéndice 2 “Ejemplo de Método de Evaluacidn
de Madurez de SMS”).

Necesidad de medicion adicional

La auditoria y otros medios de investigacidén, vya sean
internos o externos, contribuyen al monitoreo del rendimiento
en seguridad operacional, la adecuacidn y el cumplimiento de los
procesos y procedimientos para garantizar dque se sigan vy
ejecuten correctamente.

El monitoreo de las operaciones de SMS es una técnica
complementaria Util para la evaluacidén diaria de la seguridad
operacional, considerando que un sistema con buen rendimiento
producird resultados consistentes.

Las auditorias internas y externas contribuyen a la
validacién de los procesos de evaluacidén (y posiblemente a 1la
recopilacién de datos). Se espera que estas auditorias vayan més
alld del cumplimiento y aborden la eficacia. Estas auditorias
no son herramientas para establecer indicadores de seguridad
operacional, pero se espera que generen "datos de SMS" para
comprender y evaluar las operaciones del sistema.

Como uno de los medios de seguimiento, las auditorias
podrian cubrir temas relacionados con:

* Organizacidén (incluido el rendimiento de responsabilidades,
gestién de recursos de conocimiento, documentacidén, medios vy
herramientas) y el despliegue y madurez de la cultura de
seguridad operacional.

e SPI, que representa la efectividad de las mitigaciones vy
controles de riesgos en el contexto de la SRM.

e Efectividad de los procesos operacionales, tales como:

> Proceso de mantenimiento y reparacién.

> Proceso de mantenimiento de la aeronavegabilidad (por
ejemplo, mal funcionamiento de la aeronave, falla o recoleccidn
de defectos o ambos, reporte, andlisis o correccidédn o ambos).

Cuando la OMA mantiene la aprobacidén de la DIA/ IACC, dichas
auditorias deberdn ser coordinadas vy contabilizadas por la
funcién de monitoreo del cumplimiento requerida por dicha
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aprobacién.

En organizaciones no aprobadas, las auditorias deben
realizarse en el contexto del sistema de gestidén de 1la
organizacidén con las adaptaciones necesarias del programa de
auditoria.

Como comunicar la mediciéon del rendimiento en seguridad
operacional

Se puede utilizar un dashboard de rendimiento de seguridad
operacional para mostrar la medicidén del rendimiento de
seguridad operacional de la OMA.

El dashboard de rendimiento de 1la seguridad operacional
podria contener metas, indicadores, evaluaciones cualitativas o
tendencias tanto para el rendimiento de la seguridad operacional
del producto como para el rendimiento operacional de la
organizacién de SMS. El1 contenido y 1la frecuencia de las
actualizaciones del dashboard deben adaptarse a la madurez de
la cultura de seguridad operacional de la OMA, a los resultados
del rendimiento de la seguridad operacional y a la complejidad
de la OMA (ver ejemplo de plantilla del dashboard o de
rendimiento de seguridad operacional en el Apéndice 3 “Ejemplo
de Manual SMS / Documentacidén").

Los indicadores de rendimiento estdn destinados a medir el
progreso frente a los objetivos de seguridad operacional
definidos por la OMA. Deben estar sujetos a revisiones
peridédicas para garantizar su pertinencia continua.

4.22.2. Gestidédn del cambio
4.22.2.1. Comprension

Las OMAs experimentan cambios debido a la expansidén o
contraccién, asi como modificaciones a los sistemas de gestidn
existentes que pueden afectar el nivel de riesgo de seguridad
operacional asociado con sus servicios. Podrian introducirse
peligros inadvertidamente siempre que se produzca un cambio.
Ademéds, el cambio puede afectar la eficacia de los controles de
riesgo de seguridad operacional existentes.

Si una OMA elige usar métodos y procesos nuevos O no
establecidos, o revisar sustancialmente los existentes, deberéa
desarrollar y usar procesos de identificacidédn de peligros para
identificar condiciones nuevas o existentes que previsiblemente
podrian conducir a un riesgo inaceptable.

No es posible ni deseable implementar un proceso de
evaluaciédn de riesgos de seguridad operacional para todos los
cambios en el sistema. Solo los cambios que potencialmente
tengan un impacto sustancial en la seguridad operacional estéan
sujetos al proceso de SRM.
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La evaluacién del rendimiento de seguridad operacional
incluye la evaluacidén de cambios significativos.
La gestién de 1los riesgos de seguridad operacional gue
resultan de los cambios debe considerar lo siguiente:
e Criticidad de los sistemas vy actividades, incluido el
impacto en organizaciones externas.
* Estabilidad de sistemas y entornos operativos.
* Rendimiento pasado (;Qué datos e informacidn estéd disponible
que se puede utilizar para ayudar en el andlisis del cambio?).

Nota 1. — Se deben considerar no solo los riesgos asociados con el
cambio, sino también los riesgos temporales de transicion al implementar
el cambio.

Nota 2. — “cambio” deberd entenderse como un cambio en el sistema (por

ejemplo, organizacioén, responsabilidades, procesos) y su entorno
operativo asociado y no directamente en el producto. Los cambios en el
producto ya estan controlados a través de otros requisitos
reglamentarios.

4.22.2.2. Medios de cumplimiento

Aungque cada OMA es uUnica, una serie de caracteristicas del
entorno operacional son comunes o similares entre las OMAs. Por
lo tanto, hay cambios tipicos gue podrian tener un impacto
sustancial en la gestidén de la seguridad operacional.

La descripcidén de una OMA es necesaria para determinar el
alcance de la aplicabilidad del SMS y los cambios a los que
podria estar sujeto.

Algunos ejemplos de cambios tipicos incluyen:

* Cambios en la organizaciédn:

— Cambio de propietario.

- Reubicacidn.

— Apertura de una base adicional.

— Cambio en el alcance de la lista de capacidades.

— Introduccidén de una nueva tecnologia (por ejemplo, maquina,
inspeccién) .

— Cambio en la organizacidén (trabajo compartido internamente
entre instalaciones o externamente con socios / proveedores).

— Cambio en las partes de la organizacidén que contribuyen
directamente a la conformidad que se otorga.

— Cambio a los principios de aseguramiento de la calidad o
monitoreo independiente.

— Cambio de proveedor (es).

e Cambios de responsabilidades:

— Cambio del Gerente Responsable.

— Cambio del Responsable de la seguridad operacional.

— Cambios del personal clave.

e Cambios en los principios de los procedimientos relacionados
con:
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— Clasificacidébn de cambios vy reparaciones en mayores o
menores.

- La aprobacién de cambios y reparaciones.

— Sistema de manejo de calidad.

- La aceptacidén de las tareas realizadas por socios o
proveedores.

e Cambios en los recursos:

- Reduccidédn sustancial del numero, calificaciones y / o
experiencia del personal.
— Aumento sustancial de la plantilla.

Las OMAs deben considerar cambios significativos segtn se
definen en la reglamentacidén aplicable.

La gestidén del cambio podria depender del soporte de
herramientas o métodos documentados dentro de algunos estédndares
de la industria, por ejemplo:

e 8 disciplinas para la resolucidén de problemas (8D);

* metodologia de las 5M (mostrar interés, marcar estrategia,
movilizar, medir y mantener);

e andlisis de modos de fallas y efectos de procesos (PFMEA);

Disponibilidad de expertos en la materia: es importante que
el personal clave esté disponible y participe en la gestidn de
los cambios. Esto puede incluir personas de organizaciones
externas.

Muchas organizaciones subestiman la dimensién humana de la
gestidén del cambio. Esto se demuestra por el rendimiento pasado
en la reestructuracidén y adaptacidén a diferentes requisitos
donde la tasa de fallas es sorprendentemente alta, no debido a
la estrategia, sino a la subestimacién del factor humano. Las
organizaciones también deberan considerar el impacto del cambio
en el personal. Esto podria afectar la forma en que los afectados
aceptan el cambio. La comunicacidén y el compromiso tempranos
normalmente mejorardn la forma en que se percibe e implementa
el cambio.

El proceso de gestidn del cambio debe incluir las siguientes
actividades:

a) comprender y definir el cambio, esto deberd incluir una
descripcidén del cambio y por qué estd siendo implementado;

b) comprender y definir quién y qué serd afectado, estos pueden
ser personas dentro de la OMA, otros departamentos o personas u
organizaciones externas. El equipamiento, los sistemas y 1los
procesos también pueden verse afectados. Puede ser necesaria una
revisidén de la descripcidn del sistema y las interfaces de la
OMA. Esta es una oportunidad para determinar quién deberéd estar
involucrado en el cambio. Los cambios pueden afectar los
controles de riesgo ya existentes para mitigar otros riesgos vy,
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por lo tanto, el cambio podria aumentar los riesgos en a&reas que
no son inmediatamente obvias;

c) 1dentificar los peligros relacionados con el cambio vy
llevar a cabo una evaluacién de riesgos de seguridad
operacional, esto deberé identificar cualquier peligro
directamente relacionado con el cambio. También se debe revisar
el impacto en los peligros existentes y los controles de riesgos
de seguridad operacional gue pueden verse afectados por el
cambio. Este paso deberd usar los procesos de la SRM de la OMA
existente;

d) desarrollar un plan de accidén, esto deberd definir lo que
se debe hacer, quién lo hard y cuando. Deberd haber un plan
claro que describa cémo se implementard el cambio y quién seré
responsable de qué acciones, y la secuencia y programacidédn de
cada tarea;

e) firmar el cambio, esto es para confirmar que el cambio es
seguro de implementar. El individuo con la responsabilidad vy
autoridad general para implementar el cambio debe firmar el plan
de cambio; y

f) plan de aseguramiento, esto es para determinar qué accidn
de seguimiento se necesita. Considerar cdémo se comunicard el
cambio vy si se necesitan actividades adicionales (como
auditorias) durante o después del cambio. Cualquier suposicidn
hecha necesita ser probada.

Cambios notificables al Gerente Responsable

Las reglas de funcionamiento individuales especifican los
cambios que requieren la aceptacién previa del Gerente
Responsable; esto incluye cambios en el sistema de gestidn de
seguridad operacional, si el cambio es un cambio material. Con
la excepcidn de los cambios del responsable de la gestidn de 1la
seguridad operacional (ya enumerados en las reglas operativas
como un cambio notificable), se considera que los cambios
materiales son aquellos que afectan el rendimiento de un proceso
o sistema fundamental gque sustenta el sistema de gestidén de la
seguridad operacional, ejemplos de gue 1incluye metodologias
para:

- establecer metas, objetivos y medidas de rendimiento de
seguridad operacional (nota: solo la metodologia del
proceso, no las medidas individuales)

- la identificacién de peligros y gestidédn de riesgos

- el desarrollo del programa de auditoria

- la revisidén por la direccidn.
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- Ej. cambios de alto nivel en el programa (Silabus) de

instruccidén en seguridad operacional.

Para las organizaciones con un sistema aceptado para la
gestién de la seguridad operacional, las presentaciones que
respalden dichas solicitudes de cambio deben incluir evidencia
de que se ha aplicado su proceso de gestidn del cambio.

4.22.3. Mejora continua del SMS
4.22.3.1. Comprension

La mejora continua de SMS es un proceso gradual y continuo
gue se enfoca en aumentar la efectividad y eficiencia de una
organizacidén para cumplir con su politica y objetivos de
seguridad operacional.

La mejora continua deberd aumentar el rendimiento con planes
de accibébn gque se basan en el monitoreo y la medicidén del
rendimiento de la seguridad operacional (consulte la seccidn
3.1).
4.22.3.2. Medios de cumplimiento

La organizacidén deberia considerar los resultados de las
mediciones del rendimiento de la seguridad operacional al
definir acciones de mejora continua para el SMS.

Sobre la base de los datos de seguridad operacional
recopilados de acuerdo con la Seccidén 3 (aseguramiento de la
seguridad operacional), la OMA deberia garantizar que:

* se hace andlisis de datos a nivel organizacional para
establecer un plan de accidén, con los grupos de interés a cargo
de la implementacién de las acciones. El plan de accidédn debe
abordar las causas fundamentales de las fallas o mal
funcionamiento a nivel del sistema donde el rendimiento de
seguridad operacional no ha alcanzado el nivel esperado.

* se implementan acciones de mejora.

e se consideran las mejores préacticas y lecciones aprendidas
para mejorar el SMS. Ademds, estas mejores practicas deben
difundirse en toda la OMA mediante actividades de promocidén de
la seguridad (numeral 4.23).

En el contexto de la mejora continua, las revisiones de SMS
con miembros de la direccidén de la OMA (como se define en el
numeral 1.1.1) deben organizarse con una frecuencia y formato
acordes al nivel de riesgos y la complejidad de la OMA. Los
resultados de la revisidén del SMS deben proporcionarse como

entradas a la SRM.
Nota. — La revision de SMS puede ser parte de una "'revision de gestion”
segun se define en los estandares del sistema de gestidn. Dependiendo
de la OMA, la revision de SMS especifica podria implementarse como
entrada para una revision de gestién de nivel superior
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La evaluacién de la eficacia de un SMS no deberd basarse
Unicamente en los SPI; las organizaciones deberédn utilizar una
variedad de métodos para determinar su eficacia, medir 1los
productos y los resultados de los procesos y evaluar la
informacidén recopilada a través de estas actividades. Dichos
métodos, como se describe con méds detalle en "Revisidén por la
Direccidén”, puede incluir:

e revisiones de la gestidn

e auditorias

* seguimiento de sucesos

e evaluaciones; incluye evaluaciones de la cultura de
seguridad operacional y la efectividad del SMS

* encuestas de seguridad operacional

e abordar las lecciones aprendidas.
Programa de auditoria interna

Una auditoria es una revisidén metddica y planificada para
determinar cémo se llevan a cabo las actividades y si se llevan
a cabo de acuerdo <con los procedimientos publicados. La
auditoria de seguridad operacional esta estrechamente
relacionada con los procesos de aseguramiento de la calidad y
se considera una actividad de gestién de la seguridad
operacional proactiva que proporciona los medios para
identificar problemas potenciales antes de que tengan un impacto
en la seguridad operacional. Las auditorias de seguridad
operacional se centran en evaluar la efectividad de los SMS vy
los sistemas de apoyo de la OMA. Las auditorias de seguridad
operacional son una de las herramientas que se pueden utilizar
para evaluar la efectividad de 1los controles de riesgos de
seguridad operacional implementados o para monitorear el
cumplimiento de los reglamentos de seguridad operacional.
Garantizar la independencia y la objetividad es un desafio para
las auditorias de seguridad operacional. La independencia y la
objetividad se pueden lograr mediante la participacidédn de
entidades externas o auditorias internas con protecciones
establecidas a través de politicas, procedimientos, roles vy
protocolos de comunicacién.

La auditoria se ha centrado tradicionalmente en el
cumplimiento de las regulaciones vy 1la conformidad con las
politicas y los procedimientos. Las organizaciones reconocen
ahora que es mas valioso observar la eficacia de esas politicas
y procedimientos; esto es particularmente importante para los
sistemas de gestidén de la seguridad operacional. La auditoria
de seguridad operacional 1interna es una herramienta que se
utiliza para asegurar el cumplimiento (la organizacidn cumple
con sus obligaciones) y para monitorear el rendimiento de la
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seguridad operacional.
Deben utilizarse auditorias de seguridad operacional para
identificar que:
e el riesgo de seguridad operacional se estd gestionando y los
controles de riesgo son eficaces
e se cumplen los procedimientos e instrucciones de la OMA
e el SMS de la OMA tiene una estructura sélida y niveles
adecuados de personal
e se alcanza el nivel requerido de competencia e instruccidn
del personal para operar equipos e instalaciones, y para
mantener sus niveles de rendimiento
e el rendimiento del equipo es adecuado para los niveles de
seguridad operacional del servicio prestado
e existen arreglos efectivos para promover la seguridad
operacional, monitorear el rendimiento de la seguridad
operacional y procesar los problemas de seguridad operacional
e existen arreglos adecuados para manejar emergencias
previsibles
* si es necesario, el a&rea de la OMA que se audita identifica
las medidas correctivas
Establecimiento de un programa de auditoria
Un programa de auditorias que cubra uno o dos afios ayudaré
a la OMA a planificar sus actividades y recursos de auditoria.
El1 cronograma deberd mostrar la fecha planificada de cada
auditoria, una breve descripcién del alcance y los nombres de
los auditores. Se deberéd considerar cbdmo y por quién se mantendré
este cronograma y cdmo el personal relevante puede acceder a él.
Los <cambios en la programacién y el alcance deben estar
claramente Jjustificados y documentados con autoridad para un
acuerdo establecido en un nivel de alta gerencia apropiado
Establecer el alcance y la frecuencia de la auditoria
El alcance de 1la auditoria describe la amplitud de las
disciplinas o &reas de la OMA gue se cubrirdn y depende del &rea
de enfoque de la auditoria. La naturaleza y el alcance de las
auditorias serd un equilibrio entre la necesidad basada en el
riesgo y la basada en el cumplimiento, impulsada principalmente
por la importancia para la seguridad operacional de un area de
la OMA, mientras se mantiene el cumplimiento (es probable que
una falla en el cumplimiento sea un riesgo para la seguridad
operacional) operacional. La mayoria de las organizaciones
estaréan familiarizadas con la auditoria Dbasada en el
cumplimiento; algunos también habrédn utilizado técnicas de
auditoria de procesos mediante muestreo de productos o para
procesos organizacionales especificos.
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La frecuencia serd impulsada en parte por los requisitos de
cumplimiento de partes externas como reguladores (AAC que
emitieron certificados) y clientes, y en parte por el nivel de
actividad y la experiencia de la OMA. Por ejemplo, una auditoria
en un area operativa de la OMA puede ser necesaria solo una vez
cada dos afios, pero un Aarea que tiene problemas conocidos o
sospechados puede necesitar auditorias més frecuentes o
adicionales. Estos deberadn agregarse al programa y las razones
deben registrarse.

El uso del riesgo de seguridad operacional como base para
el alcance y la frecuencia de las auditorias requerird que la
organizacién considere al menos algunos o todos estos puntos:

e :Cuédles son los principales riesgos que gestiona la OMA vy
dénde ocurren?

e ;Cuantos controles de riesgo existen y qué tan efectivos son
(ingenieria, administrativos, equipos de proteccidn del
personal) ?

e :Qué estd funcionando bien y por qué? :Ayudaria una auditoria
a comprender las lecciones que podrian aplicarse a otras partes
de la operacién de la OMA?

e datos de seguridad operacional de las notificaciones y 1los
resultados de investigaciones y auditorias ©previas: ;se
identificaron fallas de control gque podrian ser aplicables a
otras &reas?

e :Se estan produciendo cambios que requieren un seguimiento
més detenido para verificar que las medidas de control
planificadas son eficaces?

e ;Como realiza el seguimiento la OMA con sus indicadores de
rendimiento en seguridad operacional?

Establecer objetivos de la auditoria

Los objetivos de la auditoria definen los logros tangibles
que se esperan de cada auditoria. Es aconsejable establecer los
objetivos detallados mucho antes de la auditoria para ayudar a
los auditores a planificar y realizar la auditoria. Por ejemplo,
para wuna auditoria dirigida a verificar la “atencién de
mantenimiento de aeronaves en la linea”, un objetivo de 1la
auditoria podria ser "determinar cémo se identifican, gestionan
y notifican los errores de despacho de 1las aeronaves para
determinar la eficacia de los procesos de seguridad
operacional".

Descripcion de la metodologia de auditoria

Es importante delinear las politicas, procesos %
metodologias requeridas para realizar auditorias de seguridad
operacional internas. La persona dgque gestiona el programa de
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auditoria debe seleccionar vy determinar los métodos para
realizar una auditoria de forma colectiva, segun los objetivos,
el alcance y los criterios de auditoria definidos.
Documentacién de procesos

Todos los procesos de auditoria deben estar claramente
documentados para que sean faciles de entender y, lo que es méas
importante, permitan que las auditorias se lleven a cabo de
manera estandarizada.
Realizacion de auditorias de seguridad operacional y seguimiento
de resultados

Una auditoria debe incluir los siguientes pasos:

a) Planificacidén de la auditoria
Una planificacién cuidadosa ayuda al auditor a preparar

herramientas apropiadas para el objetivo y alcance de la
auditoria. Una herramienta es la lista de wverificacidén de
auditoria, que deberd utilizarse para identificar las funciones
que se van a auditar y garantizar que no se pierda nada; podria
incluir ©preguntas especificas ©para ©permitir al auditor
determinar la efectividad de los procesos de calidad y seguridad
operacional. Las listas de verificacidén nunca deberdn usarse
simplemente para mostrar el cumplimiento marcando casillas

b) Realizacidén de la auditoria

La auditoria se lleva a cabo para recopilar informacién a
través de una combinacién de revisidén de documentos, entrevistas
con el personal clave y personal de la OMA, y observaciones por
parte del auditor o auditores. Los auditores deben:

e centrarse en cbémo (y si) se practican los procedimientos
documentados, vy si las préacticas y procedimientos actuales
conducen a operaciones efectivas y seguras;

e utilizar preguntas abiertas, formuladas de manera neutral,
y mantener un alto nivel de compromiso con el personal del
departamento auditado;

* proporcionar un resumen 1inicial de los hallazgos u
observaciones a los auditados al concluir la auditoria.
Redaccion del informe de auditoria

Es esencial que el contenido del informe de auditoria sea
preciso, y que los hallazgos estén respaldados por pruebas
s6lidas que el lector pueda comprender. Los redactores de
informes deberédn asegurarse de:

. la consistencia de hallazgos, recomendaciones y
observaciones;

e que las conclusiones estadn respaldadas con referencias;

* qgque los hallazgos, recomendaciones Yy observaciones se
expresan de manera clara y concisa sin el uso de generalizaciones
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e qgue los puntos de vista criticos no estédn dirigidos a
personas o posiciones.

Difusion y seguimiento de los resultados de la auditoria

El informe de auditoria debe presentarse formalmente a los
auditados para gque puedan abordar cualquier hallazgo. Es
necesario realizar un seguimiento de las acciones para abordar
los hallazgos de manera transparente y sistemdtica (por ejemplo,
un tema de la agenda en una reunidén mensual del CRS).

Seleccion e instruccion de auditores

Los auditores deberdn recibir instruccién formal para
desarrollar competencia en habilidades y técnicas de auditoria,
y se les deberd alentar, o incluso exigir, gque obtengan
calificaciones formales de auditor. También se esperaria de un
auditor eficaz:

e actuar de forma estrictamente digna de confianza e imparcial

* revelar cualquier posible conflicto de intereses

* no aceptar regalos, etc.

* no revelar los hallazgos o cualquier otra informacidén
obtenida en el curso de la auditoria a ningln tercero a menos
que esté autorizado para hacerlo.

La independencia operativa garantiza que los auditores no
se encuentren en una posicidén en la que su objetividad pueda
verse afectada por responsabilidades o lealtades conflictivas.
Las organizaciones pequeflas pueden considerar contratar a un
tercero para realizar auditorias; el tercero podria ser una OMA
similar.

Revision de gestiodn

Como cualquier sistema de gestidn empresarial (por ejemplo,
financiero, de salud y seguridad operacional), para garantizar
la adecuacién vy eficacia continua del SMS, el Gerente
Responsable deberd realizar revisiones periddicas de 1los
procesos y procedimientos del SMS y evaluar el rendimiento de
seguridad operacional de la OMA. Hay muchas formas en que el
Gerente Responsable puede revisar el SMS, como recibir y revisar
un informe generado por el Responsable de seguridad operacional
u otro personal, comunicacidén electrdbdnica, como parte de una
reunién regular de la gerencia o realizada una reunidn separada.
La OMA necesita describir cémo se llevard a cabo el proceso de
revisién por la direccidn. Si es por reunidn, entonces con qué
frecuencia se reunirédn, gquiénes estardn en la reunidn, qué se
discutird como una agenda permanente y cbédmo se documentaran las
acciones acordadas y el seguimiento de su progreso
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Actividades de revision por la direccion

Es importante que la Gerente Responsable revise la eficacia
del SMS. Esto puede llevarse a cabo como una de las funciones
del CRS. Puntos a revisar por la gerencia:

e examinar si la OMA estad logrando los objetivos de sequridad
operacional;

e aprovechar la oportunidad para observar toda la informacién
disponible sobre el rendimiento de la seguridad operacional para
identificar tendencias generales;

e evaluar los SPI y SPT considerando las tendencias y, cuando
los datos apropiados estén disponibles, comparar (punto de
referencia) con otras organizaciones similares, datos nacionales
o0 globales;

e revisar el rendimiento de la auditoria; esto incluye
auditorias internas % auditorias realizadas por otras
organizaciones;

e monitorear los sucesos para detectar la repeticidén de
eventos de seguridad operacional, incluidos accidentes e

incidentes ocurridos a consecuencia del mantenimiento
proporcionado por la OMA, asi <como condiciones o actos
inseguros;

e revisar los resultados de las evaluaciones realizadas,
incluidas las evaluaciones de la cultura de seguridad y 1la
eficacia del SMS

e revisar 1los resultados de las encuestas de seguridad
operacional, incluidas las encuestas culturales gque brindan
comentarios utiles sobre la participacién del personal con el
SMS (también puede proporcionar un indicador de la cultura de
seguridad operacional de la OMA)

e proporcionar una plataforma para que la OMA aborde las
lecciones aprendidas de los sistemas de notificacién de
seguridad operacional vy las 1investigaciones de seguridad
operacional; esto deberia conducir a la implementacidén de
mejoras de seguridad operacional.

Entradas para la revision por el Gerente Responsable
Las entradas para la revisidén por el Gerente Responsable
deberédn considerar, entre otras cosas, informacidédn sobre:

* resultados de auditoria/revisiédn;

e resultados del logro de objetivos de seguridad operacional;

e estado y resultados de peligros y eventos;

e estado y resultados de las acciones correctivas vy
preventivas;

e eficacia del programa de instruccién;

e acciones de seguimiento de revisiones de gestidn anteriores;
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e cambios que podrian afectar al SMS;
e recomendaciones de mejora.

Estos insumos pueden luego usarse para medir la efectividad
general del SMS, y el equipo de revisidn puede decidir sobre los
cambios que se deben realizar para mejorar el SMS.

Resultados de la revision por el Gerente Responsable

Como resultados del proceso de revisidén por el Gerente
Responsable, debe haber evidencia de decisiones relacionadas
con:

e actividad de mejora continua;

e el panorama actual de los riesgos de seguridad operacional;
e comunicaciones de seguridad operacional;

* actualizaciones de instruccidn;

e revisiones de politicas y procedimientos.

Se requiere informacién documentada como evidencia de 1los
resultados de las revisiones por Gerencia Responsable, y el
formato de esta puede variar. Las actas de reuniones son el tipo
mas comun, pero los registros electrdnicos, cuadros
estadisticos, presentaciones o fotografias de los resultados de
las discusiones (rotafolios, pizarrones, tablones de anuncios,
etc.) son tipos aceptables.

Es importante que la persona que redacta las actas no intente
también presidir la reunidén o dirigir las discusiones; necesitan
poder transcribir con precisidén suficiente informacidn para
evidenciar el proceso de decisidén. La responsabilidad de
implementar cada accién debe asignarse a una persona con la
responsabilidad apropiada y los recursos apropiados asignados.
Frecuencia de las revisiones por la direccion

Las revisiones del Gerente Responsable deben realizarse con
la frecuencia necesaria para garantizar que la eficacia del
Sistema se pruebe verdaderamente. Esto deberia reflejar la
dimensién y la complejidad de la OMA, junto con la cantidad de
informacién a revisar. Las entradas y resultados del proceso de
revisién por el Gerente Responsable también deben ser relevantes
a la dimensién y la complejidad de la OMA. La frecuencia vy
naturaleza de las revisiones también deberdn tener en cuenta los
diferentes niveles de seguimiento gque se llevan a cabo, como las
actividades de los grupos o comités de seguridad. La revisidn
no deberd ocurrir con tanta frecuencia que se vea envuelta en
minucias que ocultarian las deficiencias en los SMS méds grandes.
Por otro lado, deberd realizarse con la suficiente frecuencia
para evitar situaciones en las que las decisiones se tomen
demasiado tarde para abordar las amenazas al SMS. También se
podria realizar una revisidén ad hoc después de un evento
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particular grande o inusual, o antes de cambios.

La OMA deberd considerar lo siguiente al establecer la
frecuencia de sus revisiones por la direccién:

e cambios anticipados o amenazas a las operaciones y SMS. Los
nuevos sistemas requieren mas atencidn y asignacidédn de recursos
para dar seguimiento y cerrar los puntos de acciédn.

* establecer una lista de elementos de seguridad operacional
importantes que desencadenarian una revisidén por la direccidn
entre las sesiones planificadas.

4.23. Componente 4 — Promocidén de la seguridad operacional

La promocidén de la seguridad operacional comienza con la
estrategia para desarrollar una cultura de seguridad operacional
dentro de la OMA. La cultura de seguridad operacional permite
una mejora continua en el rendimiento de la seguridad
operacional.

Una estrategia de promocidn de la seguridad operacional debe
abordar la instruccidén, educacidn y comunicacidén de informacidn
de seguridad operacional ©para apoyar la 1implementacidén vy
operacidén del SMS.

4.23.1. Instruccion y educacion
Nota. — En esta circular de asesoramiento se utiliza el término
“instruccidén” a fin de estar coherente con lo que establece el Anexo 19.
Es posible utilizar los términos capacitacién, formacidn, educacidén o
aprendizaje, el material de orientacidn que se proporciona no pretende
ser tomado como material definitivo dentro del campo de aprendizaje,
pero es especifico para la competencia del SMS.

4.23.1.1. Comprension

La Educacién es la formacidén préactica y metodoldgica que se
le da a una persona en vias de desarrollo y crecimiento. Es un
proceso mediante el cual al individuo se le suministran
herramientas vy conocimientos esenciales para ponerlos en
préctica en la vida cotidiana. El1 aprendizaje de una persona
comienza desde su infancia, al ingresar en institutos llamados
escuelas o colegios en donde una persona previamente estudiada
y educada implantard en el pequefio identidades, valores éticos
y culturales para hacer una persona de bien en el futuro.

Cuando hablamos de instruccidédn nos referimos al proceso de
adquisicidén de conocimientos que generalmente conduce al
desarrollo de habilidades, destrezas y habitos en quien 1los
adquiere. Mediante la instruccidén se capacita o adiestra para
que el individuo esté en posibilidad de realizar un tipo de
trabajo especifico.

A veces nos referimos a instruccidén y educacidén como
sinénimos. No lo son. Educacién es el desarrollo de
sentimientos, convicciones, voluntad, caréacter, en general,
concienciacidén en valores y solidaridad. Un analfabeto se puede
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educar, mas no instruir. De la misma forma, un individuo muy
instruido puede no ser educado ni estar en capacidad de educar.

El propdésito de la instruccidén es adquirir un nivel de
competencia en las habilidades y competencias especificas.

La OMA deberia definir y mantener un programa de instruccidn
en seguridad operacional. La instruccién en seguridad
operacional debe adaptarse a los empleados de la OMA, segun sea
apropiado para las competencias requeridas por cada funcidn
laboral. La OMA deberia identificar a la poblacidén destinataria
de la instruccidén en seguridad operacional. Esto incluye a los
empleados cuyas actividades pueden afectar la seguridad
operacional del producto o servicio, ademés de los que estan a
cargo del SMS. La instruccién en seguridad operacional basada
en roles debe garantizar que los empleados:

d Son competentes para desempefiar sus funciones 4
responsabilidades relevantes para la operacidén y rendimiento del
SMS.

¢ Comprender cbémo su actividad podria afectar la seguridad
operacional.

e Conocer qué medios, herramientas y recursos estéan
disponibles para la operacidédn del SMS.

La competencia se define como: “Una capacidad que permite a
una persona realizar varios procesos o tareas vy lograr
resultados. Es una combinacién de conocimientos, habilidades y
actitudes relevantes. Es la capacidad demostrada para aplicar
conocimientos y habilidades ".

La competencia se manifiesta y se observa a través de
comportamientos:

. Los comportamientos observables son comportamientos
relacionados con el trabajo que pueden observarse y pueden no
ser medibles.

Esos comportamientos (observables) movilizan el conocimiento,
las habilidades y las actitudes relevantes para llevar a cabo
actividades o tareas en condiciones especificas.

* El conocimiento es informacién especifica que se utiliza
para permitir que una persona aplique habilidades y actitudes y
recuerde hechos, identifique conceptos, aplique reglas,
procedimientos o principios.

e La habilidad es la capacidad de realizar una actividad o
accioén.

e La actitud es un estado mental interno persistente o
disposicidén que influye en la eleccidn individual de una accidn
personal hacia algun objeto, persona o evento que se pueda
aprender.

Pagina 94 Rev. 03



DIA /1ACC CA-24.145-001

4.23.1.2. Medios de cumplimiento

La OMA deberd definir un programa de instruccidén en
seguridad operacional para cumplir con los objetivos de 1la
politica de seqguridad operacional.

Este programa debe cubrir, como minimo, el alcance, el
contenido, los métodos de entrega (por ejemplo, instruccidn en
el aula, aprendizaje virtual (E-learning), notificaciones,
instruccidén préctica en el puesto de trabajo) y la frecuencia
de la instruccidén que mejor satisfaga las necesidades de la OMA
considerando el tamafio, el alcance requerido. competencias vy
complejidad de la OMA.

El programa de instruccién en seguridad operacional deberé
revisarse periddicamente para garantizar gque cumpla con los
objetivos.

La instruccidén deberia ser especifica para el SMS y las
operaciones de la OMA y deberia impartirse de acuerdo con las
necesidades de competencia.

Como minimo, la instruccidén en seguridad operacional deberéa
proporcionar al personal los conocimientos necesarios para
comunicar informacién que podria conducir a problemas de
seguridad operacional y comprender su responsabilidad de
notificar.

La instruccidén de seguridad operacional deberd considerar:

a) 1instruccidén para el Gerente Responsable, incluidas las
responsabilidades de seguridad operacional, la supervisién y la
gobernanza y su relacidén con la estrategia comercial de la OMA
y otros sistemas de gestidn;

b) instruccidén para el personal clave y Jefes sobre cdmo
liderar de manera efectiva el desarrollo, implementacidén vy
sostenimiento continuo del SMS;

c) competencia para el liderazgo organizacional y el personal
clave de seguridad operacional en la aplicacidén de précticas de
gestidén de riesgos;

d) instruccidén que proporciona competencia al ©personal
superior del sistema de gestidén de la seguridad operacional
(responsable de seguridad operacional) en la gestién vy

administracién del SMS y las précticas de gestién de riesgos.
Referirse al Material de orientacién sobre instruccidn vy
competencias;

e) 1nstruccidén basada en competencias para todo el personal
en la participacidén y el uso del SMS de la OMA que sea apropiado
para sus deberes relacionados con la seguridad operacional.

En relacidén a la instruccidédn basada en competencias, esta
es una instruccidén y evaluacidn que se caracterizan por una
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orientacidén al rendimiento, énfasis en los estdndares de
rendimiento y su medicibén y el desarrollo de la instruccidn para
los estandares de rendimiento especificados.

La demostracién de las competencias se puede evaluar
utilizando los indicadores de comportamiento, los cuales deben
cumplir con el nivel de rendimiento requerido, seguin 1lo
establecido por la organizacidn para su operacidén especifica.

La instruccidén basada en competencias tiene los siguientes
beneficios:

e permite a las personas alcanzar su nivel méds alto de
capacidad operativa al tiempo que garantiza un nivel bésico de
competencia como estidndar minimo

e permite a las personas hacer frente a situaciones
predecibles e imprevistas

* es relevante para el trabajo/rol y el contexto en el que se
realizard el trabajo

e estd orientado al aprendizaje en lugar de aprobar un examen.
Deben seguirse los siguientes principios de instruccidén vy
evaluacién basados en competencias:

e las competencias relevantes estédn claramente definidas para
un rol particular dentro del SMS de la OMA

* las competencias pueden ser capacitadas, observadas vy
evaluadas de manera consistente

e comprensién comln de los requisitos de competencia

* el proveedor de instruccién establece criterios de
rendimiento claros para evaluar la competencia

e la evidencia del rendimiento de la competencia es valida vy
confiable

e vinculo entre competencias e instruccidén, requerido para el
rendimiento y la evaluacién

e evaluacidén basada en multiples observaciones en multiples
contextos

e demostracién de un desempefio 1integrado de todas las
competencias requeridas.

La siguiente tabla ayuda a mostrar la relacidén entre la
competencia y el indicador de comportamiento.
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. Descripcion de la Indicador de
Competencia competencia comportamiento

Aplicacion de los Identifica y aplica Identifica la fuente de las
procedimientos de procedimientos de acuerdo instrucciones de
coordinacion de la con las instrucciones de funcionamiento

planificacién de respuestas  funcionamiento publicadas,

ante emergencias  utilizando los

(especifico al rol a cumplir) conocimientos adecuados.

identifica y sigue las
instrucciones de
funcionamiento aplicables de
manera oportuna (por

ejemplo, durante un ejercicio
de escritorio)

Aplica el  conocimiento
procedimental relevante

La instruccién continua de seguridad operacional continua
debe centrarse en los cambios a las politicas, procesos vy
procedimientos de SMS, y debe resaltar cualquier problema de
seguridad operacional especifico relevante para la OMA o las
lecciones aprendidas.

El programa de 1instruccidén deberd adaptarse a las
necesidades del rol del individuo dentro del SMS. Por ejemplo,
el nivel y la profundidad de la instruccién de los gerentes que
participan en SRC de la OMA seran més extensos que los del
personal directamente involucrado en la entrega de los productos
o servicios de la organizacién. Si bien el personal que no
participa directamente en las operaciones puede requerir solo
una descripcién general de alto nivel del SMS de la OMA.

La organizacién deberd mantener un registro de toda la
instruccidén en seguridad operacional proporcionada a cada sujeto
individual del programa de instruccidédn. Dichos registros deben
conservarse de acuerdo con la politica de retencidén de datos de
la organizacidén y los requisitos reglamentarios aplicables.

Desarrollar el contenido del programa de instrucciéon en
seguridad operacional

Es responsabilidad del Gerente Responsable asegurarse de que
se asignen recursos suficientes y del Responsable de seguridad
operacional garantizar que el programa desarrolle las
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competencias individuales requeridas del personal, de modo que
el SMS se comprenda y aplique de manera efectiva en 1los
diferentes niveles de la OMA, al tiempo que se construye una
s6lida cultura de seguridad operacional. Se pueden utilizar
organizaciones de instruccidén externas apropiadas, si es
necesario, para proporcionar la instruccidédn necesaria para
cumplir con determinadas responsabilidades del personal. Es
responsabilidad de la OMA asegurarse de que cualquier
instruccidén externa sea adecuada a las necesidades de
instruccidén y los requisitos de competencia de su SMS.
Realizacion de un analisis de las necesidades de instruccion

Se deberd realizar un anédlisis de las necesidades de
instruccién (TNA) para identificar el programa de instruccidn
apropiado para todo el personal, el alcance del programa de
instruccidén debe ser apropiado para el rol y la participacidn
de cada individuo en el SMS de la OMA. Se puede realizar un
andlisis de las necesidades de instruccidédn mediante:

e analizar el trabajo:

- iniciar por consultar 1la documentacidén especifica que
describe el trabajo, como la descripcidén del puesto.
Identifique frases que especifiquen habilidades, procesos
o areas de conocimiento importantes requeridas.

* determinar las brechas de habilidades / conocimientos:

- desarrollar una lista de &reas en las que se requeriria
instruccidén para mejorar la efectividad del trabajo en
cuestioén;

- decidir si hay una brecha en las habilidades o)
conocimientos, o si se requiere alguna revisibdn para
mejorar el conjunto de habilidades generales;

- oObtener retroalimentacidén de un grupo representativo de
personas que realizan el trabajo sobre las &reas dque
consideran que deben abordarse.

e identificar soluciones de instrucciédn:

- establecer la mejor manera de cerrar las brechas de
habilidades / conocimientos identificados en el paso
anterior. Las diferentes opciones pueden incluir cursos de
instruccidn realizados interna o externamente, aprendizaje
autodirigido, instruccidén individual o tutoria en el
entorno laboral.

e evaluar el rendimiento después de la instruccién para -
determinar si aun existen brechas de rendimiento y si la solucidn
de instruccidén seleccionada era apropiada. Esto se puede lograr
mediante:

- pedir al personal y/o al responsable de ese personal que

evallen su efectividad en la tarea;
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- preguntar al personal si las brechas de rendimiento que
fueron el motivo de la instruccidén autn persisten;

- evaluar al personal a medida que realiza tareas para
determinar si todavia hay evidencia de deficiencia de
habilidades o conocimientos.

Determinar los plazos del programa de instruccidon en seguridad

operacional
Con respecto a los plazos del programa de instruccidn, es
necesario considerar, desarrollar vy asignar los recursos

necesarios tanto los requisitos de instruccidén inicial como
continuo.
Programa de instruccion de seguridad operacional

Como minimo, un programa de instrucciédn en seguridad
operacional debe incluir las siguientes &reas de enfoque de alto
nivel:

e politicas, logros y objetivos de seguridad operacional
organizacionales

. roles y responsabilidades de seguridad operacional
organizacional relacionados con la seguridad operacional

e fundamentos de SMS, incluida la relacién con factores
humanos

e principios de gestidén de riesgos de seguridad operacional

e identificacién de peligros y notificaciones de seguridad
operacional

e comunicacidén de seguridad operacional.

El programa de instruccidn deberd identificar el alcance y
la profundidad del programa de instruccidén para las diversas
tareas y funciones relacionadas con la seguridad operacional de
acuerdo con las necesidades y la complejidad de la OMA. La
orientacidén del programa de instruccidédn para el puesto de
responsable de seguridad operacional se encuentra en el Material
de orientacidén sobre instruccidédn y competencias.

Programa de instruccion y documentacion de cualificacidn

Los requisitos de instruccién y calificacidén deben
documentarse para cada area de actividad en la OMA. Se debe
desarrollar un archivo de instruccidén para todo el personal,
incluido el Gerente Responsable, para identificar y registrar
sus requisitos y logros de instruccidén y competencia.

Quién necesita recibir instruccidén en seguridad operacional

Todo el ©personal debe participar en el programa de
instruccién en seguridad operacional de la organizacidn
apropiado para sus responsabilidades de seguridad operacional.
En particular, todo el personal operativo de la OMA / de apoyo,
supervisores, certificadores de conformidad de mantenimiento,
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jefes, personal clave y el Gerente Responsable deben estar
capacitados y ser competentes para realizar sus funciones de
SMS.

Los subcontratistas también pueden requerir instruccidn
sobre el uso del SMS o cbébmo integrar sus practicas con el SMS
de la OMA, y sobre las expectativas de la organizacidén con
respecto a las practicas de trabajo seguras, la identificacidn
de peligros vy los procesos de notificacién de seguridad
operacional.

Material de orientacion sobre instruccidén y competencias

El Responsable de seguridad operacional es la persona
responsable del desarrollo, implementacidédn, operacidén y mejora
continua del SMS de la OMA. Deberadn actuar como punto focal para
la seguridad operacional en la OMA.

Por lo general, el Responsable de seguridad operacional debe
ser competente y responsable de lo siguiente:

e gestidén del plan de implementacidédn de SMS en nombre del
Gerente Responsable;

e facilitar el proceso de gestidén de riesgos (identificacidn
del peligro, evaluacidén y control de riesgos);

e gestiétn de los procesos de rendimiento de seguridad
operacional;

e monitorear las acciones correctivas y preventivas para
asegurar su cumplimiento;

* mantener la documentacién de seguridad operacional;

e garantizar que se proporcione la instruccidén adecuada en
gestidn de la seguridad operacional;

e proporcionar asesoramiento independiente en materia de
seguridad operacional;

e supervisar los procesos de gestién de la seguridad
operacional;

e participacidén adecuada en las investigaciones de seguridad
operacional;

* monitorear los problemas de seguridad operacional en la
industria de la aviacidén y su impacto percibido en las
operaciones de la OMA;

e coordinar y comunicarse (en nombre del Gerente Responsable)
con la CAA seguin sea necesario sobre problemas relacionadas con
la seguridad operacional

Ademéds de lo anterior, la comprensidén de la operacidn de la
OMA vy las tareas y sistemas criticos de seguridad operacional
relacionados, y la competencia con respecto a los principios de
gestidén de la seguridad operacional, deberdn tenerse en cuenta
algunas habilidades/experiencia clave para complementar la
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experiencia profesional del Responsable de seguridad
operacional:

e conocimiento profesional de las operaciones y el entorno
especificos de la OMA;

e pensamiento analitico y habilidades para resolver problemas;

¢ habilidades de gestidén de proyectos inter e intra-
organizaciones;

e habilidades orientadas a 1las personas como objetividad,
justicia, etc.;

e habilidades comunicativas, tanto escritas como orales

La siguiente tabla describe un ejemplo de muestra de la

instruccién en seguridad operacional para el puesto de
Responsable de seguridad operacional. El programa de instruccidn
deberd tener en cuenta la complejidad de la OMA y el anédlisis
de las necesidades de instruccidédn para el puesto.

EJEMPLO DEL CONTENIDO PARA LA INSTRUCCION EN GESTION DE SEGURIDAD

OPERACIONAL PARA EL RESPONSABLE DE SEGURIDAD OPERACIONAL

Principios y practicas de gestion de la seguridad operacional en el entorno de la
aviacion:

e lanecesidad de SMS

e qué tiene de diferente los SMS

e relacion / integracion con otros sistemas de gestion
e principios y procesos clave

¢ los requisitos reglamentarios

SMS de la organizacion que incluye:
* politica, metas y objetivos de seguridad operacional
* roles y responsabilidades de seguridad operacional
» planificacion de la coordinacién de la planificacion de respuestas ante emergencias
¢ documentacion
s gestion de riesgos
e garantia y medicion de la seguridad operacional
¢ notificaciones de seguridad operacional

e comunicacion e instruccion sobre seguridad operacional
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Principios de gestion de riesgos de seguridad operacional
» identificacion de peligros, evaluacion y control de riesgos.

¢ Principios de investigaciéon de seguridad operacional

Rendimiento humano

factores humanos

comprender el papel del ser humano en la seguridad operacional

e comportamiento y rendimiento humanos

gestion de errores

Cultura de seguridad operacional

3.2. Comunicacion de la seguridad operacional

3.2.1. Comprension

Uno de los componentes mas importantes del SMS es el proceso
para comunicar informacidén critica para la seguridad
operacional, tanto dentro como fuera de la OMA. Internamente,
la informacidén relevante se debe escalar al Gerente Responsable
para garantizar la visibilidad adecuada para una buena toma de
decisiones.

La comunicacién deberd complementar la instruccidén al
proporcionar un flujo continuo de informacidén de seguridad
operacional y garantizar que el SMS sea visible y se demuestre
que es efectivo e 1integrado. El Responsable de seguridad
operacional también deberd asegurarse de que las lecciones
aprendidas de las investigaciones y los historiales de casos o
experiencias, tanto internamente como de otras organizaciones,
se distribuyan ampliamente.
4.23.2.2. Medios de cumplimiento

La comunicacidén es esencial para construir una cultura de
seguridad positiva mediante la notificacidén de peligros o el
intercambio de informacién de seguridad operacional. En
particular, la organizacidén deberia comunicar sus objetivos de
seguridad y el estado de su consecuciédn.

La comunicacién sobre informacidén documentada nueva o
revisada relacionada con la seguridad operacional debe
garantizar una difusidén adecuada y una mejor comprensidédn dentro
de la OMA.

Ademéds, la "Leccidén aprendida" sobre eventos (incluidos
incidentes y accidentes) y las recomendaciones asociadas que
estédn relacionadas con 1los productos o servicios de la OMA

4.2
4.2
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también deberdn comunicarse para mejorar el SMS.

La comunicacién efectiva implica ajustar el contenido de la
comunicaciédn y la forma en que se entrega la informacidédn para
que coincida con el rol del empleado objetivo en la organizacién.
La comunicacidén debe ser simple y concisa para que se entienda
y se tenga en cuenta facilmente. La organizacidn puede extender
la comunicacidén de seguridad operacional, seguin corresponda, a
las partes interesadas claves externas (por ejemplo, clientes,
proveedores) .

La comunicacién de informacién de seguridad operacional,
incluida la politica y los objetivos de seguridad operacional,
se puede realizar como:

. Texto (por ejemplo, boletin informativo, correo
electrdénico).

e Medios visuales (por ejemplo, carteles, videos cortos).

e Sesiones informativas para la tripulacidén o el equipo.

e Sitios web de intranet.

e Otros medios segun corresponda segun la dimensién y la
complejidad de la organizacidn.

Las comunicaciones de seguridad operacional pueden
conservarse como parte de los datos SMS.

Qué comunicar en toda la OMA

La siguiente informacidén debe comunicarse regularmente al
personal de manera sistemdtica y mensurable:

e compromiso de liderazgo con el SMS, sus objetivos vy
rendimiento de seguridad operacional

e informacidén sobre riesgos de seguridad operacional; riesgos
identificados, métodos de tratamiento, riesgos residuales,
nuevos controles de riesgos de seguridad operacional y acciones
correctivas, etc.

e peligros identificados y controles requeridos

e retroalimentacidén del personal sobre la presentacidén de
notificaciones de seguridad operacional - el circuito de
retroalimentacién debe cerrarse

* tendencias y estadisticas de notificaciones de seguridad
operacional

e difusidén de informacidén para fundamentar las decisiones de
seguridad operacional

e cambios en el SMS

e cambios en la lista de capacidades que pueden afectar la
seguridad operacional o los procedimientos existentes

* resultados de las investigaciones de seguridad operacional,
auditorias y acciones correctivas y preventivas asociadas

e lecciones aprendidas e informacidédn de seguridad operacional
"bueno para saber".
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Qué comunicar fuera de la OMA
La siguiente informacidén debe comunicarse segun sea
necesario

e peligros potenciales, riesgos o incidentes que pueden
afectar a otros

e lecciones aprendidas y soluciones a los peligros y riesgos
identificados

* riesgos potenciales asociados con el cambio (por ejemplo,
nueva infraestructura, cambios reglamentarios, etc.).

Métodos de comunicacion

La comunicacidén de seguridad operacional deberd entregarse
por el método més apropiado segun el rol del individuo y la
necesidad de recibir informacién relacionada con la seguridad
operacional. Esto se puede hacer a través de reuniones, hojas
informativas de seguridad operacional, avisos, boletines,
sesiones informativas o cursos de instruccidén. Algunos paguetes
de software de SMS tienen funciones de notificacidédn por correo
electrénico o aplicaciones de mensajeria. Es importante utilizar
mas de un medio, asegurandose de que haya una combinacién de
comunicacién activa (por ejemplo, la capacidad de interactuar y
recibir comentarios) y comunicacién pasiva. Algunos ejemplos
son:
Métodos activos de comunicacion

. reuniones peridédicas relacionadas con la seguridad
operacional

* el Gerente Responsable transmite informacidén estratégica,
metas y objetivos de seguridad operacional (de arriba hacia
abajo)

e personal que informa a la direccidédn sobre problemas de
seguridad operacional (de abajo hacia arriba). Por lo general,
se trata de informacidén mas tactica sobre lo que estd sucediendo
en las &reas funcionales / departamentales.

e reuniones informativas del equipo e iniciativas de
"espectédculos itinerantes".

Métodos pasivos de comunicacion

e la publicacién de una revista u hoja informativa de seguridad
operacional organizacional

* presentacidén basada en la web

e foros

* correos electrénicos.

Los métodos de comunicacidén deben ser acordes con la
dimensién y la complejidad de la OMA.
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Promocion de seguridad operacional

La promocidén de la seguridad operacional respalda las metas
y los objetivos de la comunicacién de seguridad operacional.
Estd estrechamente relacionado con la instruccidén y la difusidn
de informacién sobre seqguridad operacional. Se refiere a
aquellas actividades que la OMA lleva a cabo para asegurar que
el personal comprenda:

e por qué existen procedimientos de SMS

e qué significa la gestidén de la seguridad operacional

* por qué se toman determinadas medidas de seguridad
operacional, etc.

La promocidén de la seguridad operacional proporciona un
mecanismo a través del cual las lecciones de las investigaciones
de seguridad operacional y otras actividades relacionadas con
la seguridad operacional se ponen a disposicidén de todo el
personal afectado.

Como promover la seguridad operacional de manera efectiva

Las actividades de promocién de la seguridad operacional
deben complementar las iniciativas de educacidén y comunicacidn.
El programa de promocidén de la seguridad operacional
organizacional debe basarse en varios métodos de comunicacidn
diferentes por razones de flexibilidad y costo. Los métodos
tipicos son:

* hablada: quizéds el método méds eficaz, especialmente si se
complementa con una presentacidédn visual.

* escrita: el método mas popular debido a su rapidez vy
economia, el material impreso de promocidén de la seguridad
operacional también compite por la atencidén con cantidades
considerables de otro material impreso.

* medios electrbdnicos: el uso de Internet ofrece un importante
potencial de mejora en la promocidn de la seguridad operacional.
Esto podria incluir hojas informativas electrébdnicas, Dblogs,
herramientas de retroalimentacién como encuestas, etc.

Seccion 5 — Interfaces entre las organizaciones
5.1. Principios de interfaz

En el contexto de un SMS, la gestidén de la interfaz debe
abarcar los cuatro componentes (politica y objetivos de
seguridad operacional, SRM, SA y promocidén de la seguridad
operacional) .

Las interfaces entre organizaciones se pueden expresar:

e Internamente dentro de una empresa / grupo / entidad legal:

> Cada organizacidédn tiene su propio SMS (por ejemplo, SMS en
la OMA, SMS en el explotador aéreo).
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> (Cada organizacidén tiene su propio SMS con el apoyo de un
enfoque de SMS corporativo (consulte la seccidén 5.2).

> Un uUnico SMS corporativo en varias organizaciones (por
ejemplo, SMS que cubren las organizaciones de un explotador
aéreo y el de una OMA con un solo Gerente Responsable).

> Externamente con empresas / entidades legales separadas:

> Haber implementado un SMS (por ejemplo, explotadores aéreos,
organizacidén de mantenimiento aprobadas).

> No haber implementado un SMS (por ejemplo, proveedores de

servicios de ingenieria, proveedores de fabricacién).
Nota. — La descripcion del sistema de una organizacién con un SMS
implementado debe capturar las interfaces con otras organizaciones para
asegurar el flujo de requisitos hacia los proveedores externos. También
se debe considerar la interfaz con otras organizaciones que tienen su
propio SMS implementado. Independientemente, la descripcién del sistema
debe adaptarse a la dimensién de la organizacion. Por ejemplo, es
imposible hacer una descripcion detallada del sistema que cubra todas
las interfaces SMS para un gran fabricante que trata con cientos de
proveedores, clientes, etc.

Externamente con las Autoridades de Aviacidén Civil (AAC):

e Segln lo requiera el reglamento aplicable.

e Teniendo en cuenta que todos los datos provenientes de la
SRM y el SA no estadn necesariamente sujetos a ser reportados a
las AAC.

Nota. — Las AAC pueden recibir de otros canales (explotadores, otras AAC,

diversas entidades bajo su jurisdiccioén) informacidén valiosa relacionada

con la seguridad operacional de un producto o pueden tener acceso a datos
de seguridad operacional genéricos (por ejemplo, recomendaciones de
organismos oficiales de iInvestigacion). Estas pueden ser fuentes
potenciales de informacidn para la organizacion.

Las politicas y los objetivos de seguridad operacional
pueden compartirse entre organizaciones interconectadas para
garantizar enfoques de SMS consistentes.

Los riesgos de seguridad operacional en una organizacidn
pueden afectar a otras organizaciones a través de las posibles
consecuencias de los riesgos o la gestidén de su mitigacidén. Una
buena practica consiste en establecer un sistema de
notificaciones sobre dichos riesgos entre las organizaciones
interconectadas.

Los riesgos que se comparten entre las organizaciones
interconectadas deben notificarse entre esas organizaciones vy
cada organizacidén debe reconocerlos sobre la base de un esquema
de evaluacidén de riesgos acordado. Para las organizaciones
dentro de una empresa, el riesgo y el intercambio de informacién
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relacionada vy las acciones comunes de mitigacién pueden
organizarse mediante una herramienta comin de gestidén de riesgos
que también podria proporcionar el esquema de evaluacidén de
riesgos acordado. Para las relaciones externas (por ejemplo,
proveedores), los riesgos pueden mitigarse mediante préacticas
de gestidn, reconocimiento y presentacidén de informes acordados.

Los riesgos de seguridad operacional pueden resultar de
interacciones entre organizaciones (por ejemplo, debido a
brechas o superposicidén de interacciones) o falta de gestidn de
la interfaz (por ejemplo, ausencia de monitoreo).

Las actividades de aseguramiento de la seguridad operacional
deberdn centrarse primero en los intercambios de datos
necesarios que estadn sujetos a requisitos reglamentarios. Estos
intercambios generalmente se rigen por requisitos contractuales.

E1l rendimiento de la seguridad operacional podria
contabilizarse durante la evaluacidén de los proveedores (para
la calificacidén inicial o el monitoreo continuo). El1 intercambio
y la gestidén de los datos de seguridad operacional o SMS que
excedan las necesidades deberéan acordarse entre las
organizaciones y documentarse. Esto deberia evitar una
interaccién excesiva del sistema entre organizaciones (por
ejemplo, una OMA en el contexto de su propio SMS solicitando
auditar el SMS de un titular de CT).

El nivel y los detalles de los intercambios de datos deben
adaptarse y ser proporcionales a la complejidad y los riesgos
de seguridad operacional de los ©productos, servicios vy
organizaciones de interfaz. También debe adaptarse a la madurez
de cada organizacién en lo que respecta a la gestidédn de la
seguridad operacional.

Los principios y prioridades de promocidén de la seguridad
operacional se ©pueden compartir entre las organizaciones
interconectadas para garantizar enfoques de SMS consistentes
(por ejemplo, compartir regularmente las politicas de seguridad
operacional, los principales objetivos y riesgos de seguridad
operacional, las mejores préacticas).

Cuando corresponda, las OMAs deberdn definir cdémo sus
subcontratistas que trabajan bajo su propio sistema de gestidn
de calidad (QMS) contribuirdn a las actividades de SMS. Las
obligaciones contractuales deben establecerse y evaluarse para
garantizar el pleno acuerdo del subcontratista.
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Figura 6. Ejemplo de flujo de datos de seguridad operacional y
comunicacion asociada entre organizaciones para la gestion de
sucesos

Gestidn de riesgos de seguridad r_:»peraccml (SRM) dentro de
Autoridad de Aviacion Civil £k rpanteacion

- #-Comunicaddn/solicitud adicional, por
& ejemplo:

] ' * Fallas

« Mal funcionamientos

* Defectos

* Ocurrencias

* Sucesos

* No conformidades

Explotador Aéreo Organizacion de
mantenimiento aprobada —— Instrucciones de control de riesgos de

seguridad operacional obligatorio, por
) J @
|
|

» Directrices de aeronavegabilidad
» Mediante la evolucion de la reglamentacidn
teniendo en cuenta los peligros identificados

| 7

| O ———p» Definir y asignar acciones para el control de
L — — — p»| Otrostiposde Organizaciones. | flesgos de seguridad operacional, por
Por ejemplo: organizaciones de ejemplo

— - disefio, org jones de - * Mantenimiento

fabricacién, explotadores, OMAs * Inspeccién

* Modificacién

* Cambio de procedimiento operacional

No se requiere gque una organizacién Justifique 1la
identificacidén de peligros y decida
acciones de control de riesgos mas alléd de sus obligaciones para
evitar situaciones de
interferencia.

La gestidén de la interfaz entre organizaciones es relevante
para cualgquier sistema de
gestidn (por ejemplo, sistema de gestién de seguridad
operacional, sistema de gestidén de calidad,
sistema de gestidn ambiental, sistema de aseguramiento de
disefio) .

5.2. Documentacién de interfaz

Cuando sea relevante, la interfaz entre las organizaciones
para la gestidén de la seguridad operacional debe documentarse vy
mantenerse.

Esta documentacién debe considerar los siguientes objetivos:

e Apoyar la comprensién de los limites de la organizacidn vy
sus interacciones.

e Aclarar cémo interactlian las organizaciones (con o sin SMS
implementado) .

e Direccionar la gestidén de problemas / elementos de seguridad
operacional relevantes.

Ejemplos de documentacidén para las disposiciones de la
interfaz SMS (tales disposiciones podrian ser objeto de
documentos dedicados o parte de un conjunto de documentacidn més
amplia) :
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e Manual de la organizacidn.

* Contrato.

e Documento de interfaz de organizaciédn.

e Declaracién de politica general.

* Acuerdo.

e Plan de aseguramiento de calidad.

. Procedimientos aplicables comunes cuando diferentes
organizaciones se encuentran dentro de la misma empresa O grupo.

Esta documentacidén puede contener los siguientes elementos
para los temas y actividades de interfaz:

e Organizacién y responsabilidades (por ejemplo, derechos vy
deberes de informar problemas, defectos o} sucesos,
responsabilidades y propiedad para la identificacién de peligros
y control de riesgos, identificacidén clara de los puntos focales
interconectados) .

e Descripciones de procesos y entregables (directa o
indirectamente a través de referencias cruzadas a
procedimientos) .

* Criterios para informar problemas de seguridad operacional,
constataciones de incumplimiento, no conformidades y sucesos.
Estos criterios deben centrarse en la comunicacién temprana de
sucesos de seguridad operacional y posibles problemas de
seguridad operacional (por ejemplo: cambios en el disefio,
fabricacidén, mantenimiento u operacidén de un producto, parte o
aeronave) .

e Medios acordados para la notificacidén oportuna de problemas
de seguridad operacional entre organizaciones.

* Revisiones periddicas de la interfaz.

5.3. Enfoque de SMS corporativos

Una organizacidén puede optar por configurar un "SMS
corporativo" cuando la empresa tiene méds de un SMS (por ejemplo,
SMS en explotador aéreo y SMS en una OMA). Un SMS corporativo
puede ayudar a simplificar la implementacién de SMS al
proporcionar un enfoque coherente sobre algunos o todos los
cuatro componentes de SMS en las organizaciones. Un SMS
corporativo podria garantizar:

e Las politicas y objetivos de seguridad operacional tienen
una definicidén, implementacidén y mejora continua consistentes a
través de las organizaciones.

e Los riesgos de sequridad operacional se gestionan de forma
coherente en todas las organizaciones interconectadas (por
ejemplo, definiendo wuna metodologia comin de riesgos de
seguridad operacional, definiendo criterios de gestidén de los
principales riesgos de seguridad operacional).
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e Las actividades de aseguramiento de seguridad operacional
se gestionan de forma coherente (p. Ej., Seguimiento de
tendencias, implementacidén de investigaciones sobre problemas
sistémicos en todas las organizaciones, gestidén de cambios).

e La promocidén de la seguridad operacional define y asegura
los principios, las prioridades, las lecciones aprendidas y las
mejores practicas compartidas entre las organizaciones (por
ejemplo, los principales objetivos / riesgos de seguridad
operacional) a través de eventos corporativos y sesiones de
sensibilizacién/instruccidn.

Un manual de SMS corporativo podria describir la
implementacién de SMS de la organizacidn general y comin sobre
los 4 componentes y 12 elementos del SMS.

Un SMS corporativo no es obligatorio y serd necesario
mostrar cémo cada una de las actividades del proveedor de
servicios (por ejemplo, explotador aéreo o mantenimiento) cumple
con los requisitos de SMS. Es posible que las organizaciones
tengan que rendir cuentas de la supervisién de las diferentes
actividades de los proveedores de servicios a las diferentes
autoridades supervisoras.

Seccion 6 — Resumen de alto nivel de componentes y elementos de
SMS

Esta seccidén proporciona una "versidén abreviada" de la
descripcidén detallada de cada elemento, es decir, qué buscar en
los componentes y elementos de un SMS. La informacidn presentada
destaca los medios aceptables de cumplimiento, las notas de
orientaciédén, asi como més informacidédn para que las OMAs puedan
encontrar lo que funciona mejor, teniendo en cuenta la cultura
y el entorno operativo de la organizacidn.

Informacidén mas detallada sobre lo que se debe considerar al
implementar SMS se podrad encontrar bajo el titulo de cada
componente.

Pagina 110 Rev. 03



DIA /1ACC CA-24.145-001

COMPONENTE 1 — POLITICA Y OBJETIVOS DE SEGURIDAD OPERACIONAL

Elemento 1 - Compromiso de la direccién

Medios Existe una politica de seguridad operacional firmada por el Gerente
aceptables de | Responsable y comunicada a todo el personal.

cumplimisnto El Gerente Responsable y el personal clave promueven y demuestran su

compromiso con la politica de seguridad operacional a través de una
participaciéon activa y visible en el sistema de gestion de la seguridad
operacional.

La politica de seguridad operacional se ha desarrollado considerando lo
siguiente:

o Compromiso e intenciones del Gerente Responsable con respecto al
establecimiento de la seguridad operacional como un valor fundamental.
un compromiso a la mejora continua del rendimiento del SMS.
provisién de recursos apropiados.

politica de notificacion no punitiva (cultura justa)

reconocimiento de que el cumplimiento de los procedimientos, normas
y reglas es obligacion de todo el personal.

Evidencia de evaluacion regular y revision segun sea necesario.

Notas guias Existe una politica de seguridad operacional que se utiliza en toda la
organizacion y se implementa en todos los niveles de la organizacién.

La organizacién tiene un sistema de gestion de la seguridad operacional que
hace interfaz con otras funciones del sistema de gestion (por ejemplo:
calidad, medio ambiente, finanzas, etc.).

Los objetivos de la politica de seguridad operacional impulsan el rendimiento
de seguridad operacional del SMS.

La organizacion se asegura periédicamente de que el personal de toda la
organizacion esté familiarizado y haya comprendido la politica y sus
responsabilidades de seguridad operacional.

La politica de notificaciones no punitivas (cultura justa) cuenta con el
respaldo activo de los representantes del Gerente Responsable y el personal
clave.

Existe evidencia de toma de decisiones, acciones y comportamientos que
reflejan una cultura de seguridad operacional positiva.

Mas informacion Para obtener mas informacion sobre el desarrollo de una politica de
seguridad operacional efectiva y significativa, metas y objetivos de seguridad
operacional, investigue utilizando las siguientes frases clave:

« establecer y mantener la responsabilidad de la seguridad operacional
* establecer metas y objetivos de seguridad operacional

¢ demostrando rendicion de cuentas y compromiso.
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Elemento 2 — Obligacion de rendicion de cuentas y responsabilidades en materia de
seguridad operacional

Medios
aceptables
cumplimiento

de

Se ha designado a un Gerente Responsable con total responsabilidad y
rendicion de cuentas final para el SMS para garantizar que se implemente
correctamente y funcione de manera eficaz.

Las rendiciones de cuentas, autoridades y responsabilidades de seguridad
operacional estan definidas y documentadas en toda la organizacion.

El personal de todos los niveles, esta consiente, y comprende sus
rendiciones de cuentas, autoridades y responsabilidades de seguridad
operacional con respecto a todos los procesos, decisiones y acciones de
gestion de la seguridad operacional.

Existen diagramas organizacionales de gestion documentados vy
descripciones de trabajo para todo el personal.

La gestion de la seguridad operacional se comparte en toda la organizacion
(y no es solo responsabilidad del Gerente Responsable y el personal clave).

Notas guias

Las actividades clave de seguridad operacional se describen claramente en
las funciones y responsabilidades del Gerente Responsable y se incorporan
en las metas del rendimiento del personal.

El personal clave reconoce los comportamientos de seguridad operacional
positivos y las contribuciones para mantener el SMS de la organizacién.

Hay evidencia de participacion y consulta del personal en el establecimiento
y operacion del SMS.

Elemento 3 — Designacién del personal clave de seguridad operacional

Medios
aceptables
cumplimiento

de

Se ha designado o contratado a una persona competente con los
conocimientos, las habilidades y la experiencia adecuados para gestionar el
funcionamiento del SMS y cumple las funciones y responsabilidades
laborales requeridas.

La organizacién ha asignado recursos suficientes para gestionar el SMS
incluidos, pero no limitados, mano de obra para la investigacion, el analisis,
la auditoria y la promocion de la seguridad operacional.

Notas guias

La persona responsable de la gestion del SMS recibe un estatus apropiado
en la organizacion que refleja la importancia del rol de seguridad operacional
dentro de la organizacion y es una gerencia independiente.

Si la organizacion esta combinando a la persona responsable de |la gestion
del SMS con ofras funciones de otra gerencia, en situaciones de conflicto de
intereses, la organizacion empleara o contrata a una persona independiente
para mantener la integridad del sistema.

Las personas dentro de la organizacion que tienen un papel clave en la
seguridad operacional, mantienen sus conocimientos a través de instruccion
adicional y asistencia a conferencias, seminarios y talleres relevantes para la
industria.

Pagina 112 Rev. 03




DIA /1ACC

CA-24.145-001

Elemento 4 — Coordinaci6n de la planificacion de respuestas ante emergencias

Medios
aceptables de
cumplimiento

Se ha desarrollado un procedimiento para la coordinacion de la planificacion
de respuestas ante emergencias que refleja el tamafio, la naturaleza y la
complejidad de la OMA y define los procedimientos, roles, responsabilidades
y acciones de las diversas departamentos y personal clave.

El personal clave en caso de emergencia tiene facil acceso al procedimiento
de coordinacion de la planificacion de respuestas ante emergencias en todo
momento.

La organizacion tiene un proceso para distribuir el procedimiento de
coordinacion de la planificacion de respuesta ante emergencias y comunicar
el contenido a todo el personal.

La OMA participa peridédicamente en los ensayos de los planes de respuesta
de emergencias de los proveedores de servicio para determinar la idoneidad
del plan y los resultados se revisan para mejorar su eficacia.

Notas guias

Se ha delegado la autoridad de emergencia.

Se han asignado responsabilidades de emergencia durante las actividades
coordinadas.

Se han implementado procesos para registrar las actividades durante una
respuesta ante emergencia.

Se ha establecido la compatibilidad con la planificacion de respuesta ante
emergencias de otras partes interesadas (por ejemplo, otros usuarios del
aerédromo, operaciones de aviacion vecinas, socios de alianzas, etc.).

La organizacién se ha puesto en contacto con proveedores de servicios de
emergencia y autoridades gubernamentales.

El proceso de actualizacion de cambios de personal / organizacion vy listas
de contactos esta en marcha.

La organizacion ha implementado un programa de manejo del estrés por
incidentes criticos para su personal.

Mas informacion

Para obtener mas informacién sobre el desarrollo de la coordinacién de la
planificacién de respuestas ante emergencias eficaz, investigue utilizando las
siguientes frases clave:

e beneficios de implementar la coordinacion de la planificacién de
respuestas ante emergencias

e acciones de respuesta inicial
e establecer un centro de respuesta a crisis

e registros que deben mantenerse durante y después de un ejercicio o
suceso de ERP

e |as responsabilidades de la OMA en el lugar del accidente
¢ sesion informativa sobre el estrés posterior a un incidente critico

 mantener referencias en papel.
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Elemento 5 - Documentacion SMS

Medios

cumplimiento

aceptables de

Existe documentacion que describe el sistema de gestion de la seguridad
operacional y las interrelaciones entre todos sus elementos.

Los procedimientos del sistema de seguridad operacional son proporcionales
a la complejidad de la organizacion y estan disponibles para todo el personal.

La documentacion de SMS esta facilmente disponible para todo el personal.

La documentacion de SMS, incluidos los registros relacionados con SMS, se

revisan y actualizan periédicamente con un control adecuado.

La documentacion de SMS detalla y hace referencia a los medios para el
almacenamiento de otros registros relacionados con SMS.

Los registros de seguridad operacional se conservan y demuestran el
rendimiento del sistema.

Notas guias

Se han creado plantillas especificas que respaldan la gestion de riesgos de
seguridad operacional y las actividades de garantia de seguridad
operacional.

La organizacion puede demostrar que los procesos de gestion de la
seguridad operacional estan integrados en otros sistemas organizacionales.
La organizacién ha analizado y utiliza el medio méas adecuado para la entrega
de documentacion tanto a nivel corporativo como operativo.

COMPONENTE 2 - GESTION DE RIESGOS DE SEGURIDAD OPERACIONAL

Elemento 6 - Identificacién de peligros

Mas informacion

Para obtener mas informacion sobre el desarrollo de un sistema de control
de documentos eficaz, investigue utilizando las siguientes frases clave:

+ estructurar un manual de gestion de la seguridad operacional
* registros de seguridad operacional.

Medios
aceptables
cumplimiento

de

Medios documentados y demostrados que garantizan la identificacion de los
peligros para la seguridad operacional, incluidos los cuasi accidentes y los
errores.

Proceso documentado que garantiza que los peligros identificados se
registren, analicen y se actie de manera oportuna.

Proceso documentado para proporcionar retroalimentacion al notificador de
las acciones tomadas (o no tomadas) y, en su caso, cémo difundirlas al resto
de la organizacion.

Proceso documentado para establecer factores contribuyentes causales, es
decir, por qué ocurrié el evento y no solo qué sucedio.
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Notas guias

Diferenciar entre diferentes tipos de peligros.

Determinar un proceso de identificacion de peligros adecuado para la
organizacion.

Determinar los procesos formales de registro y notificacién de peligros.

Determine un proceso de control de peligros adecuado, incluidas las
responsabilidades.

Determine los procesos de seguimiento adecuados.

Asegurese de que haya un rastro documentado desde la identificacion hasta
la resolucion de cada peligro identificado.

Mantenga un registro de peligros.
Capacite a todo el personal en la identificacién y notificacién de peligros.

Integrar factores humanos en la identificacion y reduccién de peligros.

Mas informacion

Para obtener mas informacién sobre el desarrollo de procesos efectivos de
identificacion de peligros, investigue utilizando las siguientes frases clave:

« identificacion de peligros para la seguridad operacional

« peligros relacionados con el rendimiento humano en la aviacién

Elemento 7 — Evaluacién y mitigacion de riesgos de seguridad operacional

Medios
aceptables de
cumplimiento

Proceso documentado para la gestidon del riesgo que incluye la evaluacion
del riesgo asociado con los peligros identificados.

Proceso vy criterios documentados para evaluar el nivel de riesgo que la
organizacion esta dispuesta a aceptar.

Meétodo documentado para registrar los riesgos y las estrategias de
tratamiento tomadas, incluidos los plazos y las responsabilidades.

Procedimientos documentados para revisar y modificar los procesos de
gestion de riesgos de forma periodica.

Notas guias

Implementacion de diferentes procesos de identificacion de riesgos, como la
realizacion de evaluaciones de riesgos cuando se producen cambios
operacionales (por ejemplo, inclusion en la lista de capacidades de un nuevo
tipo de aeronave, nueva instalacion de mantenimiento, cambios en el
personal clave).

Implementacion de procesos de notificacion y registro de riesgos, disponibles
para todo el personal e involucrando al personal clave en el proceso de
analisis.

Desarrollo de procesos de control y seguimiento de riesgos, como el uso de

un registro de riesgos y reuniones periodicas para discutir estrategias de
tratamiento de riesgos.

Desarrollo de procesos de comunicacion de riesgos como mensajes
regulares de alerta al personal, instruccion, etc.

El desarrollo e implementacion de perfiles de riesgo operacional puede ser
una forma de lograr todo lo anterior.
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Para obtener mas informacion sobre el desarrollo de un sistema de gestion
de riesgos eficaz, investigue utilizando las siguientes frases clave:
¢ gestion del riesgo operacional
perfil de riesgo: gestion de riesgo estratégico
gestion de riesgos empresariales
ALARP
conceptos de gestion de riesgos
tres lineas de garantia de defensa.

COMPONENTE 3 - ASEGURAMIENTO DE SEGURIDAD OPERACIONAL

Investigaciones de seguridad operacional

Mas informacion

. & & & @

Medios Medios documentados y demostrados para realizar investigaciones de
aceptables de | seguridad operacional interna.

cumplimiento Investigadores internos de seguridad operacional designados y debidamente

capacitados.

Notas guias Hay un rastro documentado desde la identificacion hasta la resolucién
cuando se completa una investigacion.

Existe un registro claro del proceso de investigacion, los hallazgos vy las
acciones requeridas.

Existen procedimientos formales para desencadenar investigaciones,
procesos para recopilar evidencia y realizar el analisis, procesos para
desarrollar recomendaciones y para distribuir el informe.

Existen procesos para monitorear y revisar las acciones tomadas en
respuesta a la investigacién de seguridad operacional.

Se establecen y documentan los criterios para las habilidades vy
conocimientos del investigador de seguridad operacional.

Mas informacion Para obtener mas informacion sobre la implementacion de una capacidad de
investigacion de seguridad operacional efectiva, investigue utilizando las
siguientes frases clave:

métodos y procesos de recopilacion de datos

o teorias y métodos de analisis de la investigacion de seguridad
operacional

¢ redactar un informe de investigacion de seguridad operacional

¢ cualidades y calificaciones de un investigador de seguridad operacional
» factores humanos

¢ técnicas de investigacion y analisis

e andlisis de causa y efecto

¢ modelo de Reason.
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Elemento 8 — Observacion y medicion del rendimiento en materia de seguridad

Medios
aceptables
cumplimiento

de

Medios documentados y demostrados para monitorear el rendimiento de
seguridad operacional.

Proceso documentado para identificar fuentes reactivas, proactivas e
interactivas de datos de seguridad operacional.

Medios documentados y demostrados para medir el rendimiento en
seguridad operacional a través de indicadores establecidos.

Metas de rendimiento de seguridad operacional establecidos en consonancia
con los objetivos de seguridad operacional de la organizacién.

Notas guias

Implementacion de un sistema de notificacion de seguridad operacional.

Encuesta de las percepciones de sequridad operacional del personal dentro
de la organizacion (por ejemplo, una encuesta de cultura de seguridad
operacional).

Captura sistematica de datos para ayudar a contextualizar las estadisticas
(por ejemplo, nimero de sucesos por mes, numero de informes de defectos
por mes, etc.).

Comunicacion de resultados a todo el personal.

Desarrollar métodos para rastrear como esta funcionando el sistema de

gestion de la seguridad operacional (por ejemplo, cuadro de mando integral).

Establecer reuniones periddicas para revisar el rendimiento en seguridad
operacional.

Mas informacion

Para obtener mas informacioén sobre el desarrollo de una supervision y
medicién eficaces del rendimiento, investigue utilizando las siguientes frases
clave:

e indicadores de rendimiento avanzados y resultados
* medir el rendimiento en seguridad operacional para los proveedores de
servicios.

Elemento 9 — Gestion del cambio

Medios
aceptables
cumplimiento

de

Proceso documentado para realizar analisis de peligros y evaluaciones de
riesgos para los cambios que se han identificado dentro de la OMA, incluidos
los cambios en la alta direccion vy la lista de capacidades que pueden afectar
la seguridad operacional.

Proceso documentado para asegurar que las partes interesadas internas vy
externas apropiadas estén involucradas en la gestion del proceso de cambio.

La gestion documentada del proceso de cambio incluye la revision de
evaluaciones de riesgos anteriores y peligros existentes, segln corresponda.

Proceso documentado para registrar el resultado de cada etapa del plan.
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Notas guias

Se establecen procesos para:
¢ identificacién de peligros y riesgos
» notificacion y registros de riesgos
¢ control de riesgos (incluidas las responsabilidades)
¢ seguimiento de riesgos (incluidas las responsabilidades)

¢ comunicacion de riesgos.

Mas informacion

Para obtener mas informacion sobre el desarrollo y la implementacion de
procesos de gestion del cambio, investigue utilizando las siguientes frases
clave:

¢ principios de gestién del cambio
¢ proceso de gestion del cambio
¢ gestion del cambio en la gestion de proyectos

e gestion de riesgos.

Elemento 10 — Mejora continua del SMS

Medios
aceptables de
cumplimiento

Proceso documentado que muestra cémo la organizacion utiliza sus
procedimientos de control y medicion del rendimiento y su programa de
auditoria interna para notificar el proceso de revision por el Gerente
Responsable y el personal clave de modo que se puedan tomar acciones
para mejorar la efectividad del SMS.

Plan de acciéon documentado y asignacion de recursos para lograr mejoras.

Notas guias

Se realizan encuestas u otros mecanismos de retroalimentacion para medir
el rendimiento de la seguridad operacional (por ejemplo, encuestas de clima
de seguridad operacional).

Se implementa el mantenimiento de los procesos y sistemas de gestion de
la seguridad operacional para facilitar la mejora continua.

Se implementan mecanismos de mejora de la calidad y la seguridad
operacional (por ejemplo, buzones de sugerencias, sistema de notificaciones
internos, equipos de revision de seguridad operacional).

Mas informacion

Para obtener mas informaciéon sobre cémo lograr una mejora continua,
investigue utilizando las siguientes frases clave:

¢ mejora continua
* etapas de madurez de la seguridad operacional
* Kaizen

e Modelo "Planificar, Hacer, Verificar, Actuar”.
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1

Programa de auditorias internas

Medios
aceptables de
cumplimiento

Auditoria de seguridad operacional
Programa de auditoria documentado.

Un procedimiento de auditoria interna que define los tipos de auditoria y los
procedimientos asociados, e identifica al personal que realizara la auditoria.

Auditorias realizadas por personal de auditoria capacitado e independiente.

Resultados de la auditoria informados al personal responsable de la
actividad.

Accion preventiva o correctiva tomada en respuesta a problemas
identificados durante la auditoria.

Estas acciones son monitoreadas para asegurar que sean apropiadas, se
hayan implementado de manera oportuna y sean efectivas.

El analisis de la causa raiz se utiliza para identificar las causas de las no
conformidades o no cumplimientos.

El funcionamiento del programa de auditoria interna esta sujeto a una
auditoria independiente.

Notificaciones de auditoria

Documentado y comunicado.

Notas guias

Auditoria de seguridad operacional

Asegurese de que el programa de auditoria se haya desarrollado y se haya
dotado de recursos para que sea lo suficientemente flexible para que pueda
adaptarse a un enfoque basado en el riesgo.

La persona o personas designadas para realizar la auditoria deben ser
independientes de la funcién, operacién o grupo que se audita.

Adopte un enfoque evaluativo de |la auditoria para aprovechar al maximo los
recursos Yy el tiempo necesarios.

Asegurarse de que las auditorias estén planificadas y bien documentadas;

Todos los hallazgos y acciones subsiguientes deben ser rastreados y
monitoreados.

Asegurese de que el personal que realiza las auditorias tenga la instruccion
y la experiencia adecuadas y mantenga sus habilidades.

Informes de auditoria

Los informes de auditoria son faciles de leer y los resultados y las acciones
correctivas se indican claramente.

Se especifican los plazos para implementar acciones correctivas.

Mas informacion

Para obtener mas informacién sobre el desarrollo y la conduccién de un
programa de auditoria eficaz, investigue utilizando las siguientes frases
clave:

e principios y procesos de auditoria

e programacién de auditorias

 competencia del auditor.
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Revision de la gestion

Medios
aceptables
cumplimiento

de

Métodos documentados y demostrados para realizar revisiones formales y
regulares por parte del Gerente Responsable de la eficacia del SMS.

Agenda estructurada.

Procesos documentados que especifican la frecuencia de las revisiones por
el Gerente Responsable.

Los resultados de la revision se evalGan y registran.

Notas guias

Se implementan procesos para documentar reuniones, decisiones vy
responsabilidades.

Se implementan procesos para dar seguimiento a decisiones y acciones y
para revisar la efectividad.

Se utilizan métodos de analisis documentados.
Se publica y circula una agenda antes de las reuniones.

La revisidn incluye resultados tanto reactivos como proactivos.

Mas informacion

Para obtener mas informacion sobre el proceso de realizacién de revisiones
de gestion efectivas, investigue utilizando las siguientes frases clave:

¢ gobernanza y supervision de la seguridad operacional
+ métodos de comunicacion de seguridad operacional

¢ rendicion de cuentas de la gestion.

COMPONENTE 4 - PROMOCION DE LA SEGURIDAD OPERACIONAL

Medios
aceptables
cumplimiento

de

Proceso documentado para identificar los requisitos de instruccién en SMS
para que el personal sea competente para desempefar sus funciones.

Proceso documentado para medir la eficacia de la instruccion y tomar las |

medidas adecuadas para mejorar la instruccion posterior.

Proceso documentado que evalla la competencia del individuo y toma
medidas correctivas cuando es necesario.

El programa de instruccién incluye instruccion inicial y continua.

Proceso documentado que especifica las responsabilidades para el
desarrollo de contenido de instruccién, programacién y gestiéon de registros
de instruccion.
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Notas guias

Analisis de las necesidades de instruccion (para determinar las deficiencias
y los requisitos de todo el personal) se revisa periddicamente.

Se implementa un plan de estudios de instrucciéon que atiende las diferentes
responsabilidades de seguridad operacional del personal involucrado en el
SMS. Consulte el Material de orientacion sobre instruccion y competencias.

Se desarrolla material de instruccién coherente con el contenido del SMS de
la organizacion.

Dependiendo de los requisitos de personal, se consideran diferentes
meétodos de imparticion de instruccién.

El seguimiento de la instruccion garantiza que todo el personal sea
competente para desempefiar sus funciones.

Mas informacioén

Medios
aceptables de
cumplimiento

Para obtener mas informacion sobre el desarrollo de un programa de
instruccion y educacion en seguridad operacional eficaz, investigue utilizando
las siguientes frases clave:

* analisis de necesidades de instruccion (TNA)

e principios de instruccion en seguridad operacional

* instruccién en seguridad operacional en la aviacion(incluida los factores
humanos).

Medios de comunicacién de seguridad operacional demostrados vy
documentados que garantizan que el personal conozca el SMS de acuerdo
con sus responsabilidades de seguridad operacional.

Transmite informacidn critica de seguridad operacional y explica por qué se
toman acciones de seguridad operacional particulares y por qué se
introducen o modifican procedimientos de seguridad operacional.

Notas guias

Se desarrollan e implementan procesos regulares de comunicacion de
seguridad operacional (por ejemplo, revista de seguridad operacional,
boletines informativos, correos electrénicos regulares, reuniones del consejo
de revision de seguridad operacional (SRC), etc.).

Se desarrollan métodos para que el personal proporcione comentarios sobre
problemas de seguridad operacional.

Se fomenta la conciencia de la importancia de comunicar informacién de
seguridad operacional relevante en todos los niveles de la organizacion y a
las organizaciones externas cuando sea apropiado.

Las actividades de promocion de la seguridad operacional especificas se
llevan a cabo, no solo dentro de la propia organizaciéon, sino también con

otras organizaciones de terceros relevantes.

Mas informacion

Para obtener mas informacion sobre el proceso de llevar a cabo procesos
efectivos de promocién y comunicacién de la seguridad operacional,
investigue utilizando las siguientes frases clave:

s estrategias efectivas de promocion de la seguridad operacional de la
aviacion

e procesos para comunicar informacién critica para la seguridad
operacional

o determinar la eficacia de las actividades de comunicacién y promocién
de la seguridad operacional.
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Seccion 7 — Implementacion del SMS

7.1. Planificacion de la implementacion
7.1.1. Muchas organizaciones han implementado formas de gestidn
de la seguridad operacional a lo largo de los afios. Algunos se
han basado en enfoques de seguridad ocupacional, incluidas
metodologias de gestidén de peligros y de gestidén riesgos.
Algunos de los primeros usuarios utilizaron métodos reactivos
(notificaciones de seguridad operacional) en combinacidén con un
sistema de gestién de la calidad. Estos sistemas son un buen
punto de partida, pero no se puede considerar que el SMS de una
organizacién demuestre el cumplimiento con el Capitulo C del LAR
145 hasta que se realice una solicitud, la AAC haya evaluado
formalmente a la OMA vy emitido documentos de certificado
operativo enmendados para demostrar que el SMS ha sido aceptado.
7.1.2. A excepcidn de una nueva organizacidén que implementara
SMS como parte de la certificacidén inicial, las organizaciones
deberdn realizar una transicidén planificada del sistema actual
(por ejemplo, sistema de calidad interna) a la gestidén de la
seguridad operacional. Este cambio no puede ser instantéaneo, va
que 1implica cambios como la forma en que las organizaciones
abordan y gestionan los riesgos, recopilan y analizan datos y
establecen y miden el rendimiento de la seguridad operacional.
En consecuencia, las organizaciones necesitaran algun tiempo
para ajustar los procesos actuales, establecer otros nuevos
cuando sea necesario y hacerlos efectivos.
7.1.3. El1 éxito de la implementacidén de la organizacidn seré
determinado por AAC mediante el uso de una herramienta de
evaluaciédn del  SMS. Esto también puede ayudar a las
organizaciones a determinar cémo evaluar, desarrollar e
implementar mejor los diversos elementos de un SMS eficaz que
sea escalable.
7.1.4. La herramienta ayuda a evaluar la madurez y eficacia del
SMS de una OMA, la herramienta utiliza el concepto de diferentes
niveles de rendimiento con respecto a la capacidad de gestidn
de la seguridad operacional de 1la organizacidén. Estos se
describen en la figura siguiente:

Descripcion de los indicadores de rendimiento individuales

PRESENTE Hay evidencia que el indicador pertinente esté documentado dentro de la
documentacion del SMS de la organizacion de mantenimiento

El indicador pertinente es adecuado en base al tamafio, naturaleza y
complejidad de la organizacion de mantenimiento y el riesgo inherente a
su actividad

OPERATIVO Hay evidencia que el indicador esta siendo utilizado y se esta generando
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un resultado

EFICAZ Hay evidencia que el indicador pertinente esta logrando el resultado
deseado y tiene un impacto positivo en la seguridad operacional

NO INICIADO No hay evidencia de que la organizacion haya iniciado la implementacion
del SMS
MEJORES PRACTICAS Las organizaciones que buscan mejorar continuamente pueden utilizar

los indicadores de mejores practicas para lograr un mayor nivel de
rendimiento en seguridad operacional.

7.1.5. La herramienta puede ayudar a las OMAs a evaluar si los
elementos requeridos de un SMS estdn "presentes y adecuados"
durante la implementacidén y en una etapa posterior "operativa y
eficaz” reconociendo también las" mejores practicas ". La
herramienta se basa en una serie de indicadores para cada
elemento de SMS.

7.1.6. La siguiente figura muestra los diferentes niveles de
madurez de SMS a medida gque una organizacidén implementa vy
desarrolla su SMS.

7.2. El trayecto de los SMS

7.2.1. Una OMA elegible para utilizar las disposiciones de
transicidén puede considerar escalonar las actividades de
implementacién durante un periodo de tiempo razonable para
adaptarse a su capacidad para administrar el ©proceso de
implementacidén. Los beneficios de una implementacidn por Etapas
de un SMS incluyen:

Mejores practicas
Un SMS eficaz
Eficaz

Operativo
Certificacion SMS

CAPACIDAD

Plan de implementacion

TIEMPO
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* una serie de pasos manejables para que la organizacidn los
siga con expectativas claramente definidas para cada fase

e mejora continua a través de lecciones aprendidas

e la implementacidén efectiva de los elementos.
7.2.2. Dependiendo del elemento SMS, las Etapas pueden no ser
secuenciales sino concurrentes.
7.2.3. Dependiendo de la madurez original de la organizacidn con
respecto a la gestidén de la seguridad operacional (seguin 1los
resultados del andlisis de brechas), la implementacidén completa
del SMS puede durar varios afios. Los medios y herramientas para
facilitar la mejora de una cultura de seguridad operacional
tienen que utilizarse continuamente desde el principio del plan
de implementacidn.
7.2.4. E1 Apéndice 2 “Ejemplo de método de evaluacidén de la
madurez de SMS” propone algunas pautas para que una organizacidn
autoevallle la madurez de su SMS a lo largo de su proceso de
implementacién.
7.3. Analisis de brechas
7.3.1. La mayoria de las OMAs se componen de una red compleja
de interfaces e interacciones que involucran a diferentes
departamentos internos, asi como a diferentes organizaciones
externas que contribuyen a la operacidén segura de la
organizacién. Una descripcidén general del sistema ayuda a
identificar los procesos organizacionales, incluidas las
interfaces para definir el alcance del SMS y una oportunidad
para identificar cualquier brecha entre el estado actual y los
requisitos de un SMS. Una descripcidén general del sistema
también puede servir como punto de partida para identificar los
peligros organizacionales y operacionales. Una descripcidén del
sistema puede incluir una lista con vifietas con referencias a
politicas y procedimientos. Una descripcidén grafica, como un
diagrama de flujo del proceso o un organigrama anotado, puede
ser suficiente para algunas organizaciones. Una organizacidn
debe utilizar un método y formato gque les funcione.
7.3.2. Un anédlisis de Dbrechas compara los procesos vy
procedimientos de gestidn existentes de la organizacidn con los
elementos de SMS requeridos. El establecimiento de un SMS debe
basarse en las estructuras y sistemas organizacionales
existentes. Una vez que se ha completado y documentado el
analisis de Dbrechas, 1los recursos y procesos dque se han
identificado como faltantes o inadecuados formaran la base del
plan de implementacidén. Los enlaces a materiales de recursos
adicionales para ayudar a identificar el contenido requerido
para cada elemento se pueden encontrar en referencias y mas
informacién.
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7.3.3. E1 orden en el que se abordan las brechas puede verse
influido por impulsores Unicos para cada organizacidédn, como la
capacidad de wvincularse con otros procesos existentes (por
ejemplo, gestiédn de riesgos de seguridad ocupacional) o la
introduccién planificada de iniciativas comerciales como la
metodologia Lean.

7.3.4. E1 andlisis de brechas identificard lo que se requiere
para construir los elementos estructurales del sistema. Es
igualmente importante considerar qué puede ser necesario para
cambiar la cultura de la organizacién. Estas actividades serén
parte de la gestidén del cambio, parte de la promocidén de la
seguridad operacional y dependerédn en gran medida del liderazgo
de seguridad operacional en todos los niveles de la
organizacién. Para fomentar un rendimiento de seguridad
operacional eficaz, una OMA requiere un sistema de gestidn de
seguridad operacional y una cultura de seguridad operacional
positiva; ambos requieren estrategias de planificacidén e
implementacidn.

7.3.5. Es importante que, como parte del proceso, una vez gue
se hayan identificado las brechas y se haya establecido un plan
para implementar el componente faltante, la OMA también debera
demostrar a través de su plan de implementacidén que tiene los
recursos para construir su sistema de acuerdo con el plan.

7.4. Organizaciones nuevas

7.4.1. Las solicitudes para un nuevo certificado (no una
organizacidén que solicite 1la renovacidén del certificado)
enviadas después del 1 de enero del 2018, deben incluir un plan
de implementaciédn para SMS que cumpla con los requisitos RAC
24.145.100 (b). El1 plan de implementacidén es por aquellos
elementos del SMS que se han desarrollado, pero que aun no estéan
“Operativos”.

7.4.2. En este caso, no habrd brechas y se aplicarédn todos los
componentes y elementos. Por lo tanto, el plan de implementaciédn
deberia mostrar cémo la organizacidédn tiene 1la intencidn de
implementar el SMS como parte del proceso de certificacidédn. Una
forma de evidenciar esto seria completando la herramienta de
evaluacién.

7.5. Plan de implementacion

7.5.1. Procesos de evaluacién

7.5.1.1. Las organizaciones gue aun no han implementado un SMS,
y aquellas que realizan una solicitud inicial, deben presentar
un plan de implementacidén de SMS a la DIA/ IACC que describa
cédmo se implementard el sistema para la gestidén de la seguridad
operacional.
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7.5.1.2. La DIA/IACC evaluard el ©plan y ©proporcionaréa
retroalimentacién a la organizacién. La DIA/ IACC, si es
aceptable, aprobara el plan de implementacidédn de la organizaciédn
y establecerd la fecha de implementacién teniendo en cuenta lo
siguiente:

e capacidad de la organizacidn

e complejidad de la organizacidn

e riesgos inherentes a las actividades de la organizacidn

e fecha de cualguier renovacidén de certificado

e cualquier impacto de recursos o programacién en la
organizacidén o la Autoridad o ambos
7.5.1.3. Para las organizaciones existentes, 1la fecha de
implementacidén se registrard mediante un documento emitido por
la DIA/ IACC dirigido al Gerente Responsable de la OMA. En caso
de no cumplirse la implementacidén en la fecha establecida por
parte de la OMA, se considera un incumplimiento al Capitulo C
de la RAC-24.145 vy 1la organizacién pondrd en riesgo su
certificado, pudiendo ser suspendida en primera instancia hasta
completar la implementacién vy de no demostrar avance y
compromiso de implementacidén, podria cancelarse la certificacidn
que posee.
7.5.1.4. Se deben considerar las siguientes tres acciones antes
de desarrollar el plan de implementacidn:

1) Identifique al Gerente Responsable (consulte la seccidn
4.20.1.3).

Sujeto a variaciones en cada organizacidén, se espera que el
Gerente Responsable tenga:

* Plena autoridad para asuntos financieros y de recursos
humanos.

* Responsabilidad directa por la conduccidén de los asuntos de
la organizacidn.

* Responsabilidad final por todos los asuntos de seguridad
operacional.

2) Identifique la persona o el equipo de la organizacién
responsable de desarrollar el plan de implementacidn.

3) Designe al Responsable de seguridad operacional. EI1
Responsable de seguridad operacional deberd implementar el plan
de implementacidén del SMS en nombre del Gerente Responsable
ademds de sus funciones operativas (consulte la secciédn
4.20.1.5.1).
7.5.1.5. E1 desarrollo del plan de implementacidédn del SMS podria
considerarse como un proyecto de mejora del sistema de gestidn
de la organizacién. Los métodos/herramientas de gestidén de
proyectos (por ejemplo: proyecto de mejora del ciclo de vida del
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negocio - LBIP) podrian ayudar a la organizacidén a enmarcar y
ejecutar el plan de implementacidén de SMS.
Etapa 1 — Analisis de brechas

Esta Etapa es fundamental para definir un plan de
implementacién de SMS eficiente y eficaz.

Como primer paso de la Etapa 1, es necesario aclarar el
perimetro del SMS (descripcidén del sistema). Ademds de 1la
revisién de los requisitos de SMS aplicables a la organizacidn
en comparacidén con el sistema de gestidn existente, el andlisis
de brechas ayudard a identificar lo que ya existe dentro de la
organizacién y lo que falta.

Las organizaciones a las que se les otorgan aprobaciones del
IACC (por ejemplo, OMA, explotador aéreo, escuelas) deberan
encontrar que una gran parte de los requisitos de SMS vya se
cumplen mediante el cumplimiento de los requisitos de aprobacidn
de la organizaciédn.

La Etapa 1 debe considerarse completada cuando se logre el
andlisis de brechas.

A partir de los resultados del anadlisis de brechas vy
considerando lo que falta en su sistema de gestidén para
satisfacer las necesidades de SMS, la organizacidén debe
considerar pasar por todas o parte de las siguientes etapas.
Etapa 2 — Definicion, planificacidon y preparacion.

Esta Etapa debe considerarse completada cuando se cumplan
los siguientes elementos:

e Objetivos de seguridad definidos y aprobados por el Gerente
Responsable.

e Politica de sequridad operacional firmada por el Gerente
Responsable y comunicada dentro de la organizacién.

. Estructura de gobernanza de SMS implementada con
responsabilidades de seguridad operacional establecidas.

e Personal que apoyard la implementacidédn del plan de
implementacién de SMS identificado, designado y consciente de
los conceptos bédsicos y objetivos de SMS.

* Plan de implementacidén de SMS aprobado.

e El plan de implementacidén de SMS deberé:

> Abordar las brechas identificadas como resultado de 1la
Etapa 1, definiendo acciones y responsabilidades.

> Incluya cronogramas e hitos.

> Abordar la coordinacién con las organizaciones
interconectadas como se define en la Seccidén 5, cuando
corresponda.

> Ser aprobado por el Gerente Responsable.
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> Ser revisado periddicamente vy actualizado, seguin sea
necesario.
Etapa 3 - Desarrollo e implementacidn

Esta Etapa deberd considerarse completada cuando se logran
todas las acciones definidas en el plan de implementacidén (Etapa
2) y se demuestra que el SMS implementado cumple con este
estandar.

Como parte del despliegue, los siguientes temas deberén
estar definidos, documentados y operativos. Se pueden considerar
en una secuencia adaptada a las prioridades de la organizaciédn,
tal como se define en el plan de implementacidn:

e Sistema de recoleccidén de datos, comenzando con el mecanismo
de notificacién (incluyendo fuentes de datos, métodos y medios
para recolectar y filtrar, etc.).

e Proceso de identificacién de peligros.

e Procesos de mitigacidén y evaluacidn de riesgos de seguridad
operacional:

> La organizacidén estard, al menos, preparada para realizar
anadlisis de seguridad operacional basados en la informacién
obtenida a través del sistema de notificaciédn.

> Esquema de la instruccién de la SRM.
* Aseguramiento de la seguridad operacional:

> Control y medicidén del rendimiento en seguridad operacional.

> Gestidén de cambios.
e Promocidén de la seguridad operacional:

> Comunicacidén de seguridad operacional, teniendo en cuenta que
el personal de alta y media direccién es el motor de un SMS
eficaz.

> Plan de sensibilizacidén/instruccidén para todo el personal,
segln sea apropiado.

e Documentacidén del SMS.

e Evaluacidén de la preparacidédn del SMS:

> E1 SMS implementado se evaltan contra el ©plan de
implementacidén. Esta evaluacidén podria realizarse utilizando el
método de evaluacidén propuesto en el Apéndice 2 “Ejemplo de
método de evaluaciédn de madurez de SMS”.

> Segun corresponda, se podria emitir una declaracidén de
cumplimiento para respaldar la aceptacidén por parte de la
DIA/IACC.

Etapa 4 — Mejora continua

Con la finalizacidén de la Fase 3, la organizacidén deberd tener
todos los componentes/elementos de SMS requeridos operativos.
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La implementacidén de iniciativas de mejora continua es clave
para gestionar nuevos peligros o amenazas asociados a las
continuas evoluciones del sistema de aviacidén global con el
objetivo de mantener el més alto nivel de seguridad operacional
de la aviacidén. Estas iniciativas deben estar sujetas a un plan
de accidédn de mejora continua (consulte la seccidn 4.22.3 “Mejora
continua del SMS”).

Figura 7. Viaje de la implementacion general del SMS

Mejora continua
Desarrollo e implementacién : )
+ Basado en el monitoreo y la medicion
Definicidn, planificadény  accion dave. del rendimiento de la seguridad
m preparacion o Establecer la recopilacidn de datos para  op I, mejore &l rend. de!
Andlisis de brechas Accién clave: alimentar la gestidn de riesgos de seguridad yla  SMS mediante planes de accidn
o Tener la politica y los objetvos de  §arantia de seguridad especficos
Accién dave. guridad operacional aprobados y

Compare el sistema de gestion.  comunicados por el  Gerente ® Poner en func
existente con los requisitos de.  Responsable
SMS aplicables a la

organizacién. » Establecer responsabilidades y a Garantice ﬂ‘nmﬂm de los SMS &
+ Garantizar la formacidn y la promocidn de la Intente ser adn mejor

Conozca lo que folo.

Desarrollar una cultura de seguridad operacional y
cumplir con los requisitos de SMS

Rendimiento de seguridad operacional y efectividad de SMS

Tiempo

7.5.2. Contenido del plan

7.5.2.1. El1 plan de implementacidén es una hoja de ruta que
describe cbémo la organizacidn tiene la intencidn de implementar
procesos que cumplen con los requisitos del Capitulo C de 1la
RAC-24.145 y los requisitos de certificacidén. Por lo tanto, el
plan de implementacidén deberd ser una estrategia para gestionar
la implementacidén de SMS, incluyendo recursos adecuados y un
cronograma realista. Como cualquier cambio comercial, la
implementacién de SMS requerird cierto nivel de inversidn para
abordar la instruccidén, los cambios de documentacidédn, el tiempo
de desarrollo y posiblemente las herramientas del sistema para
administrar los flujos de datos y ayudar con el andlisis. Los
cambios gque son necesarios para implementar el SMS deben
gestionarse de forma estructurada para garantizar que existe una
conciencia de los impactos y las posibles consecuencias, y que
estos se gestionan de forma adecuada.
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7.5.2.2. El1 plan de implementacidén no tiene por qué ser complejo.
Sin embargo, debe haber suficientes detalles para garantizar que
la organizacidén haya identificado cbémo cumplird el objetivo
general de implementar con éxito un SMS. Esto significa que cada
elemento estd presente y es adecuado en el contexto de las
actividades que realiza la organizacidn.

7.5.2.3. El plan de implementacidén debe desarrollarse en
consulta con el Gerente Responsable y el personal clave de la
OMA. La solicitud deberda incluir una declaracidén del Gerente
Responsable de que el plan es apropiado, alcanzable y cuenta con
los recursos adecuados, ademds de una fecha propuesta para la
implementacién.

7.5.2.4. El1 plan de implementacidén debe documentarse en un
formato que sea apropiado para dimensidn, el contenido y 1la
complejidad, y debe abordar lo siguiente:

e una descripcidén general de la implementacidn que describe:
lista de capacidades; gestidn; sistema de gestidn (relacidn
con otros sistemas, etc.); servicio prestado; proceso de
planificacién, incluidos los puntos identificados a
continuacién;

* las tareas identificadas durante el proceso de andlisis de
brechas, de acuerdo con los requisitos del tamafio de la
organizacién y la complejidad de sus productos o servicios;

e cronogramas e hitos para cada tarea o grupo de tareas desde
la etapa de planificacidén, hasta la implementacidn completa
de SMS;

e para un enfoque de implementacidén por fases o etapas, las
tareas se ordenan en una progresidédn ldégica de acuerdo con
la asignacién de fases de sus elementos relacionados;

e informacidén sobre quién es responsable de completar la tarea
o grupo de tareas identificado, incluida la gobernanza
general del plan de implementacidn;

* un proceso identificado mediante el cual el estado y el
rendimiento del plan de implementacidén del SMS se monitorea
regularmente y se toman los pasos para mitigar el
rendimiento deficiente;

e informacidén que muestre céHmo la coordinacidén de la
integracién de contratistas y proveedores externos
relacionados con la seguridad operacional sin un SMS, estéan

dentro del alcance del SMS de la organizaciédn;

* requerimientos de recursos;

e gestidén de riesgos asociados con la implementacidén de SMS.
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7.5.2.5. Cualquier cambio material realizado por la OMA a un
plan de implementacidédn aprobado debe documentarse y enviarse a
la DIA/ IACC para su aprobacidén. Un cambio material en este
contexto es cualquier cambio que pueda afectar la capacidad de
la organizacidén para demostrar un rendimiento aceptable para la
fecha de implementacidén y/o un cambio constante de las fechas
de entrega de las tareas, como:
e cambios en quién es responsable de completar la tarea;
* una reduccidén significativa de los recursos disponibles;
* reprogramacidén debido a la subestimacidén de la complejidad
de los cambios necesarios
e cambios en el alcance de la actividad operativa que se esté
realizando.

7.6. Maltiples certificados

Muchas organizaciones tienen varios certificados, por ejemplo,
explotador aéreo y OMA. La DIA/ IACC esperaria que estas
organizaciones implementen su sistema de gestidén de la seguridad
operacional (SMS) en todos sus certificados al mismo tiempo y
en el mismo periodo de transicidédn. Esto debe abordarse a través
del plan de implementacién.

7.7. Guia de implementacion

Estos pasos proporcionan una guia para implementar un SMS.

PASO DIRECTRICES

Paso 1: Un analisis de brechas se utiliza para identificar lo que una OMA tiene
implementado y lo que aun necesita. El contenido de esta circular de
asesoramiento y los requisitos para un SMS proporcionan informacién que
permitira a una organizacion desarrollar una lista de lo que se necesita, lo
que ya esta en su lugar y lo que se requiere para llenar cualquier vacio.

Realizar un
analisis de brechas

Paso 2: El Gerente Responsable debera desarrollar un plan de gestion de SMS que

odria incluir:
Desarrollar un plan P

de gestion « Logros relacionados con la seguridad operacional, objetivos y medidas
de rendimiento

« jdentificacion de miembros del equipo de implementacion y lineas de
reporte

« asignacion provisional de recursos.

Esto ayudara a determinar las prioridades de la OMA para la implementacion
de un SMS.

Pagina 131 Rev. 03



DIA /1ACC CA-24.145-001

Paso 3: El plan de implementacion puede documentarse de diferentes formas, desde
una simple hoja de calculo hasta un software de proyecto especializado.
Debe desarrollarse extrayendo la lista de tareas requeridas del analisis de
brechas, ordenandolas en términos de la prioridad de implementacion y
enumerando los recursos requeridos y las personas responsables de
completarlas. El plan de implementacion debe incluir hitos y un cronograma
consistente para cada una de las tareas que requeriran un monitoreo regular
para ayudar a mantener el plan de implementacién en marcha.

Desarrollar un plan
de implementacion

Envie el plan de implementacién a la AAC para su aprobacion junto con el
formulario de solicitud.

Esto puede incluir el formulario de la herramienta de evaluacion del sistema
de gestion de seguridad operacional de la CAA completo si se utiliza para el
analisis de brechas.

Paso 4: Es esencial que los roles y responsabilidades del personal en la
implementacion de un SMS estén definidos, comunicados claramente y su
participacion asegurada. Las responsabilidades individuales recomendadas
del Gerente Responsable, personal clave y personal individual deben
incluirse en las descripciones de sus funciones.

Asignacion de
rendicion de
cuentas y
responsabilidades

Paso 5: Es esencial garantizar que exista un SMS integrado, bien entendido y bien

comunicado.
Desarrollar

politicas, procesos = Se requiere una declaracion de politica de seguridad operacional disefiada
| procedimientosy @ por la alta direccion (OMAs grandes) y respaldada por el Gerente
otra Responsable que describa su compromiso con la seguridad operacional.

HOCUmSHIscIon. El manual de gestion de la seguridad operacional (MSMS) debe cubrir los

procesos, acciones y flujos de trabajo involucrados.

Paso 6: | Un conjunto de herramientas contiene las acciones, los procesos y las
Establecer ol kit do | herramientas de apoyo que son el corazén de un SMS.

herramientas de | Puede incluir cualquiera o todo de lo siguiente:

sSMS

| e procesos de identificacion de peligros, incluidos los resultados de las
investigaciones de seguridad operacional
« procesos de evaluacion de riesgos y plantillas de apoyo

« procesos internos de notificacion de seguridad operacional (incluida
una base de datos que una organizacion puede utilizar para capturar
notificaciones).

« procedimientos de investigacién de seguridad operacional interna
* un sistema de auditoria interna

= procesos de comunicacién de seguridad operacional, como reuniones
del SRC, y como se escala y difunde la informacion relacionada con la
seguridad operacional.

e programa de instruccion en seguridad operacional.
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Paso 7:

Implementar un
programa de
instruccion en
SMS

Paso 8:

Aceptacion del
SMS — Fecha de
implementacion

Paso 9:

Vigilar y revisar

Una vez que los planes, las politicas, los procedimientos y el conjunto de
herramientas estan en su lugar, la justificacion para implementar un SMS
debe comunicarse a todo el personal. Esto se puede hacer a través de un
programa de instrucciéon estructurado que puede incluir una presentacion
para todo el personal, un paquete basado en la web o una serie de boletines
informativos o correos electronicos. Considerar el nivel de instruccién
requerido por aquellos con responsabilidades de seguridad operacional (por
ejemplo, los ejecutivos responsables, el responsable de seguridad
operacional, los certificadores de conformidad de mantenimiento y el
personal operativo (supervisores, mecanicos, ayudantes, entre otros).

Antes de la fecha establecida para la implementacion (al menos 60 dias),
enviar toda la documentacion pertinente junto con los formularios de
sustento del trabajo realizado por la organizacion.

Esto debe incluir un formulario de herramienta de evaluacién de SMS
completo.

Una vez que se han implementado los componentes de un sistema de
gestion de la seguridad operacional, es importante asegurarse de que
reaimente estén funcionando. Las medidas de rendimiento descritas
originalmente en el plan de gestion se pueden utilizar para rastrear el éxito
del SMS.

La forma de rastrearlos podria ser a través de una reunion del SRC o a
través de una revision periodica de la gestion del SMS.

7.8. Aceptacion del SMS: fecha de implementacion
7.8.1. Generalidades

7.8.1.1. Los procesos de certificacién de la AAC actuales se
utilizardn para la evaluacién del desarrollo de SMS de una

organizacién. Consistird en una evaluacién del MSMS vy la
documentacidn de apoyo, seguida de una inspeccién %
demostracién.

7.8.1.2. Se requiere la aceptacidén de la ACC del SMS de una
organizacidén existente antes de la fecha de implementacidn
establecida en la aprobacién del plan de implementacidén. La
fecha no es posterior a la (s) fecha (s) prescritas en las
disposiciones de certificacidén de cada organizacidn.

7.8.1.3. Consultar la implementacidén de un SMS para obtener una
descripcidén general del plan de implementaciédn y la fecha para
los plazos y el proceso de implementaciédn.

7.8.2. Evaluacién y revisidn

7.8.2.1. Como parte del proceso de evaluacidn, se revisarad el
manual y la documentacidén de respaldo para confirmar que la
organizacidén ha desarrollado e implementado su SMS. Si bien esta
circular de asesoramiento proporciona el marco para un medio
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aceptable de cumplimiento de los requisitos, no tiene por objeto
proporcionar el Unico medio de cumplimiento y se consideraran
otros métodos de cumplimiento qgue puedan presentarse. Los
solicitantes deben presentar documentacidédn que demuestre que han
abordado todos los elementos del SMS.

7.8.2.2. Esto se 1logra mejor utilizando la herramienta de
evaluacién del sistema de gestidn de seguridad operacional que
la AAC utilizaréd para ayudar a evaluar la capacidad del SMS de
la organizacién. Los procesos y procedimientos de SMS pueden
documentarse en un manual de la organizacidén de mantenimiento
(MOM) o 1incorporarse en otro manual, el cual debe ser
referenciado en el MOM.

7.8.2.3. Los cambios organizacionales, como el nombramiento de
un Responsable de seguridad operacional (la persona responsable
de facilitar y gestionar el SMS de la organizacién) también
deberdn enviarse al mismo tiempo. Los cambios del personal clave
de una OMA asociada con la implementacién de SMS estardn sujetos
al proceso normal de evaluacidén de alto nivel de la AAC. Las
entrevistas con las personas se pueden realizar como parte de
las actividades in situ de la AAC. Para la transicidén de una
persona del personal clave a una funcidén similar, o sujeta a la
aceptacién por parte del Gerente Responsable, combinando 1la
funcién del sistema para la gestidén de la seguridad operacional
con otras funciones del personal <clave ©para funciones
operacionales, la atencién se centrard en satisfacer las
calificaciones y experiencia, y tener los recursos suficientes
seguin corresponda para ese rol.

7.8.2.4. Cuando corresponda, la integracién de los procesos de
gestidén de la seguridad operacional con los procesos de gestidn
de la calidad deberad estar claramente establecida y documentada.
7.8.3. Inspeccidn y demostracidn

7.8.3.1. Después de la evaluacién de la documentacidn, la AAC
llevard a cabo una inspeccidén en el sitio para garantizar gque
las politicas, procesos, procedimientos y sistemas documentados
estén presentes y sean adecuados, y para validar cualqguier
observacién de la revisién de la documentacidén. Cuando sea
posible, la AAC puede requerir que la organizacidén demuestre,
en la medida de lo posible, rendimiento real del SMS.

7.8.3.2. Una vez que la AAC haya evaluado que la organizacidn
ha logrado satisfactoriamente su plan de implementacidén y qgue
la capacidad y el rendimiento del SMS estédn en una madurez de
'presente' y 'adecuado', proporcionard una confirmacidén en la
forma y manera establecida por la AAC de la aceptacidén del SMS.
Esto incluird una aceptacidén del MSMS.
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7.8.4. Monitoreo continuo

7.8.4.1. E1 SMS de una organizacidén estard sujeto a la vigilancia
de rutina de la AAC (inspeccidn y monitoreo) para verificar que
la capacidad y el rendimiento del SMS estdn madurando hacia
"operativo" y "eficaz"

7.8.4.2. Las actividades de vigilancia de la seguridad
operacional de la AAC se Dbasan en los riesgos de seguridad
operacional identificados a través del andlisis. Las decisiones
e intervenciones reglamentarias se basan en la evaluacidén del
rendimiento de seguridad operacional de la organizacidén. E1
monitoreo continuo se utiliza para obtener garantia de 1la
capacidad de gestién de la seguridad operacional de la
organizacidén y su capacidad para cumplir con sus objetivos de
rendimiento de seguridad operacional.

7.8.5. Cambios en la organizacién del titular del certificado
7.8.5.1. Las reglas de funcionamiento individuales especifican
los cambios que requieren la aceptacidén previa del Gerente
Responsable; esto incluye cambios en el sistema para la gestidn
de seguridad operacional, si el cambio es un cambio material.
Con la excepcidn de los cambios en el responsable de la gestidn
de la seguridad operacional (ya enumerados en las reglas
operativas como un cambio notificable), se considera que 1los
cambios materiales son aquellos que afectan el rendimiento de
un proceso o sistema fundamental que sustenta el sistema de
gestidén de la seguridad operacional, como, por ejemplo:

* metodologias para:

- establecer logros, objetivos y medidas de rendimiento de
seguridad operacional (nota: solo la metodologia del
proceso, no las medidas individuales)

- identificacién de peligros y gestidén de riesgos

- desarrollo del programa de auditoria

- revisidén de la gestiodn

- cambios en el programa de instruccién de seguridad
operacional, p. ej. cambios de alto nivel en el programa
de instruccidén en seguridad operacional.

* los cambios deben dirigirse a la DIA/ IACC, como es el caso
actualmente para otros cambios en el MSMS gque requieren la
aprobacién previa del Gerente Responsable

7.8.6. Renovacibén o vigilancia

7.8.6.1. Para las organizaciones que tienen un SMS aceptado, la
DIA/ IACC evaluard el SMS en la renovacidén del certificado,
cuando sea aplicable, o de acuerdo al plan de vigilancia
establecido. En esa etapa, el nivel de madurez deberia haber
progresado desde el nivel “presente y adecuado” a “operativo” y
en desarrollo hacia eficaz. Se recomienda que las organizaciones
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utilicen la herramienta de evaluacidén de SMS para evaluar vy
demostrar la progresidén en su madurez y cualquier cambio
introducido como parte de las actividades de mejora continua.
7.8.6.2. La AAC aplicard un proceso de cuatro pasos:

APLICACION El solicitante debe presentar una solicitud de
renovacion, cuando corresponda, o previo a la
inspeccion que incluya la herramienta de evaluacion
del sistema de gestion de seguridad operacional
actualizada y documentacion de respaldo.

EVALUACION La AAC realiza una revision de escritorio al 100%. A
partir de esta revision, se identifican las areas de
enfoque del sistema de gestion para una evaluacién
detallada durante la inspeccion del sitio.

INSPECCION Y Dependiendo del resultado de esta revision, las areas

DEMOSTRACION tipicas de enfoque podrian ser: coordinacion de
planificacion de respuestas ante emergencias
(cuando sea aplicable), gestion de riesgos, gestion de
cambios, control y medicion del rendimiento vy
auditoria interna.

Las entrevistas con personas de alto nivel continuaran
enfocandose en el conocimiento de los cambios
organizacionales o reglamentarios, la conciencia del
riesgo y la actitud de las personas hacia la seguridad
operacional, y el personal de toda la organizacion se
involucrara para evaluar si el SMS opera en todos los
niveles de la organizacion.

IMPLEMENTACION El SMS se evalla contra la herramienta de eficacia
del SMS. Esto forma parte de la decision mas amplia
sobre el cumplimiento general de la OMA con los
requisitos para permanecer en el sistema de aviacion
y obtener una renovacion de su certificado.

Seccion 8 — Madurez de su SMS

8.1. ;Como va el SMS?

En realidad, la implementacidén del SMS es el nuevo negocio y
deberia haber pocas cosas "habituales" al respecto, aparte de
que la OMA aplica rutinariamente la gestién de riesgos de
seguridad operacional a las decisiones diarias y esté
activamente intranquila: ;qué podria salir mal todavia?
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Habréd oportunidades para que la organizacidén se detenga vy
reflexione sobre 1lo que estd funcionando, lo que podria
funcionar mejor y lo gque no funciondé como se esperaba; eventos
como:

e Cambio significativo:
cambio?

. Alto riesgo de seguridad operacional
cidentificacidédn proactiva o reactiva?

e Revisidén del SMS: :los objetivos y las medidas le brindan 1la
informacién para respaldar la toma de decisiones?

Intentar concentrarse en lo gque estd funcionando bien para
aprovechar la oportunidad de compartir y aplicar esos procesos
y practicas en toda la organizacién vy, cuando sea posible,
incluso en los terceros relacionados.

8.2. ¢Como sé que el sistema estd madurando?

Una forma es examinar criticamente cada componente (o elemento)
como un proceso para ver si estd operando segun lo previsto,
luego buscar resultados para ver si es efectivo. Utilizar la
herramienta de evaluacidén de SMS para ayudarlo y actualizarla
para cualquier cambio. Por ejemplo:

:se logrd la gestidén del proceso de

identificado:

Etapa de implementacion Mayor capacidad / Madurez

Proceso
Presente Adecuado Operativo Eficaz
Gestion del El proceso esta | Existen El proceso se esta | EI proceso se
cambio establecido y | desencadenantes utiizando vy se | utiliza para todos
documentado. para utilizar el | establecen los cambios que
proceso de | controles de | pueden afectar la
gestion del | nesgo antes de | seguridad
cambio. El | que se produzca el | operacional.
proceso considera | cambio. Iniciado de
a las partes manera
interesadas planificada,
internas / oportuna y
externas. consistente.

Nombramiento de
personal clave /
comunicacion de
seguridad
operacional

La organizacion

ha establecido
comités de
seguridad

operacional.

« Elalcance de los

comites de
seguridad
operacional
incluye riesgos
de seqguridad
operacional y

problemas de
cumplimiento.

Muestra de actas:

reuniones en
curso; asistencia,
discusiones;
acciones

identificadas. Se
esta monitoreando
la efectividad del
SMS, incluidos los

Las reuniones
incluyen partes
interesadas clave.
Los resultados se

documentan y
comunican y
cualquier accion

se acuerda, se
toma y se realiza

: recursos un seguimiento de
* La asistencia del | g\ ficientes, las | manera oportuna.
comite de | acciones tomadas | Las medidas de
segund_rad y se han | rendimiento de
OD_E-'faC’O"m ~de | gstablecido las | seguridad
mas alto nivel operacional se
incluye al menos revisan y se toman
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Etapa de implementacion Mayor capacidad / Madurez
Proceso
Presente Adecuado Operativo Eficaz
el Gerente | medidas las acciones
Responsable vy | apropiadas. apropiadas
el personal clave
de la OMA.

8.3. Inspecciodn y seguimiento de la DIA/ 1ACC

Como resultado del proceso de inspeccidén y monitoreo, la AA
canalizard las siguientes &4reas para cada participante:

e :La organizacibén estd empleando eficazmente sus procesos de
SMS?

* :La organizacidédn estd monitoreando y midiendo efectivamente
su rendimiento en seguridad operacional vy el progreso /
efectividad del SMS?

e :La organizacidén estd empleando eficazmente la gestidn de
riesgos?

e ;Los resultados de los procesos de SMS han dado lugar a gue
se identifiquen y aborden deficiencias, asi como a mejoras de
seguridad operacional significativas?

e ;Cudl es la <cultura de seguridad operacional de 1la
organizacién?

El proceso de inspeccidén y monitoreo se aplicard de acuerdo con
la politica de la DIA/ IACC sobre inspeccidn y monitoreo del
rendimiento de la seguridad operacional.

No se pretende que la herramienta de evaluacidédn de SMS se utilice
como una “lista de verificacién” completa, elemento por
elemento. Méas Dbien, es una herramienta para guiar a 1los
inspectores y las organizaciones capturar la efectividad de
aquellos elementos que han sido evaluados durante una
inspeccién. La evaluacidn se realizard utilizando un enfoque de
auditoria de ©procesos, informado por diversas fuentes de
informacién de riesgo y cumplimiento, como para las actividades
de auditoria actual basadas en riesgos. Por lo tanto, esto
proporciona un método y una herramienta para:

e evaluar el rendimiento de los participantes en funcidén de un
conjunto de criterios y orientacién;

e registrar esa evaluaciédn;

e informar los resultados, tanto internamente (para generar
inteligencia para la DIA/ IACC o la OMA) como externamente al
participante (para establecer y promover un compromiso
significativo que se enfogque en resultados importantes de
seguridad operacional).
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Apéndice 1 — Mejores practicas para la gestion de riesgos de
seguridad operacional (SRM)

1. Propdsito

El propdésito de este apéndice es introducir algunas de las
mejores practicas para la gestidédn de riesgos de seguridad
operacional, pero no detallar méds los ejemplos de métodos,
técnicas y herramientas con referencias cruzadas en el Capitulo
4 de este documento.

* Ejemplos de técnicas de evaluacidén de riesgos (fuente ISO
31010) :

Lluvia de ideas.

v

Lista de verificacién.

Andlisis de causa raiz.

Andlisis de modos y efectos de falla (FMEA).
Andlisis del arbol de fallas.

Arbol de decisiones.

Andlisis de Bow tie.

YVYVYVYVYVYY

Simulacién de Monte Carlo,

> Matriz de consecuencias / probabilidades.

2. Alcance de la gestion de riesgos de la seguridad operacional
(SRM)

SRM debe cubrir las siguientes &reas:

* Descripcién del sistema: para establecer el marco para la
identificacién de peligros.

e TIdentificacién de peligros: para identificar peligros de
acuerdo con un método.

e TIdentificacién de riesgos de seguridad operacional: para
identificar los riesgos de seguridad operacional asociados con
los peligros identificados.

e Andlisis de riesgos de seguridad operacional: para determinar
la gravedad y la probabilidad de un riesgo asociado con 1los
peligros identificados.

* Evaluacidédn de riesgos de seguridad operacional: a partir de
los resultados del andlisis de riesgos, para determinar si un
riesgo es inaceptable segin los criterios definidos.

* Control de riesgos de seguridad operacional: para eliminar,
reducir o mitigar un riesgo de seguridad operacional mediante
acciones que se definiran cuando el riesgo es inaceptable.
Ejemplos de situaciones en las que la SRM deberia ser aplicada
por diferentes tipos de organizaciones:

* Organizaciones que no tienen una aprobacidén o certificado.
Las organizaciones no aprobadas deberian aplicar la gestidén de
riesgos de seguridad operacional a lo siguiente:
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Implementacién de nuevos sistemas.
Revisidén significativa de sistemas existentes.

Desarrollo de procedimientos operativos.

vyVYyVYYy

Identificacidén de peligros o controles de riesgo ineficaces
a través de los procesos de garantia de seguridad operacional.
* Organizaciones de mantenimiento aprobadas (OMA) :

> Los cambios significativos en la OMA deberian desencadenar la
SRM (por ejemplo, cambio en la lista de capacidades, estructura
de la organizacidén, instalaciones, personal, documentacién,
procesos, herramientas),

> Tdentificacidén de peligros o controles de riesgo ineficaces
a través del proceso de garantia de seguridad operacional.

3. Mejores practicas para la identificacién de peligros

La identificacién de peligros permite identificar “problemas de
seguridad operacional” o “amenazas” (2 los que se hace
referencia como peligros) que requieren la aplicacidén de la SRM
y SA. Esto permite a la OMA asignar recursos de gestidén de la
seguridad operacional a fuentes de riesgo de seguridad
operacional potencial significativo y evitar dedicar recursos a
riesgos mas bajos o insignificantes.

N° Mejores practicas para la identificacion de peligros

1 Evitar tratar de identificar todos los peligros concebibles o tedricamente posibles. Esto
no es posible ni deseable. Se requiere juicio para determinar el nivel adecuado de
detalle en la identificacién de peligros. Debe ejercerse la debida diligencia para
determinar los peligros importantes y razonablemente previsibles relacionados con
las operaciones de la organizacion.

2 Centrarse en las areas con mayor potencial para introducir peligros que puedan
conducir a riesgos de seguridad operacional inaceptables, por ejemplo:

e escenarios de accidentes (por ejemplo, de investigaciones) si ain no estan
cubiertos por el actual proceso de mantenimiento de la aeronavegabilidad.

e Factores humanos y organizacionales (por ejemplo, actividad que puede conducir
a riesgos inaceptables y afectar la seguridad operacional de los trabajos que
realiza la OMA).

e Cambios en las decisiones y procesos del negocio (por ejemplo, cambios
significativos en los principios de un procesador en la estructura de la organizacion
o ambos).

¢ Interfaz con otras organizaciones (por ejemplo, subcontratistas).

+ Novedad, criticidad o complejidad o ambas cosas en el mantenimiento que realiza
la OMA (por ejemplo, inspeccién de la estructura compuesta).
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3 Identificar el peligro a partir de la revision/andlisis de los datos de seguridad
operacional disponibles, por ejemplo:

* Notificaciones/publicaciones de seguridad operacional (por ejemplo, informes de
la OACI, AAC, explotadores, otras organizaciones).

* Informes de auditoria.

« Estudios de seguridad operacional.

* Investigaciones (por ejemplo, en el marco de la aeronavegabilidad continuada).

e Analisis de seguridad operacional en el marco de las iniciativas de mejora de la
seguridad operacional.

N° Mejores practicas para la identificacion de peligros
¢ (Véase la definicion de datos de seguridad operacional en la parte correspondiente

a "términos y definiciones").

4 No mezclar los peligros con factores desencadenantes/contribuyentes para
mantener un numero razonable de peligros confirmados necesarios para ser
considerados para la evaluacién de riesgos basada en la complejidad de la
organizacién.

5 Agrupar los peligros en categorias, por ejemplo:

Peligros sistémicos:

+ Organizacionales: gestion, recursos, documentacién, procedimientos.

* Humano: limitaciones de la persona que en el sistema tiene el potencial de causar
dafio, fatiga, estrés.

Peligros operacionales:

e Técnico: disefio.

¢ Funcionamiento del producto.

Peligros para el medio ambiente:

¢ Regulacion, finanzas y presupuesto, instalaciones, cambio climatico.

6 No mezclar el peligro con sus consecuencias previsibles. Un peligro no esta sujeto a
la clasificacion de gravedad o probabilidad, pero su riesgo de seguridad operacional
asociado si lo esta.

74 Considerar que, dependiendo de su naturaleza, categorizacion y escenario de
identificacion:
¢ No todos los peligros identificados deben resultar en accion por el SMS (p.ej.

analisis de riesgos de seguridad operacional y acciones de control de riesgos).
e Varios peligros pueden resultar en acciones combinadas de SMS (ver figura A.1y
A-2)
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8 Considerar que varios peligros ya estan sujetos a una evaluacion sistematica del
riesgo y la mitigacion del riesgo en el marco de la certificacion del producto o del
mantenimiento de la aeronavegabilidad, o ambos, y que pueden no necesitar mas
actividades de SMS a nivel del producto, por ejemplo:

+ "Peligro" se tiene en cuenta en la evaluacion del disefio del producto mediante
condiciones de incumplimiento para demostrar el cumplimiento de los criterios de
certificacion de tipo.

e "Peligro" identificado en el actual proceso de Mantenimiento de la
Aeronavegabilidad con evaluacion de riesgos / acciones correctivas (p. Ej., AD) a
nivel de producto.

Sin embargo, las evaluaciones de los riesgos sistémicos pueden ser pertinentes (por
ejemplo, en los procesos de mantenimiento, las herramientas y las competencias).

Si se utilizan otras evaluaciones del riesgo, comprobar (cuando proceda) que los
peligros, riesgos y gravedades resultantes identificados por estos métodos son

N° Mejores practicas para la identificacion de peligros

coherentes con los niveles existentes conservados durante la certificacion y resolver
las discrepancias.

9 Considere la posibilidad de identificar los peligros de manera incremental desde la
implementacion inicial de SMS hasta cuando el SMS este totalmente operativo.

10 Considere revisar los peligros en un ciclo cerrado de mejora continua.

Figura A-1: Identificacion del peligro

Evaluacion del lugar donde se encuentra la
aeronave y dererminar la probabilidad de
gue exista formacion de corrosion

Traslado de la aeronave a zonas con
menos humedad (si es posible)

Confeccion de ordenes de trabajo para
realizar la inspeccién detallada ala
operacion del sistema de purga de la

aeronave y probarla en diferentes regimenes

Cambio de la valvula de Ia Sta. efapa del
compresor

operan a

consecuencia de

la pandemia Parqueo o
almacenamento
de las aeronaves

en Zona de alta Corrosion de la Stall de compresor;

contaminaciéon valvula de la apagado del motor
5ta. etapa del en vuelo. aterrizaje
compresor en de emergencia,
Publicacion de AD de emergencia - DRI gravie
por el Estado de diseno a fin de
inspeccionar las vialvulas y
cambiarlas si estan en mal estado.
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La Figura A-1 muestra que multiples peligros (problemas /
amenazas de seguridad operacional) pueden producir riesgos de
seguridad operacional con consecuencias finales no deseadas,
como se muestra en la Figura A-2.

Figura A-2: Multiples “peligros producen riesgos de seguridad operacional”

consecuencia no

Control de Control de Control de deseada
/’ riesgo 1 / riesgo 2 /’ riesgo 3
Peligro 1 Peligro 2 Peligro 3 Hoy
= Mirando hacia atrds, son multiples "peligros" De cara al futuro, existen riesgos =i
previsibles de consecuencias no
deseadas

Figura A-3: Peligro tnico con multiples factores desencadenantes para producir riesgo
(s) de seguridad operacional

Organizacion Congxuenqadd
riesgo N° 2
Peligro
Factor (es) de Factor (es) de
activacion activacion

La Figura A-3 muestra que un solo peligro que combina los factores desencadenantes puede
producir consecuencias no deseadas.

Exposicién de la organizacion
a un peligro

4. Evaluacion y control de riesgos de seguridad operacional

El riesgo de seguridad operacional debe identificarse utilizando
los métodos, técnicas y/o herramientas més apropiadas como se
menciona en la Seccidén 4 de esta circular de asesoramiento.
Cuando se identifica, el riesgo de seguridad operacional debe
analizarse para determinar su gravedad vy probabilidad. E1
andlisis cualitativo y el juicio técnico son aceptables cuando
no hay suficientes datos cuantitativos disponibles.

La evaluacién de riesgos de seguridad operacional utiliza los
resultados del anadlisis de riesgos ©para determinar 1la
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aceptabilidad del riesgo de acuerdo con criterios definidos.
Cuando un riesgo de seguridad operacional es inaceptable, se
deben definir e implementar acciones de control de riesgos de
seguridad operacional.

Figura A-4: Analisis, evaluacion y control de riesgos de seguridad operacional

Anilisis de riesgos de seguridad: Evaluacién de riesgos de seguridad: Acciones de control de riesgos de

* Analizar la probabilidad del riesgo * Evaluar la aceptabilidad de los seguridad:

o Evaluar la gravedad de la riesgos segun los criterios definidos * Eliminar, reducir o mitigar los riesgos
consecuencia del riesgo. e Priorizar controles de riesgos a un nivel aceptable.

inaceptables Andlisis de riesgos de

R —

Se pueden utilizar varias matrices de evaluacidén de riesgos de
seguridad operacional.

En la Figura A-5 se muestra una matriz de evaluacidén de riesgos
de seguridad operacional genérica con ejemplos personalizados
en las Figuras A-6, A-7 y A-8.

Figura A-5: Matriz genérica de evaluacion de riesgos de seguridad operacional

Probabilidad del
riesgo de seguridad Gravedad del riesgo
operacional
- Catastréfico Peligros Importante Leve Insignificante

Probabilidad A B c D E
Frecuente 5
Ocasional -
Remoto 3
Improbable 2
Sumamente 1
improbable
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Figura A-6: Matriz de evaluacién de riesgos de seguridad operacional del Doc. 9859

(SMM)
Probabilidad del
riesgo de seguridad Gravedad del riesgo
operacional
oz Catastrofico Peligros Importante Leve Insignificante

Probabilidad A c c o c
Frecuente 5 5A 5B 5C
Ocasional 4 4A 4B
Remoto 3 3A 3B 3C D 3E
Improbable 2 2A 2B 2C 2D 2E
Sumamente
improbable 1 1A 1B 16 1D 1E

Figura A-7: Matriz de evaluacion de riesgos de seguridad operacional de AlA Standard
NAS 9927

Nota: Para una comprension detallada de esta matriz, consulte NAS 9927

MATRIZ DE EVALUACION DE RIESGO
Gravedad Catastréfico Critico Marginal Despreciable
Probabilida (1 () ) 9

Frec(:xt;nte Mediano
Pro(bBe;ble Mediano
Oca:s‘c.;;:nal Mediano

Re(rg;:to Serio Mediano Mediano
lmPl'(%h;ﬂb'e Mediano Mediano

Elinzgl)ado Eliminado
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Figura A-8: Matriz de evaluacion con informacion de aceptabilidad desde el documento

SMICG: “SMS para organizaciones pequefias”

Nota: Para una comprension detallada de esta matriz, consulte el documento SMICG “SMS

para organizaciones pequenas”

Probabilidad

Gravedad

Improbable (1) Remoto (2) Frecuente (3)

Accidente fatal (5) Inaceptable (10) Inaceptable (10)

Accidente grave (3) R 5) 5) Inaceptable (10)

Insignificante Aceptable (1) Aceptable (1)

El formato de una matriz de evaluacién de riesgos de seguridad operacional puede ser

personalizado por cada organizacion dependiendo de la complejidad de sus actividades y
practicas existentes.

NB

Mejores practicas para la evaluaciéon y control de riesgos de seguridad operacional

1

El analisis y la evaluacién de riesgos solo deben llevarse a cabo para peligros
confirmados que necesitan mas acciones de SMS (consulte el numeral 3 de este
Apéndice).

El riesgo inaceptable debe estar sujeto a acciones de control de riesgo para eliminar,
reducir o mitigar el riesgo.

Las acciones de control de riesgos deben monitorearse con retroalimentacion al menos
de lo siguiente:

¢ Gerentes operativos relevantes impactados por los riesgos de seguridad operacional.

« Personal de gestion de seguridad operacional relevante para monitorear la efectividad
del control de riesgos.

El analisis de riesgos en términos de gravedad y probabilidad debe revisarse si se ha
detectado un control de riesgos ineficaz.

La evaluaciéon de riesgos debe revisarse periédicamente para garantizar que las
acciones de control de riesgos identificadas sigan siendo adecuadas.

Las acciones de control de riesgos podrian ser una combinacion de acciones a corto
plazo y acciones a largo plazo:

* Es posible que las acciones de control de riesgos de seguridad operacional a largo
plazo no se conozcan hasta o solo se puedan determinar cuando se implemente el
control de riesgos a corto plazo.

¢ Una accion intermedia de control de riesgos de seguridad puede resultar util antes de
que ocurra un riesgo mas grave.

Los criterios de aceptabilidad del riesgo de seguridad operacional deben revisarse en
funcién de:
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N° | Mejores practicas para la evaluacion y control de riesgos de seguridad operacional

¢ Retroalimentacion de la determinacion del control de riesgos.

+ Medicion y seguimiento del rendimiento en seguridad operacional.

8 Deben registrarse las pruebas y la justificacion de las decisiones sobre la evaluacion
de riesgos de seguridad operacional (nivel de riesgo) y los controles (acciones).
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Apéndice 2 — Ejemplo de método de evaluacidon de madurez de SMS
1. Antecedentes y objetivo

Este apéndice proporciona orientacidn y propone un método para
la evaluacidén de la madurez del SMS durante la implementacidn
inicial y la mejora continua.

La organizacidén debe utilizarlo como una autoevaluacidn, pero
las autoridades de aviacidén también podrian considerarlo para

evaluar la madurez del SMS de la organizacidn.

Nota. — Dentro de este método, la columna "Qué buscar (ejemplos de
evidencia)" es una descripcion simplificada de los medios de cumplimiento /
evidencia con los requisitos de SMS. El texto basico y otros apéndices de
esta circular de asesoramiento siguen siendo la base para la evaluacién de
la madurez de los SMS.

Esta guia:

* Se basa en una herramienta de evaluacidén de SMS que es parte
del manual del inspector de aeronavegabilidad (MIA), Parte I,
Capitulo 11.

* Se basa en un conjunto de criterios! y evidencias para ayudar
a determinar la madurez general de un SMS con respecto a los 12
elementos del marco de SMS segin se captura en este estandar y
como resultado de lo establecido en la RAC-24.145, Capitulo C.
e Considera el transito de mejora de la madurez de SMS desde
Presente (P), Adecuado (S) hasta ser Operativo (0) y el Eficaz
(E) .

Nota. — En este documento, ‘criterios” significa los puntos de
verificacioén/preguntas registrados en las columnas "Presente"™, ‘“Adecuado”,
"Operativo" y "Eficaz". “Qué buscar” significa la evidencia.
2. Definiciones

« Niveles de madurez. - Los niveles de madurez se pueden definir

de la siguiente manera:

- Nivel Presente (P): Hay evidencia de que el elemento
(mencionado en los “criterios”) estd definido y documentado.

- Nivel Adecuado (S): Es apropiado al tamafio, naturaleza vy
complejidad de la organizacidén de mantenimiento y el riesgo
inherente a su actividad.

- Nivel Operativo (0): Hay evidencia de que el elemento
(mencionado en los "criterios") se implementa con
resultados/entregables.

- Nivel Eficaz (E): Existe evidencia de que el item (al que
se hace referencia en los “criterios”) estd logrando el
resultado deseado y tiene un impacto positivo en la seguridad
operacional.

e Evidencia. - Documentacién, notificaciones, registros de
entrevistas y discusiones. Si bien la finalizacidén del nivel de
madurez "Presente y Adecuado" se basa en la documentacidén de
procedimiento disponible, 1la finalizacidén de los niveles de
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madurez "Operativo" vy "Eficaz" se basa en la aplicacién
consistente de procesos documentados para producir y evaluar
hechos, cifras y registros.

3. Utilizando el método

Este método se puede utilizar por primera vez para completar el
andlisis de brechas como se menciona en la Seccidén 5. Este
andlisis de brechas y el plan de implementacidén resultante son
los principales insumos para la (s) prdéxima (s) evaluacidn (es)
de madurez del SMS.

El método puede usarse tal cual o puede ser personalizado por
cada organizacién dependiendo de su dimensidn, complejidad,
estructura y actividades.

Para cada elemento de SMS, se enumera una serie de "criterios
de cumplimiento y rendimiento" seguidos de evidencia (es decir,
"qué buscar"). Cada criterio debe revisarse para determinar si
se encuentra en el nivel de madurez Presente, Adecuado,
Operativo o Eficaz, de modo que se pueda evaluar la madurez
general del elemento SMS, teniendo en cuenta los demds elementos

interrelacionados (por ejemplo, “La politica de seguridad
operacional debe ser comunicada, con visible respaldo, en toda
la organizacidén”). Este requisito puede declararse a nivel

operativo bajo las condiciones de gque se nombre a un Gerente
Responsable y se le informe sobre los SMS y se defina y promueva
la politica de seguridad operacional. Estos aspectos estén
sujetos a otros elementos dentro de esta herramienta de
evaluacién (como 1.2 “Responsabilidades de seguridad
operacional, 4.2 “Comunicacidén de seguridad operacional”).

Una vez que se han evaluado todos los criterios para cada
elemento de SMS, se puede registrar un juicio en el bloque de
"comentarios", con respecto al nivel general de madurez de dicho
elemento de SMS.

Alcanzar un nivel de madurez para el SMS general no significa
que cada elemento de SMS esté en el mismo nivel de madurez (por
ejemplo, algunos elementos de SMS pueden estar en el nivel
"Presente", otros en nivel “Adecuado”, otros en el nivel

"Operativo" vy algunos en el nivel " Nivel Eficaz”. En este
estado, la madurez general del SMS se puede considerar en el
nivel “Operativo”). Una persona que utilice este método debe

estar familiarizada con lo siguiente:

e Sistemas de gestidén de la seguridad operacional basados en el
marco de SMS de la OACI.

* Principios y técnicas de evaluacidén del sistema de gestidn.

* Principios de garantia de seguridad operacional y gestidén de
riesgos de seguridad operacional.
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4. Herramienta de la evaluacion del SMS
Referirse al procedimiento del MIA, Parte I, Capitulo 11,
Apéndice B - Herramienta para la evaluacidédn del SMS.
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Apéndice 3 — Ejemplo del manual o documento de SMS

Este apéndice debe considerarse junto con la seccidén 4.20.1.7 -
Documentacidén SMS.

Cuando 1la documentacidén de SMS estd sujeta a un documento
independiente (Manual de SMS), qgue suele ser el caso de una
organizacidén mediana y grande, se podria estructurar como el
ejemplo propuesto a continuacidn (reconociendo que cada
organizacién puede adaptar su documentacidédn a sus propias
necesidades) .

0. Objeto del documento

El manual describe cémo se implementa el sistema de gestidn de
seguridad operacional (SMS) dentro de la OMA, para cumplir con
los requisitos de SMS externos e internos.

1. Control de documentos

Preparacidén manual:

E1l Responsable de seguridad operacional prepara este manual con
la asistencia personal clave y organizaciones internas de la OMA
gque tienen interaccidédn son el trabajo que realiza la
organizacién.

Aprobaciones:

El manual estd aprobado por el Gerente Responsable y el
Responsable de la seguridad operacional.

Al firmar, el Gerente Responsable valida el cumplimiento de este
manual con todos los requisitos y asegura que la organizacidn
esta en linea con su contenido.

Cambios en el manual:

Se recomienda que el manual se revise como minimo una vez al afio
para mantenerse actualizado en caso de cambios en los requisitos
0o en los SMS de la OMA.

El Responsable de seguridad operacional estd a cargo de revisar
el manual.

El circuito de aprobacidén de cambios es el mismo que el de la
aprobacidén inicial.

Publicacidén, registro y archivo:

Después de la aprobacidén, el manual se entrega a todo el personal
cubierto por SMS y permanece disponible mientras sea aplicable.
Se registra en un archivo seguro y se archivan todas las
versiones

2. Requisitos de SMS

Los siguientes requisitos de SMS son aplicables a 1la
organizacién:

Consulte todos los documentos de requisitos y las secciones que
requieren un SMS o un elemento (s) de SMS (de la DIA/ IACC,
clientes, empresas y OMA).
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3. Alcance e integracion del sistema de gestion de la seguridad
operacional
Las siguientes actividades estdn cubiertas por el SMS de la OMA:

e Enumere las actividades de la OMA que tienen un impacto en
la seguridad operacional de los servicios o productos
suministrados por la organizacidn.

Las siguientes funciones estdn cubiertas por el SMS de la
organizacién:

* Enumere los servicios, departamentos, direcciones que tienen
un 1impacto en la seguridad operacional de 1los servicios o
productos suministrados por la organizacidn.

La interfaz de SMS de la organizacidén con los siguientes SMS
externos:

e Enumere los SMS externos (clientes, proveedores, socios,
entre otros) con referencia a la documentacién de la interfaz
que describe 1las actividades de 1la interfaz SMS (contrato,
especificacién, plan, documento de interfaz, entre otros).

4. Politica de seguridad operacional

La seguridad operacional es una prioridad absoluta para la OMA.
Nuestro objetivo de seguridad operacional es gue nuestros
trabajos de mantenimiento de acuerdo a nuestra lista de
capacidades no provoquen accidentes aéreos o incidentes graves.
Todos deberdn ser conscientes de los posibles peligros para la
seguridad operacional asociados a nuestra actividad.

Se deberadn implementar todos los medios para alcanzar el nivel
de seguridad operacional més alto posible en los trabajos de
mantenimiento y servicios que brindamos.

En este aspecto, es nuestra responsabilidad individual notificar
voluntariamente y sin demora toda la informacidén sobre sucesos
de tal naturaleza que afecten la seguridad operacional de los
servicios que ofrece la OMA.

Con el fin de favorecer la comunicacidén sin miedo, la OMA se
compromete a no tomar ninguna medida disciplinaria contra quien,
de forma espontdnea y sin demora, haya denunciado algun
incumplimiento de 1las requisitos y procedimientos que haya
cometido gque pueda tener un impacto en materia de seguridad
operacional.

La OMA se compromete a investigar y tomar las acciones apropiadas
sobre cualquier suceso notificado internamente.

Cualgquiera que sea nuestra funcidén dentro de la OMA, cada uno
de nosotros debe comprometerse con este proceso de investigacidn
continua del méds alto nivel de seguridad operacional.

Firmado

(insertar nombre)

(insertar la fecha)
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5. Objetivos de seguridad operacional

Teniendo en cuenta la politica de seguridad operacional descrita
en el capitulo 4 del manual, los siguientes objetivos de
seguridad operacional son metas que debemos alcanzar:

Enumere los principales objetivos definidos por la OMA para
mejorar la seguridad operacional del servicio que ofrece.

6. Rendicion de cuentas de seguridad operacional y personal
clave

La responsabilidad de SMS se asigna a...

La gestidén de SMS estéd asignada a...

Los informes por SMS se logran mediante...

7. ldentificacion del peligro y gestion del riesgo de seguridad
operacional

* Todos los sucesos, problemas o peligros de seguridad
operacional deberédn informarse a (insertar nombre o funcidn) por
correo electrdnico (insertar direccidn de correo electrdnico),
teléfono (insertar numero de teléfono) o verbalmente.

« E1 o ella documenta todos en el Registro de peligros (archivo
de registro de referencia) y los evalta para determinar cudl es
el problema, qué podria suceder como resultado, qué acciones
deben tomarse (si corresponde) y quién debe administrar el
riesgo.

* Este registro de peligros se revisa y actualiza mensualmente
y se comparte con la gerencia de la organizacidn.

e Cuando se identifica o detecta un problema o falla, (insertar
nombre o funcién) documenta un andlisis de riesgo basado en el
siguiente método de evaluacidn de riesgos de manera oportuna
(para completar, Riesgo = criticidad X probabilidad de suceso,
FMEA, PFMEA, escalera de Ishikawa ...).

* Cuando se confirma el riesgo de seguridad operacional, 1la
organizaciédn implementa un plan de resolucidn proponiendo
soluciones paliativas/correctivas de manera oportuna.

8. Coordinacion de la planificacién de respuestas ante
emergencias y acciones correctivas

Por definicidén, una emergencia es una situacidén repentina y no
planificada o un evento que requiere una accidén inmediata. La
coordinacién de la planificacién de respuesta ante emergencias
se refiere a la planificacién de actividades que tienen lugar
dentro de un periodo de tiempo limitado durante una situacién
de emergencia operacional de aviacién no planificada. La
coordinacidén de la planificacidédn de respuestas ante emergencias
es un componente integral del proceso de gestidédn de riesgos de
seguridad operacional (SRM) de una organizacidén de mantenimiento
para abordar emergencias, crisis o eventos relacionados en donde
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la organizacidén tenga que participar. Cuando existe 1la
posibilidad de que las operaciones o actividades de aviacidn de
un explotador aéreo, al cual la organizacidédn de mantenimiento
le brinda sus servicios, se vean comprometidas por emergencias
como una emergencia de salud publica / pandemia, estos
escenarios también deben abordarse en la coordinacidédn de
planificacidén de respuestas ante emergencias, segun corresponda.
La coordinacién de planificacidén de respuestas ante emergencias
debe abordar las emergencias previsibles identificadas a través
del SMS e incluir acciones, procesos y controles atenuantes para
gestionar de manera efectiva las emergencias relacionadas con
la aviacidn.
El plan de respuesta ante emergencias (ERP) se aplica solo a los
proveedores de servicios requeridos a establecer y mantener un
ERP como es el caso de los aeropuertos y explotadores aéreos.
Sin embargo, las organizaciones de mantenimiento que brindan
soporte de mantenimiento a los explotadores aéreos o que tienen
sus 1instalaciones dentro de un aeropuerto, se encargaran de
brindar su apoyo en los planes de respuestas ante emergencias
de dichos proveedores de servicio. Para ello, se deberén
establecer los procedimientos en donde se detallen funciones y
responsabilidades que deberan cumplirse en caso de un accidente
0 incidente grave en el cual se solicite su colaboraciédn.
Una organizacién de mantenimiento que realiza trabajos de
mantenimiento a componentes de aeronaves no es necesario gque se
desarrolle la coordinacidén de planificacidén de respuestas ante
emergencias.
El siguiente es un ejemplo que la OMA podria utilizar vy
modificar.
La coordinacidén de planificacidén de respuestas ante emergencias
que es: (a completar por la OMA).
Anticipéndose a tal situacidén: las reglas por las cuales la
organizacidén ingresa en una gestiédn de emergencia son las
siguientes: (a completar por la OMA).
En tal situacidén, el proceso a aplicar es el siguiente: (a
completar por la OMA)
1. Equipo de coordinacidén de planificacién de respuestas ante
emergencias para reunirse en poco tiempo (lugar, medios, tiempo
de respuesta, etc.).
2. Equipo de coordinacién de planificacidén de respuestas ante
emergencias para evaluar la emergencia de la situacidn.
3. Defina acciones inmediatas:

a) Considera un refuerzo del equipo del ERP, segun
corresponda.
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4. Prepare la comunicacién (explotador, aerdédromo..) segun
corresponda:

a) Designar al responsable de comunicacidén de la OMA.

b) Definir las reglas para las comunicaciones.
5. Preparar siguiendo planes, acciones y medios a corto, mediano
y largo plazo dimensionados al problema para recuperar la
situacidédn normal.
9. Control y medicion del rendimiento de seguridad operacional
La medicién y el control del rendimiento de seguridad
operacional revisard cdémo se gestionan todos los sucesos,
problemas o peligros de seguridad operacional recopilados. Para
esto (insertar nombre o funcidén) define los indicadores clave
de seguridad operacional apropiados (por ejemplo, tiempo de
resolucidén de riesgos, numero de recomendaciones implementadas,
acciones de promocidn realizadas, devoluciones de
capacitaciones, revisidén de cambio de proceso o producto ...).
La medicidén y revisidén de los pardmetros clave de seguridad
operacional se organizan cada seis meses (para escalar de
acuerdo con las actividades de 1la OMA vy 1la naturaleza del
servicio de mantenimiento que se proporciona).
10. Gestion de los cambios
Los cambios (en la lista de capacidades, proceso u organizaciédn)
son revisados por (insertar nombre o funciédn) teniendo en cuenta
el impacto del cambio en la seguridad operacional. La evaluaciédn
de riesgos de seguridad operacional (consulte el numeral 7)
podria ser la herramienta adecuada para evaluar el impacto de
dicho cambio en la seguridad operacional.
11. Promocién, instruccién y comunicacién de la seguridad
operacional
Cada dos afios se proporciona instruccidn o concientizacidn sobre
seguridad operacional y SMS a todas las partes interesadas en
la gestidén de la seguridad operacional.
Cualquier informacién critica para la seguridad operacional que
deba distribuirse se enviard por correo electrdénico a todas
nuestras partes interesadas y se publicard en los paneles de
visualizacidén de la empresa. Se espera que todo el personal
revise los paneles vy lea cualquier articulo de seguridad
operacional nuevo.
12. Mejora continua y auditoria de SMS
Cada afio, el Gerente Responsable y el Responsable de seguridad
operacional se relnen para revisar el rendimiento del SMS de la
OMA. Se implementan las acciones necesarias para garantizar la
mejora continua del sistema.
El SMS se audita al menos una vez cada 3 afios.
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La agenda genérica de revisiones de SMS cubre:

e Revisidén de los resultados del rendimiento en seguridad
operacional (dashboard de rendimiento en seguridad operacional) .

e Principales cambios en el SMS impulsados por requerimientos
internos o externos.

e Estado del SRM para riesgos de alto nivel identificados.

e Efectividad de 1los controles de riesgos de seguridad
operacional.

* Nuevos peligros y riesgos identificados por el SRM desde la
tltima revisiédn.

* Buenas préacticas identificadas y registradas.

e Plan de accidén para la mejora del rendimiento en seguridad
operacional, incluida la asignacién de recursos y la
identificacién de lideres de accidn.

e Revisidén de politicas y objetivos; actualizar seguin sea
necesario.

13. Gestion de los archivos del SMS
(Insertar nombre o funcidédn) conserva los registros de todos los
documentos mencionados en este manual.
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Apéndice 4 — indicadores de rendimiento en materia de seguridad
operacional (SPI) del SMS

1. Los ejemplos de indicadores de seguridad operacional,
entrega en el lado izguierdo de la Figura 1, algunos indicadores
de rendimiento en materia de seguridad operacional (SPI)
colectivos del Estado y sus criterios de configuracién de
alertas y objetivos correspondientes, mientras que los SPI del
SMS se reflejan en el lado derecho de esta misma Figura.

2. Los criterios del nivel de alerta y objetivos
correspondientes para cada indicador se deben explicar de esta
forma para seflalar como los indicadores de rendimiento en
materia de seguridad operacional del SSP, indicados a 1la
izquierda de las tablas, muestran la correlacidédn requerida con
los indicadores de seguridad operacional del SMS (SSP vs SMS).

3. Por este motivo las OMA deben desarrollar los SPI del SMS
con el asesoramiento de sus AAC respectivas. Sus SPI propuestos
deberdn ser coherentes con los indicadores de seguridad
operacional de SSP del Estado; por lo tanto, se debe obtener un

acuerdo / aceptacidén necesaria con su AAC respectiva.
Figura 1. Diagrama de indicador de rendimiento de seguridad operacional de una OMA

Ejemplos de indicadores de rendimiento de seguridad operacional (SSP) e Indicadores de rendimiento de
seguridad operacional (SMS)
Indi de rendi en ia de seguridad operacional del SSP (Estado| m&mnmmWﬂf
colectivo) SMS (proveedor de servicios individual)
Indicad: de alta gr dad / baja Indicad de baja gr dad | alta [ ﬂlkl dad/ | Indicad de baja gravedad / alta
probabilidad probabilidad baja probabilidad probabilidad
L 2 e 5 A= o
Indicador de teri Indicador de Indicador de Indicador de -
dlim en| Criteri :ﬂ nivel rendimiento en | Criterios | Criterios del| rendimiento | Criterios iﬂ:’mil rendimiento en| Criterios s;?:m
materia de delnivel - materia de delnivel | nivel de en materia | del nivel % materia de del nivel b
seguridad de alerta t seguridad de alerta | objetivos de dealerta seguridad de alerta | =
|_operacional DIetives | operacional seguridad | operacional =
Organizaciones de DOAPOAMRO
Informes Promedio + |___% (por Tasade %o Tasa tnmestral |Promedio +| % (por |[Tasade % o
cbligatorios e [1/23 SD sjempio 5%) gos de LEI § de MRO/POA 12350  |ejemph gos de LE!
defectos (MDR)  |(resta- de mejora anual de la auditoria 'Q 3 de reclamos de |(restableci- |59%6) de anual de la § Q
i dela |b entre cada | de vgilancia de 5 5 la garantias miento e auditoria de 5 5
MRO colectia de |anual o cada [tasa media | MRO/POADOA técricade los |anual o entre cada | QMS/SMS intema 2
(CAA recibidos 2 afios) anual colectias de CAA é 5 componentes  [cada 2 tasa media |de 5 g
(hallazgos por - afos) anual MROPOADOA
auditoria) (hallazgos por
Tasa tnmestral de Tasa trimestral Tasa de
POADOA de POA/DOA aeriasirechazos
colectia de CAA de los trimestral de |5
de los productos productos inspeccién
operacionales que ] 5 operacionales L] 5 Snalipruebas de 5 5
estin sujetos a 8 E que estin e E MROPOADOA ﬁ e
ADVASE (por linea g o SUtos 3 1 (debido a 1 1
de producto) 5 5 ADVASE (por g 5 jproblemas de 5 5
linea de calidad intema)
jproductc)
Tasa de informes
de peigros
wiluntaros de
Tasa tnmestral MROPOADOA
de MRO/POA 5 5 (por personal de §
de los informes OPETACIONeS POr 6 3
obligatorios. s 5 trimestre ) g 5
importantes de g g
defectos de g 5 8 8
componentes o
emitidos
(detido a
problemas de
calidad interma)
BT
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4. La Figura 2, es un ejemplo del desarrollo de un diagrama del
indicador de rendimiento en materia de seguridad operacional del
SMS, donde muestra cédmo luce un diagrama del indicador de
rendimiento de alto impacto en materia de seguridad operacional.

5. En este caso, pueden representar la tasa de devoluciones de
componentes por garantias a una OMA de componentes, en relacidn
a la hora / hombre empleada en el programa anual de mantenimiento
realizado, o la cantidad de constataciones establecidas en el
programa de auditorias de SMS y calidad anual de la OMA o la
cantidad de observaciones encontradas en las pruebas finales
realizadas a las aeronaves después de efectuar su mantenimiento
mayor, en relacién a estas mismas H/H de trabajo anual, etc.,
siendo evidenciadas con una notificacidén / obligatoria durante
sus procesos de ejecucidédn (control de H/H/; informe de
auditorias e inspeccidén final).

Figura 2. Diagrama de indicador de rendimiento en seguridad operacional de una OMA (con
configuracion de nivel de alerta y objetivo)
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6. En el diagrama de la izquierda de esta Figura 2, se observa
cual fue el rendimiento del afio anterior, mientras que en el
diagrama de la derecha se observan las variaciones que se estan
desarrollando en la actualidad, generdndose un nuevo rendimiento
qgue deberéd ser evaluado en relacidén al anterior, para determinar
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su variaciédn y el logro de los objetivos de mejora propuestos
para el sistema.

7. Los tres niveles de alerta a utilizar en el proceso, estaran
definidos por la variacidédn promedio obtenida para el objetivo
en evaluacidén durante el periodo anterior, al cual se le deberén
sumar una, dos y tres veces respectivamente, la desviacidn
estédndar calculada estadisticamente.

8. Con estas referencias definidas, las cantidades
determinadas en el afio actual permitirédn visualizar en el cuadro
de la derecha las actualizaciones y su condicién en relacidn a
las desviaciones definidas respectos a las alertas, que
permitirdn tomar acciones de solucidén si se requieren. Cada uno
de estos niveles de alerta estard relacionado con las
variaciones estdndar que se adhieran al promedio del periodo
anterior.

9. La fdérmula siguiente permitird calcular 1la desviacidn
esténdar (o), considerando que “X” es el valor de cada punto de
datos; “N” es el numero de puntos de datos y “u” es el valor
promedio de todos los puntos de datos.

”

10. Con este método de wvisualizacidén, alerta y control, es
factible establecer los objetivos que se representan en un
porcentaje (por ejemplo, un 5%) sobre el promedio del afio
anterior, generandose el diagrama de presentacidén a partir de
una hoja de registros o datos similar a la mostrada en la

Figura 3
Figura 3. Diagrama de indicador de rendimiento en seguridad operacional de una OMA (con
configuraciéon de nivel de alerta y objetivo).

Hoja de datos de muestra usada para generar un diagrama de alto Impacto
ded indicador de seguridad operacional del SMS (con criterios de la configuracién de alerta y objetivo)
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Promedia + Promedio + Promedio + 3
18D 28D sD
0,39 0.56 073

El objetivo del afio actual indica una tasa
ce mejora promedio del 5% sobre latasa
promedio del afio anterior, la que es

Los critenos de configuracian del nivel de alerta del afo actual s
basan en el afo anterior (Promedio + 1/2/3 €0)

* Célculo delat

11. P

asa [caca 1 DDD H/H)

or lo tanto,

y mediante la representacidédn mostrada en la

figura 4 es posible efectuar el resumen del rendimiento anual

en materia de

seguridad operacional,

donde

se comparan los

niveles de objetivos buscados con la realidad de lo ocurrido
para presentar visualmente el logro o no,
objetivos de alta gravedad / baja probabilidad, baja gravedad /
alta probabilidad y avanzados.

de cada uno de 1los

Figura 4. Diagrama de indicador de rendimiento en seguridad operacional de una OMA (con
configuracién de nivel de alerta y objetivo)

Ejemplo de medicion de rendimiento de seguridad operacional del SMS de una OMA

(para el ano 2018)

Indicador de rendimiento en materia de seguridad operacional de alta gravedad / baja probabilidad

Criterios del nivel de | Nivel de alerta | Criterios del nivel de | Objetivo
alerta del SPI violado objetivos del SPI logrado
item Descripcion del SPI (para 2018) (Si/No) (para 2018) (Si/No)
1 Tasa de incidentes Promedio+1/2/35SD Si 5% de mejora de la No
graves mensual de la (establecidos annual o tasa promedio de
OMA J. BARRIOS Y cada 2 afos) 2018 sobre la tasa
ASOCIADOS, porcada 1 promedio del 2017
000H/H
2 Tasa de incidentes Promedio+1/2/3SD Si 3% de mejorade la Si
mensuales de la OMA J. [(establecidos annual o tasa promedio de
BARRIOS Y ASOCIADOS, [cada 2 afios) 2018 sobre la tasa
porcada 1000H/H promedio del 2018
3 etc.
Indicador de rendimiento en materia de seguridad operacional de baja gravedad / alta probabilidad
Criterios del nivel de | Nivel de alerta | Criterios del nivel de Objetivo
alerta del SPI violado objetivos del SPI logrado
item Descripcion del SPI (para 2018) (Si / No) (para 2018) (Si / No)
1 Tasa de incidentes Promedio+1/2/35SD Si 5% de mejorade la No
mensual de la flota (establecidos annual o tasa promedio de
combinada del cada 2 afios) 2018 sobre la tasa
explotador (cada 1000 H promedio del 2017
/H
2 Tasa de % o de hallazgos | mas del 25% del LEI Si 5% de mejorade la Si
de la auditoria de QMsS promedio o cualquier tasa promedio de
interna de la OMA hallazgo de nivel 10 2018 sobre latasa
(hallazgo por auditoria) | mas de 5 hallazgos de promedio del 2017
nivel 2 por auditoria
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3 Tasa de informes de TBD TBD
peligros voluntarios de la
OMA (cada 1000H / H)

4 Tasa de notificacion de |Promedio+1/2/3SD No 5% de mejorade la Si
incidentes de avion del |(establecidos annual o tasa promedio de
explotador (porcada 1 |cada 2 afios) 2018 sobre latasa
000 H/H) promedio del 2017
5 etc.

12. Finalmente, la OMA puede establecer un indice general de
rendimiento del SMS, obtenido de la suma de todos los indicadores
de rendimiento ponderados en un periodo de tiempo, lo que le
permitird evaluar si su organizacidén en general ha avanzado en
relacién al periodo anterior.

13. Una forma de efectuarlo es asignar un valor a la condicién
particular de cumplimiento de cada indicador, efectuando la suma
anual de resultado de su OMA. Asi por ejemplo se puede utilizar
lo siguiente:

Indicador de alta gravedad / baja probabilidad

Sl NO
Nivel de alerta no violado 4 0
Objetivos alcanzados 3 0

Indicador de baja gravedad / alta probabilidad

Nivel de alerta no violado 2 0

Objetivos alcanzados 1 0

14. Los objetivos de rendimiento de seguridad operacional
deben ser especificos y medibles a un nivel aceptable
determinado por la OMA. Una meta de rendimiento de seguridad
operacional comprende uno o mas indicadores de rendimiento de
seguridad operacional, Jjunto con los resultados deseados
expresados en términos de esos indicadores.

15. Los objetivos de rendimiento de seguridad operacional se
determinan durante la fase de planificacién. Se establecen de
manera que definen el logro del nivel aceptable de seguridad
operacional para la organizacién. Una meta de rendimiento de
seguridad operacional se puede expresar en términos absolutos o
relativos. Un ejemplo de un objetivo absoluto podria ser: una
devolucidén de un componente al cual se le brindo un servicio de
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mantenimiento por cada 1000 componentes trabajados. Un objetivo
relativo podria ser una reduccidén del 5% en incidentes graves
durante el prdéximo afio. Un objetivo no tiene que ser un unico
valor; un rango de valores puede ser apropiado.

16. Una OMA deberd considerar estos factores al establecer sus
objetivos de rendimiento de seguridad operacional:

v los objetivos deberdn soportar el objetivo de seguridad
operacional primario y los ALOSP de la AAC;

v la seleccidén y priorizacidén de objetivos deben basarse en el
riesgo de la seguridad operacional;

v la fijacién de objetivos deberd tomar en cuenta desarrollos
nuevos o previstos, tanto internos como externos, gque pueden
afectar a la OMA, con el fin de medir la respuesta de 1la
organizacidén a esos cambios:

v los objetivos deberadn ser realistas, y tener en cuenta el
rendimiento anterior de la organizacidén para determinar la
magnitud de los cambios necesarios;

v la fijacién de ©objetivos debe incluir 1la evaluacién
comparativa (benchmarking) contra las organizaciones de buena
performance (nacional e internacional);

v la terminacién del objetivo periodo/fecha deberd tener en
cuenta el riesgo para la seguridad operacional. Por ejemplo, las
dreas criticas para la seguridad operacional deben tener
controles de progreso o hitos de desarrollo més frecuente;

v las OMAs deberadn asegurarse de que ningUin riesgo estd por
encima del maximo aceptable y se esfuerzan por conducir el riesgo
'tan bajo como sea razonablemente posible "

17. A continuacidn, se presentan una serie de ejemplos gue
pueden utilizarse para el desarrollo de sus propios indicadores
de rendimiento de seguridad operacional, antes de utilizarlos
es relevante determinar si el indicador es aplicable para su
organizacidén, teniendo en cuenta la madurez del SMS de la
organizacién y las caracteristicas que podria mejorar o Jue
requieran mayor atenciédn:

Tabla 4. INDICADORES DE CUESTIONES SISTEMICAS

AREA ENFOQUE DE LA MEDICION

CONFORMIDAD Monitoreo de | Reduccién del % de los incumplimientos analizados por
auditorias/cumplimiento su importancia para la seguridad operacional en comparacion
internas: todos los | con los del afio anterior.
incumplimientos

CONFORMIDAD Monitoreo de | Reduccion del % de incumplimientos significativos en
auditorias/cumplimiento comparacion con el numero total de incumplimientos
internas: incumplimientos | significativos del afio anterior.
important
iy o Reduccion del % de incumplimientos repetidos dentro

del ciclo de planificacion de auditorias del afio anterior.
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CONFORMIDAD

CONFORMIDAD i Reduccion del % de los incumplimientos analizados por
i i su importancia para la sequridad operacional en comparacion
con los del afio anterior.

CONFORMIDAD

CONFORMIDAD

CONFORMIDAD

EFECTIVIDAD DEL i i % de la frecuencia con la que los

SMS planes oficiales de la organizacion y los documentos de
estrategia son revisados con respecto a la seguridad
operacional en relacion al afio anterior.

EFECTIVIDAD DEL
SMS

EFECTIVIDAD DEL Tasa de rotacion del personal | Duracion del personal en el cargo, desde el momento es que
SMS clave de seguridad operacional | asume el cargo hasta su retiro, en relacién con los dltimos dos
afios.

Namero de casos en los que se han analizado las razones de
la salida del personal clave en relacion a la salida de personal
en los ultimos dos afios.

EFECTIVIDAD DEL
SMS

EFECTIVIDAD DEL i i Incremento en un % del nimero de notificaciones
SMS recibidas al afio y la tendencia en comparacion con la del afio
anterior.
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EFECTIVIDAD DEL
SMs

EFECTIVIDAD DEL
SMS

EFECTIVIDAD DEL
SMs

EFECTIVIDAD DEL
SMS

ENFOQUE DE LA MEDICION

METRICA

Incremento en % de las notificaciones a las que se
proporciond informacién al notificante dentro de los 10 dias
habiles, en comparacion con las del afio anterior.

Incremento en % de las notificaciones seguidas de una
revision independiente de la sequridad operacional, en
comparacion con las del afio anterior.

Reduccion del % del namero de escenarios de
accidentes/incidentes graves analizados para apoyar la
Gestion de Riesgos de Seguridad operacional (SRM) en
relacion al afio anterior.

Numero de nuevos peligros identificados a través del sistema

de notificacion interno al afio y la tendencia por cada 10

ligros identificad
Reduccién de un % de los incumplimientos de las
auditorias externas relacionados con peligros que no habian

sido percibidos por el personal / gestion previamente en
comparacion con el afio anterior.

Incremento del __ % del namero de notificaciones de
Mmmmwmaldaﬁovh
tendencia en relacion al afio anterior.

Controles de riesgo

Numero de nuevos controles de riesgo validados por afio en
los dltimos dos afios.

Incremento en un % del presupuesto total asignado a
nuevos controles de riesgo en relacion al afio anterior.

Gestion y desarrollo de las
competencias de recursos

Incremento en un ____ % de la plantilla para la que se ha
establecido una evaluacion de competencias en los ultimos
dos afios.

Incremento en un % la frecuencia de revision de los
perfiles de competencias en los ultimos dos afios.

Numero de mmhus realizados en los programas de
instruccién a raiz de la retroalimentacion del personal al afio
en relacion a las 10 altimas revisiones efectuadas.

Numero de cambios realizados en los programas de
instruccion a raiz del analisis de las notificaciones de
seguridad operacional internas por afio en relacion a los 10
ultimos cambios.

Gestion del cambio

Numero de cambios organizacionales en los que se ha
realizado una evaluacion formal de riesgos de seguridad
operacional al mes / trimestre / afio y la tendencia en relacion
a los 10 dltimos cambios.

Numero de cambios en los procedimientos para los que se ha
realizado una evaluacion formal de los riesqos de sequridad
operacional al mes/trimestre/afio y la tendencia en relacion a
los 10 dltimos cambios.

Numero de cambios técnicos (por ejemplo: nuevos equipos,
nuevas instalaciones, nuevo hardware) para los que se ha
realizado una evaluacion formal de nesgos de seguridad
operacional al mes/trimestre/afio y tendencia en relacion a los
10 dltimos cambios.
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EFECTIVIDAD DEL
SMS

EFECTIVIDAD DEL
SMS

EFECTIVIDAD DEL
SMsS

ENFOQUE DE LA MEDICION

METRICA

Numero de controles de niesgo implementados por los
cambios al mes/timestre/afio y tendencia en relacién a los 10
altimos cambios.

% de cambios (organizacionales/procedimientos/técnicos,
etc.) que han sido objeto de evaluacion de riesqgos en relacion
a los 10 altimos cambios.

Gestion de contratistas

Incremento del % de contratistas cuyo rendimiento en
matena de sequridad operacional se ha evaluado en relacion
a la cantidad de contratistas que se tuvo el afio anterior.

Reduccion del % de la frecuencia con la que se determina
el rendimiento en materia de seguridad operacional de los
contratistas en relacion a la del afio anterior.

Reduccion en un ___ % del tiempo de demora para impartir
relacion al afio anterior.

Incremento de un % de los contratistas que han
implementado procedimientos de control de la instruccion en
temas de seguridad operacional en relacion al afio anterior.
Incremento en un ____ % de los contratistas que tienen
establecido un sistema de informacién (o seguimiento) sobre
cuestiones de seguridad operacional con sus clientes en
relacion al afio anterior.

Numero de notificaciones de seguridad operacional recibidas

de los contratistas por afio y tendencia en relacion a la
cantidad de contratistas que tiene la OMA.

Numero de acciones de seguridad operacional iniciadas
debido a la evaluacion del rendimiento en materia de
seguridad operacional o de las notificaciones de seguridad
operacional recibidas al afio y tendencia en relacion a la
cantidad de contratistas que tiene la OMA.

Plan de coordinacion de
respuestas ante emergencia

Ndmero de simulacros de emergencia cumplidos por afio en
relacion a la cantidad planificada.

Frecuencia de la revision del plan de coordinacion de
respuestas ante emergencias en relacion a la cantidad
simulacros de respuesta ante emergencias realizadas.

Numero de cursos de instruccion en planes de coordinacion
de respuestas ante emergencias realizados por mes /
trimestre / afio en relacion a los cursos programados.

% de personal que recibe instruccion en el plan de
coordinacion de respuestas ante emergencias dentro de un
cuarto de afio en relacion al total del personal de la OMA.

Numero de reuniones con los socios principales y contratistas
para coordinar el plan de coordinacion de respuestas ante
emergencias al mes / tnmestre / afio en relacion a todas las
reuniones planificadas al afio.

Promocion de la sequrdad
operacional

Incremento en un % del grado en que el personal
considera la seguridad operacional como un valor que guia su
trabajo diario, considerando obtener el valor mas alto de una
encuesta que se efectie en relacion a todo el personal que
trabaja en la OMA (por ejemplo: en una escalade 1 =bajoa 5
= alto) en comparacion al afio anterior.

Incremento en un ____ % del grado en que el personal
considera que la sequridad operacional es muy valorada por
sus gestores, considerando obtener el valor mas alto de una
encuesta que se efectie en relacion a todo el personal que
trabaja en la OMA (por ejemplo: en una escalade 1 =bajoa 5
= alto) en comparacién al afio anterior.
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ENFOQUE DE LA MEDICION

METRICA

Incremento en un ____ % del grado en que se aplican los

principios de actuacién humana, considerando obtener el valor
mas alto de una encuesta que se efectie en relacion a todo el
personal que trabaja en la OMA (por ejemplo: en una escala
de 1 = bajo a 5 = alto) en comparacion al afio anterior.

Incremento en un %delgradomquemnuahvael
personal para mejorar las practicas organizacionales o
notificar u problema a la gestion, considerando obtener el valor
mas alto de una encuesta que se efectie en relacion a todo el
personal que trabaja en la OMA (por ejemplo: en una escala
de 1 = bajo a 5 = alto) en comparacion al afio anterior.

Incremento en un ___ % del grado en el que el
comportamiento consciente de la seguridad operacional es
apoyado, considerando obtener el valor mas alto de una
encuesta que se efectie en relacion a todo el personal que

trabaja en la OMA (por ejemplo: en una escalade 1= ba;oa5
= alto) en comparacion al afio anterior.

Incremento en un % del grado en el que el personal y la
gestion son conscientes de los riesgos de sus operaciones y
lo que implican para ellos mismos y para los demas,
considerando obtener el valor mas alto de una encuesta que
se efectiie en relacién a todo el personal que trabaja en la
OMA (por ejemplo: en una escala de 1 = bajo a 5 = alto) en
comparacion al afio anterior.
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