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La presente circular de asesoramiento sobre implementacidén de un
Sistema de Gestidédn de 1la Seguridad Operacional (SMS) en una
organizacidén de mantenimiento RAC-24.145 mediana y pequefia, se
corresponde con la similar emitida por el Sistema Regional de
Vigilancia SVRSOP 'y sirve de guia 'y orientacién a las
organizaciones de mantenimiento para instrumentar este sistema en
correspondencia con los requisitos de las Regulaciones
Aeronduticas Cubanas RAC-24.145 y RAC-19.

DOCUMENTOS DE REFERENCIA:

- Circular de Asesoramiento CA-AIR-145-005, revisién 1 del
30.08.2022 emitida por el SVRSOP.

- Regulacidén Aerondutica Cubana RAC-24.145, Capitulo C “Sistema
de Gestidn de Seguridad Operacional”

- RAC-19 “Gestidén de la Seguridad Operacional”, Anexo 2 “Marco
para un Sistema de la Seguridad Operacional”.

DEFINICION DE TERMINOS Y ABREVIATURAS:

AOC : Certificado de explotador aéreo

MAC Métodos aceptables de cumplimiento
METI : Material explicativo e informativo

RAC : Regulaciones Aeronduticas Cubanas.

OMA : Organizacidén de Mantenimiento Aprobada.

DIA/IACC: Direccidén de Ingenieria y Aeronavegabilidad/
Instituto de Aerondutica Civil de Cuba.
AAC Autoridad de la Aerondutica Civil
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AUTORIDAD:
En la RAC-24.145” Organizaciones de Mantenimiento Aprobadas”
vigente, en su Capitulo C “Sistema de Gestidén de Seguridad

Operacional”™, requisito 145.200, inciso (a) establece: Una OMA
RAC 24.145 estableceréd, implementard vy mantendrd un Sistema de
Gestidén de Seguridad Operacional (SMS) que se ajuste a la dimensién
y complejidad de 1la organizacidén, el cual sea aceptado por la
DIA/IACC.

Asi mismo, en la RAC-19 en su Capitulo III “Responsabilidades
Estatales en Materia de Gestién de 1la Seguridad Operacional”,
Seccién Primera “Programa de Seguridad Operacional del Estado
(SSP)”, Articulo 3 menciona los prestadores gque deben implementar un
SMS aceptable para el TIACC, entre los que se encuentran las
Organizaciones de Mantenimiento Aprobadas (OMA) RAC-24.145 (inciso
c). En la misma RAC y Capitulo, en su Articulo 5, inciso a, indica
que este SMS se establecerd de conformidad con los elementos de
marco que figuran en el Anexo 2 “Marco para un Sistema de la
Seguridad Operacional”, de esta RAC-19.
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Seccion 1 — Alcance
1.1 El1 desarrollo de estd circular de asesoramiento (CA) es para
brindar orientacién a las organizaciones de mantenimiento que de
acuerdo a su dimensidén y complejidad se encuentran en la categoria
de medianas y pequefias (Ver CA-24.145-002).
1.2 Esta CA proporciona una guia para la correcta implementaciédn
del sistema de gestidén de seguridad operacional (SMS), Dbrindando
los lineamientos de como cumplir de una manera aceptable con los
requisitos de la RAC 24.145 en su Capitulo C, en los plazos maximos
que establezca la DIA IACC.
1.3 La presente CA es un método aceptable de cumplimiento (MAC)
del requisito 145.225 de la RAC 24.145 "Implementacidén del Sistema
de Gestidén de Seguridad Operacional (SMS)", pero no es el Unico
método.

Seccidén 2 - Introducciodn

2.1 La implementacidén de SMS en la industria de 1la aviacidn
presenta algunos desafios especificos para las organizaciones de
mantenimiento pequefias. De hecho, algunas organizaciones pequefias
pueden sentir que el SMS es demasiado complejo o demasiado costoso
de implementar. Esta CA se ha desarrollado para que cualquier OMA
pequefia o mediana brinde servicios en la aviacidén civil.
2.2 Es importante entender que la implementacién de un SMS es
probablemente mucho mds simple de lo gque se cree; muchas
organizaciones pequefias ya cuentan con varios de los elementos de
un SMS.
2.3 A lo largo de esta CA, consideramos una OMA entre seis vy
veinte empleados como una organizacién mediana, y una con cinco o
menos empleados (hasta dos) como pequefia. Los SMS se pueden reducir
a un concepto muy simple:

e buscar activamente problemas de seguridad operacional en sus
operaciones, productos o servicios;

e desarrollar acciones correctivas para reducir los riesgos que
presentan esos problemas de seguridad operacional; y

e supervisar para asegurarse de haber controlado adecuadamente
esos riesgos.

2.4 Un SMS no tiene que ser complicado para ser eficaz.

2.5 Antes de comenzar a implementar su SMS, se podrd contactar a
la DIA IACC para averiguar gqué se requiere para el tamafio de su
organizacidén. Luego, realizar un andlisis de brechas para comparar
lo que ya tiene con lo que se requiere y ver qué falta. Al igual
que con cualquier sistema de gestidén, también es importante
recordar que el SMS debe personalizarse ©para reflejar 1la
organizacidén y el entorno operativo.
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¢Qué tan compleja es una organizacién de mantenimiento mediana?
2.6 No es solo el tamafio de la OMA lo que importa, sino el riesgo
y la complejidad de la actividad. Las consideraciones de
complejidad incluyen:

* entorno operativo (lugar donde se encuentra la OMA);

e complejidad del alcance de la lista de capacidades (tipos de
aeronaves, componentes, etc.);

. limitaciones establecidas en la lista de capacidades
(Mantenimiento de linea, Chequeo A, Chequeo B, Chequeo C, revisidn
general (overhaul), prueba en banco (bench test), etc.);

e trabajos especializados;

e tecnologias empleadas;

e numero de clientes; y

e subcontratistas.

2.7 La CA-24.145-002 en el MAC 145.200 (a) orienta y proporciona
los criterios para establecer la dimensidén y complejidad de las
organizaciones de mantenimiento a fin de determinar si es pequefia,
mediana o grande.

2.8 El Apéndice 1, de esta CA es una guia paso a paso para
organizaciones medianas - Orientacidén para la implementaciédn,
proporcionando una guia paso a paso sobre cbémo implementar vy
desarrollar el SMS para ayudar a que una OMA sea mas segura.

2.9 Esta CA contiene algunas ideas sobre cémo poder implementar
los 12 elementos de un SMS.

2.10 Componentes y elementos

Los 4 componentes y 12 elementos se muestran en la siguiente tabla:

COMPONENTE ELEMENTO

1. Politica y L EING N 1.1, Compromiso de la direccion
seguridad operacional

1.2. Obligacion de rendicion de cuentas y responsabilidades en
materia de seguridad operacional

1.3. Designacion del personal clave de seguridad operacional

1.4. Coordinacion de la planificacion de respuestas ante emergencias
1.5. Documentacion SMS

Gestion de riesgos de 2.1 Identificacion de peligros

seguridad operacional

2.2 Evaluacion y mitigacion de riesgos de seguridad operacional
Aseguramiento de 3.1 Observacion y medicion del rendimiento en materia de seguridad
seguridad operacional

3.2 Gestion del cambio

3.3 Mejora continua del SMS

mifelgplelee UG- - IE-T [T Tl 4.1 Instruccion v educacion

operacional
4.2 Comunicacion de la seguridad operacional
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2.11 Componente 1 — Politica y objetivos de seguridad operacional

La politica y los objetivos de seguridad operacional establecen 1lo
que se quiere conseguir. Es el mejor lugar para comenzar; sSi no
sabe lo que se dquiere hacer, probablemente resulte muy dificil
hacer algo ttil.

Los objetivos de seguridad operacional definen 1lo que la OMA
espera cumplir con su SMS. Es una declaracién de un resultado
deseado y deberd ser una declaracidén breve y de alto nivel de sus
prioridades de seguridad operacional. Los objetivos de seguridad
operacional deberdn abordar los riesgos méds importantes de su
organizacién. Deberdn establecerse metas para lograr cada objetivo
de seguridad operacional. Idealmente, deberian ser INTELIGENTES
(SMART) :

ESpecifico: Cada objetivo debe centrarse en una sola cosa.

Medible: Deberia poder medir si acertd o no la meta.

Alcanzable: La meta deberd estar dentro de las capacidades de 1la
organizaciédn.

PeRtinente: La meta deberd ser algo de importancia o significado
para la seguridad operacional.

OporTuno: Deberd haber una fecha limite para lograr la meta.

Por ejemplo:

Objetivo de seguridad operacional Obtener una imagen completa de
los peligros de seguridad
operacional durante la
operacidn.

Meta de seguridad operacional Realizar talleres trimestrales
de identificacién de peligros.
Incrementar el numero de
notificaciones voluntarias
recibidas en un 20% este afio.

Indicador de rendimiento

de seguridad operacional (SPI) Numero de talleres de
identificacién de peligros
realizados este afio.

Numero de nuevos peligros
identificados a través de
talleres realizados este afio.
Numero de notificaciones de
peligros recibidos por
empleado este afio en
comparacidén con el afio pasado
(Ver Seccidén 3.1 para més
informacidén de SPIs)
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Idealmente, deberd incluir sus objetivos de seguridad operacional
y cbmo se piensa alcanzarlos en un plan de seguridad operacional
simple

2.13.1 Compromiso de la direcciéon y responsabilidades

2.11.5.1 El compromiso de la direccidén significa que el Gerente
Responsable esté totalmente comprometido con la seguridad
operacional. Desarrollard una declaracién de su compromiso
escribiendo y firmando la politica de seguridad operacional. Dejaré
en claro que hard lo que sea necesario para cumplir con ese
compromiso. Describird la politica de notificaciones de seguridad
operacional; el personal necesita saber que el Gerente Responsable
operard con un sistema de notificaciones Justo y qué tipo de
comportamiento tendrd como consecuencia una accidén disciplinaria.
Luego lo firmaréd, publicard en un lugar visible, y lo cumplira.
Nota: Publicar en un lugar visible se debe entender que podria ser en forma de
papel o de forma electrénica a través de un sistema informatico interno (por
ejemplo, Intranet).

2.11.5.2 La politica de seguridad operacional establecerd el
compromiso hacia la seguridad operacional de alto nivel de 1la
organizacién. Ademds de la declaracidén de compromiso de seguridad
operacional vy la politica de notificaciones de seqguridad
operacional, también debe incluir sus objetivos de seguridad
operacional clave que son los logros en materia de seguridad
operacional o resultados deseados que han de alcanzarse

2.11.5.3 Es importante que todos vean la politica de seguridad
operacional. En una OMA mediana, puede distribuirlo y hacer que
todos firmen que lo han leido, asi como publicarlo en el tablero de
anuncios.

2.11.5.4 Para wuna OMA pequefia, 1la politica de seguridad
operacional puede ser muy breve, como se muestra en el Apéndice 2,
Ejemplo de un manual de SMS para organizaciones pequefias.

2.11.2 Rendicidon de cuentas de seguridad operacional
3.11.2.1 Designar al Gerente Responsable que tenga la méxima
responsabilidad en materia de seguridad operacional.

2.11.3 Designacion de personal clave de seguridad operacional
2.11.5.1 En una OMA mediana, es una buena idea designar a alguien
para que se encargue del funcionamiento diario del SMS. El seré
responsable de asegurarse de que se actle y se documenten las
notificaciones de seguridad operacional, etc. Esta persona puede
necesitar alguin tipo de instruccidén para ser lo més eficaz posible
en su funcidén de SMS.

2.11.5.2 En una OMA pequefia, podria ser el Gerente Responsable.
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2.11.5.3 Responsable de seguridad operacional
3.11.3.3.1 Lo ideal es que la persona responsable del SMS tenga
alguna experiencia operativa y comprenda los sistemas que respaldan
su operacién. Deberd tener una comprensién de los principios de
gestién de la seguridad operacional, idealmente adquiridos mediante
instruccién formal y experiencia practica. En una OMA pequefia, esto
puede adquirirse del material de orientacidédn de SMS.
3.11.3.3.2 Responsabilidades
La persona responsable de seguridad operacional debe:

e asegurarse de que los procesos de SMS se establezcan,
implementen y mantengan;

e promover la conciencia y una cultura positiva de seguridad
operacional;

* servir de enlace <con las autoridades sobre cuestiones
relacionadas con la seguridad operacional;

. intercambiar lecciones valiosas aprendidas con otras
organizaciones;

e gestionar las investigaciones internas de incidentes vy
accidentes;

* asegurarse de que se estén gestionando los peligros y problemas
identificados;

e mantener la documentacién de seguridad operacional; y

e organizar la instruccidén en seguridad operacional.

2.11.4 Coordinacion de la planificacion de respuestas ante
emergencias

Coordinar el plan de respuesta ante emergencias con otras
organizaciones que puedan verse afectadas y con los servicios de
emergencia es fundamental, esto permitird asegurarse gque todos
conozcan adédnde ir y qué esperar si reciben la llamada.

Un plan de coordinaciédn de respuesta ante emergencias no es
aplicable a OMAs cuyo alcance de mantenimiento es solo a
componentes de aeronaves.

2.11.5 Documentacion SMS

Es necesario documentar el SMS, pero probablemente ya se tenga
parte de la documentacién, y el resto deberia ser bastante facil de
implementar. Tiene su politica de seguridad operacional vy sus
objetivos vy se ha nombrado al ©personal clave de seguridad
operacional. Se necesitard documentacién sobre los procesos de
gestién de riesgos, investigaciones de incidentes, etc. (se tratan
mas adelante). El manual de SMS puede ser un documento muy breve y
simple que hace referencia principalmente a los procedimientos
existentes, o puede simplemente agregar una seccidén al manual de
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organizacién de mantenimiento. Para obtener méds informaciédn,
consulte el Apéndice 2, Ejemplo de un manual de SMS ©para
organizaciones pequefias.
2.11.5.1 Consideraciones para la documentacidn

3.11.5.1.1 La documentacidédn de SMS es la base para compartir la
politica de seguridad operacional y explicar los procesos de SMS a
todos. Ademéds, es importante que haya registros de la actividad de
gestidén de la seguridad operacional. Para organizaciones medianas o
pequefias, la documentacidén clara garantiza que todos, incluidos los
miembros del personal, los contratistas y la DIA IACC, comprendan
el SMS.

3.11.5.1.2 Mantener la documentacién de SMS simple, concisa y al
grano. Es posible que deba producirse un manual de SMS, pero puede
hacerse referencia a la documentacidédn existente que cubre 1los
requisitos de SMS.

3.11.5.1.3 Hay ejemplos de manuales SMS disponibles y pueden usarse
como base para desarrollar el propio, pero no deben ser simplemente
copiados. E1 de la OMA debe ser un documento vivo que refleje 1la
estructura, los procesos y las caracteristicas de la organizacidn.
El Apéndice 3, Ejemplo de formato de manual de SMS para una OMA
pequefia, proporciona un ejemplo de una pagina de contenido para un
manual de SMS. 3.11.5.1.4
La documentacién de SMS no necesita seguir exactamente el formato
del marco reglamentario, pero debe describir claramente quién hace
qué, cuéando, dénde y cémo, ademéds de demostrar gque su SMS cumple
con los requisitos. No olvide que la documentacidédn de SMS incluye
registros adicionales como:

e registros de auditorias, reuniones de seguridad operacional vy
revisiones de la direcciédn;

* registros de evaluaciones de riesgos; y

e un registro de peligros o registro de riesgos con registros de
las acciones.
2.11.5.2 Desarrollo de procedimientos

Un buen SMS tendrd buenos procedimientos de apoyo relacionados con
los procesos operativos a seguir. Para asegurarse de gque sean
efectivos y estén libres de errores, es recomendable dque se
considere los siguientes siete puntos.

1) Ser claro y conciso. Asegurarse de que los procedimientos sean
fadciles de entender y seguir.
2) Ser correcto. Aseglrese gue sean gramaticalmente correctos y que
no tengan errores de ortografia.
3) Ser consistente. Utilizar el mismo formato y sistema de entrega
para todos los procedimientos.
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4) Ser completo. Revisar y poner a prueba un procedimiento con
alguien que no lo conozca, para asegurarse de que no se haya
omitido ningun paso.

5) Estar en contexto. Asegurarse de que las acciones describan
correctamente la actividad a realizar.

6) Estar en control. Incorporar retroalimentacidén y controles de
proceso para que sean efectivos y sigan siendo efectivos.

7) Estar en conformidad. Asegurarse de dque los procedimientos
cumplan con los requisitos, como las necesidades del usuario, los
reglamentos y las politicas de la OMA.

2.12 Componente 2 — Gestion de riesgos de seguridad operacional
(SRM)

Aqui es donde se calculan los riesgos a los que se enfrenta la
organizacién y se decide cdémo reducirlos

2.12.1 ldentificacion de peligros

La identificacién de peligros es vital y, a veces, es mas féacil
referirse a los peligros como problemas de seguridad operacional.
Los problemas de seguridad operacional pueden ser cualquier cosa
que pueda provocar un accidente de aviacidn; a menos que se conozca
qué peligros existen, no podrd identificar los riesgos que
plantean. Y si no se sabe cudles son los riesgos, no se puede hacer
nada al respecto.

No se debe dejar al azar la identificacién de problemas de
seguridad operacional; se deberd desarrollar un proceso simple para
buscar activamente problemas de seguridad operacional. Algunos
problemas de seguridad operacional se pueden identificar a partir
de notificaciones de sucesos, algunos pueden ser notificados por
personas y otros pueden ser el resultado de sesiones de lluvia de
ideas proactivas. Se debe animar a todos a notificar cualquier
problema de seguridad operacional que encuentren. En lo que
respecta a la seguridad operacional de la aviacidén, es mejor seguir
algunos senderos falsos que perderse un desastre al acecho.
Celebrar publicamente las buenas notificaciones.

Se necesitard un registro de peligros para dejar constancia de los
problemas de seguridad operacional que las personas encuentran o
piensan, pero puede ser muy simple. Puede ser un cuaderno en la
sala de los técnicos de mantenimiento o una hoja en el tablero de
anuncios. Deberd ser facilmente accesible y visible; es para todos.
Eso anima a las personas a comentar sobre los problemas de
seguridad operacional que otros han registrado.

El Apéndice 4, muestra de registros de peligros, contiene ejemplos
de registros de peligros para organizaciones medianas y pequefias.
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3.12.1.1 Sistema de notificacidén de seguridad operacional
3.12.1.1.1 Los peligros o incidentes de seguridad operacional solo
pueden controlarse si se <conoce su existencia. Los problemas
subyacentes que tienen el potencial de ©poner en peligro la
seqguridad de las operaciones de las aeronaves puede identificarse
mediante un sistema de notificaciones de seguridad operacional. Las
notificaciones de seguridad operacional pueden ser reactivos (a
partir de un suceso que ha ocurrido) o proactivos (a partir de la
identificacién de una situacidédn potencialmente insegura).
3.12.1.1.2 Se deberd fomentar activamente la notificacidén de
incidentes menos importantes, dque pueden no estar sujetos a
notificacién obligatoria. Esto proporcionard una mejor comprensidn
de lo que estd sucediendo y permitird monitorear el rendimiento de
seguridad operacional de la OMA vy ayudard a identificar las
tendencias de seguridad operacional en desarrollo. Se deberd animar
a que se notifiquen todos los problemas y luego decidir si es
necesario investigarlos.

3.12.1.1.3 Para que el sistema de notificaciones sea eficaz, todas
las personas conectadas a la OMA, ya sea interna o externamente,
deben participar activamente. Todos deben tener claro cdbdmo
notificar, gqué notificar y a quién notificar. La informacién de las
notificaciones se puede utilizar para identificar los riesgos de
seguridad operacional ©para dque se puedan tomar las medidas
adecuadas. También se puede pedir a las organizaciones y clientes
que utilizan los productos o servicios que notifiquen sobre
cualgquier problema de seqguridad operacional relacionado con lo que
ha proporcionado. Asegurarse de dar retroalimentacidén a la persona
que notifica un evento para que pueda ver que las notificaciones se
toman en serio y se toman medidas al respecto; esto alentard a que
se presenten mas notificaciones.

3.12.1.1.4 E1 formulario de notificaciones de seguridad operacional
es una buena manera de recopilar esta informacidén vital. La persona
responsable del SMS (descrita en la Seccién 1.11.5.3) es la mejor
persona para administrar estas notificaciones y asignarlos a la
persona adecuada para la accidén. Las notificaciones de seguridad
operacional en una OMA pequefila pueden ser de boca en boca, pero es
importante que aun estén documentados para gque no se pierdan ni se
olviden. Se pueden encontrar ejemplos de plantillas para un
formulario de notificacidén de seguridad operacional en el Apéndice
5, Plantilla de formulario de notificacién de seguridad operacional
para una OMA mediana, y en el Apéndice 6, Plantilla de formulario
de informe de seguridad operacional para una OMA pequefia.
3.12.1.1.5 Las notificaciones de seguridad operacional deberéan
utilizarse para mejorar la seguridad operacional en lugar de
atribuir culpas. Para fomentar la presentacién de notificaciones
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sin temor a repercusiones, es importante que los miembros del
personal comprendan la cultura abierta y justa que se expresa en su
politica de presentacidén de notificaciones.

3.12.1.2 Politica de notificaciones

3.12.1.2.1 Para las OMA pequefas, es posible que no se requiera una
politica de notificaciones por separado si las personas estan
intimamente involucradas en la mayoria de los aspectos de las
operaciones de la organizacidén y los empleados se sienten libres de
notificar informacidén relacionada con la seguridad operacional. Una
OMA  pequeria debe tener una politica de presentacidn de
notificaciones para que todos comprendan claramente los valores de
la organizacidédn con respecto a la presentacidén de notificaciones de
informacién relacionada con la seguridad operacional y cbémo se
fomenta una cultura de presentacidén de notificaciones saludable.
3.12.1.2.2 En una OMA mediana, la politica de notificaciones podria
combinarse con la Politica de seguridad operacional y deberia:

* Animar a los empleados a notificar sobre peligros, incidentes o
accidentes; vy

e Definir las condiciones bajo 1las cuales se consideraria una
accidén disciplinaria punitiva (por ejemplo, actividad ilegal,
negligencia, mala conducta intencional).

3.12.1.2.3 Un ejemplo de Politica de notificaciones de seguridad
operacional es el siguiente: Nuestra OMA apoya y fomenta plenamente
una cultura de apertura y confianza entre todo el personal. Esto no
se puede lograr a menos que los empleados sientan que pueden
notificar sobre sucesos o0 peligros sin temor a represalias
injustificadas. Con ese Tfin, el personal que notifique sobre
problemas relacionadas con la seguridad operacional no estara
sujeto a medidas disciplinarias, excepto cuando exista evidencia
clara de:

< Negligencia grave;

Descuido intencional de los reglamentos o procedimientos;
Intencion de encubrimiento;

Intencion criminal; o

Uso de sustancias ilicitas

3.12.1.3 Investigacidn

3.12.1.3.1 Hay ocasiones en las que es necesaria una mayor
investigacién de un problema de seguridad operacional para
determinar la causa exacta y 1los factores que contribuyen. No
deberia desarrollarse una accidn correctiva solo para descubrir que
no ha resuelto el problema subyacente. El uso de un método de
andlisis de causa raiz para las investigaciones ayudard a llegar al
problema principal que estd causando sus problemas.
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3.12.1.3.2 Es posible que no se tenga el tiempo o los recursos para
investigar todo lo que se notifica, por lo que es mejor definir
cuando investigara un problema. Por ejemplo, no tiene sentido
investigar un problema que tiene consecuencias insignificantes,
pero seguramente querrd investigar un problema gque sea tanto,
probable como potencialmente grave.
3.12.1.3.3 Un enfoque simple es revisar las notificaciones de
seguridad operacional vy cualquier incidente operacional y luego
usar la matriz de riesgos para evaluar la necesidad de investigar.
Documentar la investigacidén y agregar los resultados al registro de
peligros. El siguiente es un enfoque de investigacidén genérico.

e Recopilar informacidn

[J ¢Qué paso, ¢cuando y ddédnde?

[l ¢Cudl es el impacto en la organizacidn?

[ ¢Cudles fueron las condiciones y acciones que llevaron al
problema de seguridad operacional?

[] ¢Quién estd involucrado?

e Entrevistar a los involucrados

e Analizar la informacidn

[l Examinar todos los hechos y determinar qué sucedid y por qué
(las causas fundamentales).

[l Evaluar si este evento o algo similar ha sucedido antes.

[J Identifique factores contribuyentes, como:
Factores laborales (por ejemplo, ¢el trabajo requiridé demasiada o
muy poca atencidén? sHubo distracciones o demandas conflictivas?

;Fueron los procedimientos adecuados y comprendidos
correctamente?) ;

Factores humanos (por ejemplo, capacidad fisica (tamafio y fuerza),
competencia (conocimiento, habilidad vy experiencia), fatiga,
estrés, moral, alcohol o drogas);

Factores organizacionales (por ejemplo., Presién de trabajo,

largas jornadas, disponibilidad de recursos suficientes, calidad de
la supervisién, cultura de seguridad operacional);

Factores de equipo y herramientas (por ejemplo, claridad de los
controles e instrumentacidén, disefio, el rol de circunstancias
inusuales); y

Actos inseguros, la mayoria de los ©problemas de seguridad
operacional son causados por actos inseguros, ya sean deliberados o
involuntarios. Al identificar los actos inseguros y comprender qué
los impulsa, puede establecer una cultura de seguridad operacional
duradera y valiosa.

e TIdentificar acciones correctivas adecuadas.
e Elaborar el plan de accidén e implementarlo.
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[J Es posible gque sea necesario priorizar las acciones correctivas
debido a los recursos y los plazos de implementacidén practicos.
Mantener a los empleados completamente informados sobre el plan de
accidén correctiva y el progreso de su implementacidn.
3.12.1.3.4 E1 Apéndice 7, El1 enfoque de los cinco porqués para el
andlisis de la causa raiz, proporciona un ejemplo de este método.

Una vez finalizada la investigacidén con este ejemplo u otro
método, deberd documentarse los resultados de la investigacidén vy
resumirlos en el registro de peligros con fines de seguimiento e
identificar cualquier actividad de seguimiento. Es necesario
realizar un seguimiento para garantizar que el problema se haya
corregido o controlado adecuadamente. En el Apéndice 8 se puede
encontrar un ejemplo de wuna plantilla para un formulario de
investigacién: Plantilla de formulario de investigacion para una
OMA mediana.

2.12.2 Evaluacion y mitigacion de riesgos de seguridad operacional.
3.12.2.1 También se necesitarda un proceso para identificar qué
podria suceder como resultado de <cada problema de seguridad
operacional (la consecuencia) vy evaluar qué tan malo serda el
resultado vy la ©probabilidad de que suceda (el riesgo). La
evaluacién de riesgos, en pocas palabras, consiste en determinar si
puede aceptarse el riesgo tal como es; si no, debe hacer algo para
reducirlo (control o mitigacién). Una matriz de riesgos puede ser
util, pero en una OMA pequefia, puede que no sea necesaria.

3.12.2.2 Se pueden encontrar ejemplos de procedimientos de gestidn
de riesgos en el Apéndice 9, Procedimientos de gestidén de riesgos
para una OMA mediana, y el Apéndice 10, Procedimientos de gestidn
de riesgos para una OMA pequefa.

3.12.2.3 E1 resumen de la evaluacién de riesgos deberd documentarse
en un registro de peligros. Esto debe incluir la evaluacidédn de
riesgos para cada peligro y las acciones necesarias para controlar
el riesgo.

2.13 Componente 3 — Aseguramiento de la seguridad operacional
Si no se sabe gqué tan bien se estd haciendo, no se sabrad cémo
hacerlo mejor; y todos podran hacerlo mejor.

2.13.1 Observacion y medicion del rendimiento en materia de
seguridad operacional

Decidir cémo se medird el rendimiento en seguridad operacional.
Buscar las cosas que suceden, no las que no sucedieron. La cantidad
de problemas de seguridad operacional notificados o resueltos es
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una medida més Util del rendimiento en materia de seguridad
operacional que la cantidad de accidentes, ;a menos gue se tengan
muchos accidentes! Seguir monitoreando para ver cbémo se estéd
haciendo y si las mitigaciones estédn funcionando segun lo planeado.
Luego, actuar si las cosas no mejoran. Ademds de usar indicadores
de rendimiento de sequridad operacional (SPI), puede usarse la
auditoria interna para verificar su rendimiento.

3.13.1.1 Indicadores de rendimiento de seguridad operacional (SPI):
;Por qué se necesitan?

Los SPI se utilizan para monitorear qué tan cerca estd de alcanzar
los logros, metas vy objetivos de seguridad operacional. Estos
ayudaran a ver qué tan eficaz es el SMS. En lugar de simplemente
usar los numeros para la revisidén de gestidn anual, supervisar los
SPI con regularidad para que el Gerente Responsable vy 1la
organizacidén puedan ver qué tan bien se estd desempefiando el SMS.
Esto permitira tomar medidas cuando se comience a ver tendencias
indeseables.

Asegurarse de que todos conozcan cuales son los SPI y qué metas se
han establecido; esto mejorard el compromiso con la seguridad
operacional y dejard claro lo que la OMA estd tratando de lograr a
través de su SMS.
3.13.1.2 ;Cbmo configurar un SPI?
3.13.1.2.1 Concentrarse en desarrollar SPIs para lo gque es
importante y para medir la efectividad del SMS y el rendimiento en
seqguridad operacional. Hay algunos SPI genéricos que se aplican a
todas las organizaciones, otros que se aplican a un tipo de
organizacidén y quizaéds algunos que se aplican solo a la
organizacidén. La AAC puede identificar SPI especificos que quiere
que mida.
3.13.1.2.2 Los SPI organizaciones genéricos incluyen:

e NUimero de incidentes de riesgo importantes (segin se define en
su manual de gestién de la seguridad operacional),

e Numero de notificaciones obligatorias,

e NUumero de notificaciones wvoluntarias,

e Numero de notificaciones de seguridad operacional atrasados
cerrados,

* Numero de reuniones de seguridad operacional,

* Numero de sesiones informativas de seguridad operacional, y

e Numero de auditorias de seguridad operacional.
3.13.1.2.3 Todos estos indicadores se controlan féacilmente vy
muestran la salud general de la seguridad operacional de la
organizaciédn. Deberé establecerse metas para cada uno,
probablemente sobre la base del numero de eventos en los 12 meses
anteriores o por afio calendario; asegurese de que esto se indique
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claramente. El Apéndice 11, Indicadores de rendimiento de seguridad
operacional para una OMA mediana, muestra algunos ejemplos, pero
los SPI y las metas especificas pueden no ser adecuados para su
organizaciédn.

3.13.1.2.4 Las notificaciones obligatorias indican cosas que
salieron mal, por lo que la meta debe ser "menos que x" o "reducir
en un %"

3.13.1.2.5 Las notificaciones voluntarias ofrecen una oportunidad
de mejora, ademds de ser un indicador de una buena cultura de
seguridad operacional, por lo que el objetivo debe ser "méds que y"
o "aumentar en un __ %". Animar al personal a informar cada problema
de seguridad operacional que vean, para que la organizacidn pueda
lidiar con estos problemas; si no se informa, no se puede arreglar.
Un gran nUmero de notificaciones voluntarias es sefial de un SMS
maduro; no es necesariamente una sefial de que estén sucediendo
cosas malas.

3.13.1.2.6 Puede ser méds Util monitorear algunos SPI contra el
numero de trabajos realizados (por ejemplo, retornos a toma por
problemas de mantenimiento, # de despachos), ya que esto permitiré
cambios en los trabajos de mantenimiento. Entonces, por ejemplo, si
su objetivo era menos de 2 notificaciones obligatorias por afio por
un explotador al que da atencidén de linea y aumenta otro explotador
con las mismas caracteristicas al que proporciona mantenimiento de
linea, necesitaria cambiar la meta, probablemente a 4
notificaciones por afio. Pero si su meta era 2 notificaciones por
1000 atenciones, duplicar el numero de explotadores no tendria
ningin efecto sobre la meta.

3.13.1.2.7 Tener cuidado al revisar los SPI, a menos que tenga una
cantidad razonablemente grande de sucesos. Un cambio de uno a dos
incidentes por afio es un aumento de la tasa del 100%, pero no es un
indicador tan Gtil como un cambio del 10% de 50 a 55.

3.13.1.2.8 Un ejemplo de indicador aplicable a una OMA puede ser #
de errores de mantenimiento

3.13.1.2.9 Los buenos indicadores lo ayudaran a mejorar la
seguridad operacional, mientras que los indicadores mal pensados
pueden hacer perder el tiempo a todos.

3.13.1.2.10 Solo el Gerente Responsable puede decidir si los
indicadores son aplicables y valiosos para la OMA y cuales son.
3.13.1.2.11 Finalmente, una vez que haya establecido las metas,
asegurarse de medir regularmente su rendimiento real en comparaciédn
con ellos. Eso indicara qué tan bien se estd haciendo.

3.13.1.3 Auditoria interna
3.13.1.3.1 No importa cuédn pequefia sea la OMA, una auditoria
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interna evaluard sus procesos y procedimientos y le dard un nivel
de confianza en que todo se estd haciendo correctamente y que los
miembros de su personal estéan siguiendo sus politicas y
procedimientos.

3.13.1.3.2 Las auditorias deberdn ser realizadas por alguien que
sea independiente del proceso que se audita y se deben registrar
los hallazgos de las auditorias, junto con las acciones correctivas
acordadas. Estos hallazgos pueden ser nuevos peligros o debilidades
en las defensas, por lo que deberdn registrarse en el Registro de
peligros.

3.13.1.3.3 Incluso en una OMA mediana, puede resultar complicado
establecer una auditoria interna independiente. Puede considerarse
la posibilidad de utilizar un auditor externo, pero se recomienda
que se realice la auditoria internamente. La experiencia demuestra
que esto brindard wuna mejor perspectiva de los trabajos del
mantenimiento y el negocio.

3.13.1.3.4 Las auditorias deberédn ser més que verificar elementos
en una lista de verificacién de cumplimiento; deben observar la
efectividad de los procesos, identificar acciones correctivas vy
preventivas y verificar cualquier seguimiento y mejora continua. Un
drea importante es la identificacidén, el andlisis y el seguimiento
de los problemas de seguridad operacional. El auditor debe revisar
el registro de peligros antes de auditar un &4rea de la OMA para
verificar que las mitigaciones estén implementadas y funcionando.

e« Herramientas: hay muchos ejemplos de herramientas de auditoria
disponibles, si se usa alguna de las que estan disponibles,
debe adaptarse a la organizacidn para obtener el mayor
beneficio.

« Frecuencia: las auditorias y revisiones deben realizarse al
menos una vez al afio, pero cubrir el alcance en varias
auditorias o revisiones mas pequefias puede ser més productivo y
efectivo.

« Abordar los hallazgos: los hallazgos de auditoria y revisién
deben abordarse con acciones preventivas y correctivas. Se
puede encontrar una plantilla para gestionar esto en el
Apéndice 12. Plantilla de informe de acciones correctivas y
preventivas.

2.13.2 Gestidén del cambio

El cambio conlleva riesgos, mientras que la gestidén del cambio
reduce el riesgo.

Ya sea un incremento en la lista de capacidades, un nuevo
procedimiento de mantenimiento, un traslado a nuevas instalaciones,
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el SMS debe cubrir la identificacién de cualguier cambio que pueda
representar un riesgo para la seguridad operacional de la OMA.
Estos incluyen los cambios que tendrian un impacto notable en sus
recursos, materiales, procedimientos, procesos, instrucciédn,
control de gestidén y sobre todo en su personal. La gestidén de los
procesos del cambio ayudard a identificar problemas potenciales.
3.12.2.1 Consideraciones para la gestidén del cambio
Los tipicos cambios incluyen:
e Cambio organizacional (un nuevo Gerente Responsable, la salida

de personal clave e} experimentado, reestructuracidédn
organizacional) ;

e Cambio operacional (un nuevo tipo de aeronave en la lista de
capacidades, un nuevo contrato, nuevos sistemas, nuevos

procedimientos operacionales); y

e Cambio fisico (cambio del lugar donde estd la base principal,
una nueva base adicional).
3.12.2.2 La evaluacidén de riesgos es una parte clave del proceso,
por lo que cuando se decida realizar un cambio, comenzar por
evaluar el riesgo general del cambio en si. Puede ser que el cambio
simplemente no valga la pena o que el riesgo de no realizar el
cambio sea demasiado alto. Probablemente se haya hecho de manera
intuitiva, pero asegurarse de involucrar a las personas adecuadas,
ya que pueden plantear riesgos que no se ha tenido en cuenta. Esto
puede significar involucrar a personas ajenas a la OMA (partes
interesadas clave).
3.12.2.3 Una vez que decida seguir adelante, identifique todos 1los
factores que deben considerarse. Por ejemplo, si planea introducir
un nuevo tipo de aeronave a la lista de capacidades, probablemente

debera considerar requisitos de instruccién, arreglos de
mantenimiento, entre otras cosas. No olvide hacer la pregunta, " Es
adecuado para el trabajo de mantenimiento?". Deberd determinar

cuadndo serd necesario que sucedan las cosas, quiénes participarén,
qué se debe hacer de antemano, qué sucederd a continuacidn, etc.
3.12.2.4 Una vez dque tenga un plan basico en su lugar, puede
comenzarse identificando y administrando los riesgos. Recordar, la
introduccidén de cualquier procedimiento, incremento en la lista de
capacidades o una nueva aeronave probablemente traerd consigo
nuevos riesgos de seguridad operacional.
3.12.2.5 Deberd incluirse wuna evaluacidén de riesgos de cada
problema, de modo gque pueda tomarse las medidas necesarias para
minimizar los riesgos y sus efectos potenciales. Por ejemplo: ;Cual
es la probabilidad de que la instruccidén no se complete segun 1o
programado? Si la instruccidén se retrasa, ¢;cual serd el efecto en
el mantenimiento que se proporciona y en el negocio? ¢Y cdmo se
minimizarada el riesgo?
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3.12.2.6 Estar preparado para gestionar los efectos de los cambios
en otras organizaciones en su operacidén. Por ejemplo: sCdodmo
afectaria a la OMA si el proveedor de mantenimiento externo tuviera
un cambio significativo de liderazgo o un traslado a otra
ubicacién?

3.12.2.7 Documentar lo que se planea hacer y lo que realmente se
hace en cada etapa. Esto ayudard a todos en la organizacidén a ver
qué salidé bien y qué no. Esto también ayudard a proporcionar un
registro histdérico de por qué se tomaron ciertas acciones a medida
que la organizacidén contintia mejorando y  expandiendo sus
operaciones.

3.12.2.8 E1 Apéndice 13, Plantilla de gestién de cambios,
proporciona material para ayudar a documentar el cambio en un
enfoque estructurado.

2.13.3 Mejora continua del SMS

“Suficiente seguridad operacional” no es lo mismo que "seguridad
operacional”. Siempre puede hacerse mejor y el SMS es la
herramienta principal, por lo que trabajar para mejorarlo es una
buena manera de convertir a una OMA mas segura.

Dos caminos importantes para la mejora son la auditoria interna
(que se cubre en la Seccidén 3.13.1.3) y la revisidn por el Gerente
Responsable para determinar su efectividad. Si se cuenta con un
sistema de calidad (aseguramiento de la calidad), probablemente ya
se esté haciendo; es posible que solo se necesiten algunos ajustes
en el entorno de SMS.

3.13.3.1 Examenes de la gestidn

La revisidén del Gerente Responsable le permite Jjuzgar gqué tan
efectivo es el SMS. Revisar el SMS al menos una vez al afio y
observar sus indicadores de rendimiento de seguridad operacional,
los resultados de las auditorias y las acciones de mitigacidén de
riesgos que ha implementado. Estos deberian dar una idea de qué tan
bien estd funcionando el SMS y qué podria cambiar para mejorarlo.
Anotar los resultados para que el Gerente Responsable y el personal
puedan seguir el progreso.

Para asegurar la adecuacién vy eficacia continuas del SMS, el
Gerente Responsable debe realizar revisiones periddicas de 1los
procesos y procedimientos del SMS y evaluar el rendimiento de la
seqguridad operacional de la OMA.

Las organizaciones deberéan monitorear sus indicadores de
rendimiento de seguridad operacional como parte del proceso de
revisidén por el Gerente Responsable. Para organizaciones medianas vy
pequefias, las revisiones del Gerente Responsable deberéan:
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e Llevarse a cabo peridédicamente (normalmente una vez al afio) o
con mas frecuencia si es necesario; vy

e Cubrir al menos los siguientes temas:

Resultados de auditorias/revisiones;

Resultados del logro de los objetivos de seguridad operacional;
Estado y resultados de peligros y sucesos;

Estado y resultados de las acciones correctivas y preventivas;
Eficacia del programa de instrucciédn.

Dar seguimiento a las acciones de las revisiones de gestidn
anteriores;

[J] Cambios que podrian afectar al SMS; vy

[l Recomendaciones para la mejora.

e La revisién por el Gerente Responsable se puede realizar
mediante una reunidén de revisidédn de la seguridad operacional y las
acciones se pueden documentar en un formulario, como la plantilla
del Apéndice 14, Plantilla de revisidén por el Gerente Responsable

e El resultado esperado de la revisidén por la direccidn es
responder a la pregunta: (Qué tan eficaz es su SMS?

N I O O

2.14 Componente 4 — Promocion de la seguridad operacional

Mantener vivo el mensaje de seguridad operacional; ;digale al
personal de la OMA, digale a sus clientes, digale a todos!

2.14.1 Instruccién y educacion

El Gerente Responsable y su personal necesitan formacién sobre SMS.
El Responsable de seguridad operacional, si tiene uno, deberia
recibir instruccién sobre SMS. Luego, deberd saber qué se necesita
para el resto del personal y probablemente podrd impartir la
instruccidn.

2.14.1.1 Los requisitos béasicos

Instruccidén en seguridad operacional para organizaciones pequefias:
la forma méds sencilla es exigir que todo el personal lea vy
comprenda el manual de SMS y firme por la lectura del manual como
parte del registro de la instrucciédn.

Instruccién en seguridad operacional para organizaciones medianas:
todos los miembros del personal deben comprender su funcidén vy
responsabilidades en el SMS y esto se puede lograr mediante la
instruccidén y/o la lectura y comprensién del manual de SMS. Toda la
instruccidén deberd registrarse.

2.14.1.2 ;Qué estd involucrado?

Temas clave: es importante asegurarse de que el personal esté
capacitado y sea competente para llevar a cabo sus funciones
relacionadas con la seguridad operacional. La instruccidén debera
adaptarse al tamafio, el estilo de gestidén y las necesidades de la
OMA. La instruccidén puede realizarse en el aula o por ordenador,
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complementada con la lectura de material de instruccidn especifico.
El método de entrega no es importante; lo importante es que el
personal esté capacitado y comprenda cdmo funciona el SMS.

Todo el personal deberd estar capacitado sobre cémo informar
problemas de seguridad operacional, por qué es importante y qué
problemas de seguridad operacional deben notificarse. El1 programa
de instruccidédn deberd incluir:

e Importancia del SMS;

* Responsabilidades de seguridad operacional del personal de la
OMA;

e Politica y procesos del SMS en la OMA; vy

e Notificaciones de seguridad operacional (porqué, qué y cdmo) .
2.14.1.3 Instruccidén continua: el programa de instruccidén en
seqguridad operacional deberéa incluir instruccidn continua

(refresco); esto podria implicar sesiones informativas periddicas
en lugar de sesiones formales de instruccidén, o un formato de
taller en el dque el personal pueda discutir 1los peligros o
problemas de seguridad operacional y mitigacidén de riesgos. Es Gtil
incluir lecciones derivadas de incidentes e investigaciones, tanto
internas como externas.
2.14.1.4 Plan de instruccidén y registros: deberd tenerse un plan de
instruccidén, que incluya como minimo una lista del personal que
requiere instruccidén en SMS y un registro de cuando se llevd a cabo
la instruccidén especifica en seguridad operacional (incluida 1la
instruccidén continua) .
2.14.1.5 Materiales de instruccidn:
Algunas instituciones/organizaciones reconocidas tienen paquetes de
instruccién en linea (algunos se pueden personalizar) que podrian
satisfacer las necesidades de instruccidén sobre conceptos
generales, aunque es posible qgque aun deba desarrollar instruccidn
especifica para la OMA. El material de instruccidén debe revisarse
de vez en cuando para asegurarse de que la instruccidédn continte
satisfaciendo las necesidades del personal y la organizacidn.
2.14.1.6 La educacidén sobre seguridad operacional es un proceso
continuo; tratar de que la informacidén relacionada con la seguridad
operacional (revistas, 1libros, folletos, carteles, videos, DVD,
recursos en linea) esté facilmente disponible.
2.14.1.7 E1l programa de instruccidén debe revisarse para verificar
su efectividad durante el proceso de revisidébn por el Gerente
Responsable. Consultar la seccidén revisién de instruccidn vy
promocidén de la seguridad operacional en el Apéndice 14, Plantilla
de revisidén por el Gerente Responsable.
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2.14.2 Comunicacion de la seguridad operacional

2.14.2.1 La comunicacidén de seguridad operacional consiste en hacer
saber a las personas cudles son los problemas de seguridad
operacional y qué se estd haciendo al respecto. Puede incluirse
esto en las reuniones informativas o en las reuniones del personal;
podria publicarse un boletin de seguridad operacional regular en el
tablero de anuncios. Es una buena idea tener una reunidén formal de
seguridad operacional de vez en cuando, para que el personal pueda
discutir los diversos temas en un foro abierto; también daria la
oportunidad de informar al personal sobre los éxitos (o fracasos)
del SMS y sobre los cambios planificados.

2.14.2.2 Lo mas importante es predicar con el ejemplo. Demostrar
que el Gerente Responsable estd comprometido con la seguridad
operacional ayudard a desarrollar una cultura de seguridad
operacional sélida en la OMA.

Seccidn 3 — Interaccidon con contratistas y otras organizaciones

Se espera que este material ayude en el camino hacia un SMS eficaz
y exitoso. Ahora que se tiene algunas ideas sobre cbédmo implementar
los 12 elementos de un SMS, también es importante considerar las
interacciones con los contratistas con respecto al SMS.

El SMS no solo se aplica dentro de la OMA; se extiende a las
personas que brindan productos y servicios y se extiende a las
organizaciones a las que les proporciona mantenimiento.

3.1. Personas que contratan servicios

3.1.1 Es responsabilidad de la OMA asegurarse de que el SMS no se
vea comprometido por servicios o productos proporcionados por
terceros.

3.1.2 Es posible qgque algunos de estos terceros no tengan (o no
requieran) un SMS, pero debe asegurarse de gque no se compromete la
seguridad operacional de la OMA. Incluso si el tercero tiene un
SMS, deberd prepararse para verificar que sea efectivo. En
cualguier caso, puede realizarse una inspeccidén o una auditoria. Si
no existe un SMS, puede haber menos para auditar y exponer a la OMA
a mas incdégnitas. 3.1.3 Es util elaborar un esquema para compartir
datos de seguridad operacional con los contratistas externos: los
informes de peligros y sucesos pueden alertar sobre un problema
potencial y viceversa. Esto se puede hacer a través de reuniones
con las organizaciones contratantes que son claves. Por ejemplo, si
la OMA contratada descubre un problema con algo que ha realizado
para otro cliente que opera el mismo tipo de aeronave que la
organizacién, la OMA también debe alertarlo. Y si tiene algun
problema que pudiera haber surgido de la actividad de
mantenimiento, la OMA necesita saberlo.
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3.1.4 Es importante incluir 1los requisitos de SMS en cualquier
contrato o acuerdo de servicio; los contratistas deben comprender
sus expectativas desde el principio, lo que debe incluir cdbémo se
notificaran los problemas de seguridad operacional.

3.2. Organizaciones a las que suministra productos o servicios
3.2.1 Si la OMA proporciona mantenimiento o productos o servicios a
una organizacidén gque tiene un SMS, esa organizacidén puede, de
hecho, deberia verificar que la OMA estd operando con un SMS
implementado.

3.2.2 La OMA deberd estar preparada para que la organizacidén a la
gue proporciona mantenimiento solicite revisar su documentacidén o
realizar una inspeccién o auditoria. Pueden tener algunas
sugerencias de mejora que beneficien a ambas organizaciones. Es
importante que se notifique los problemas que se identifiquen.
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APENDICE 1: GUIA PASO A PASO PARA OMAS MEDIANAS - ORIENTACION PARA
LA IMPLEMENTACION

A continuacidén, se presenta un resumen de las principales

consideraciones al implementar un SMS dentro de una OMA mediana.

GUIA DE IMPLEMENTACION

Analisis de brechas 1.1 Revisar los requisitos de un SMS
1.2 Identificar lo que se tiene
1.3 Identificar lo que se necesita

Disefio y desarrollo 2.1 Plan de implementacion
2.2 Documentar el SMS

Introduccién e implementacion 3.1 Involucrar al personal
3.2 Comunicar los cambios
3.3 Establecer un marco de tiempo realista

LD Mejora y medicion 4.1 Recopilar comentarios
4.2 Medir el rendimiento

4.3 Mejorar continuamente el SMS

PASO 1 — ANALISIS DE BRECHAS

1.1. Revisar los requisitos de un SMS

El primer paso es saber qué es un SMS ideal y luego considerarlo a
la luz de la organizacidén. Consultar los requisitos reglamentarios
y cualgquier orientacidén de la DIA IACC u otras fuentes, como esta
circular de asesoramiento. La DIA IACC puede proporcionarle una
herramienta de andlisis de brechas para que la wutilice. La
evaluacién del SMS se puede utilizar como herramienta de andlisis
de Dbrechas. Los siguientes recursos y acciones deberian ayudar a
identificar lo que se tiene.

a) Investigar el material de orientacidén existente de la DIA IACC
Reservar de tres a cuatro horas para investigar vy leer
detenidamente cualquier material de orientacidén. Si esto pareciera
demasiado, preguntarse si de tres a cuatro horas es demasiado
tiempo para invertir en un nuevo sistema de gestidén para la
organizacidén. Leer el procedimiento de la herramienta de anélisis
de Dbrechas (si estd disponible), ya que esto ayudard a comprender
lo que necesita abordar en el SMS.
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b) Trabajar juntos OMA y DIA TIACC

Trabajar con organizaciones similares o asociadas y grupos
industriales para comparar y contrastar la comprensién de lo que se
requiere. Sin embargo, no apuntar a una solucidén de cortar y pegar;
puede que no funcione bien y, de hecho, puede perderse tiempo vy
esfuerzo. La DIA IACC puede proporcionar ejemplos de manuales vy
plantillas para formularios que se pueden personalizar para que se
adapten a la organizacidén. La DIA IACC también puede Dbrindarle
consejos sobre cédmo construir un SMS adecuado.

1.2. Identificar lo que se tiene

Mientras se lea cualquier material de orientacidén, considerar vy
documentar lo que ya se tiene. Efectuar algunas anotaciones sobre
lo que ya se hace y lo que se hace bien. Utilizar el idioma que
entiende la OMA en sus SMS.

1.3. Identificar lo gue se necesita

Aqui es donde debe considerarse realizar un andlisis de Dbrechas.
Aqui estd la parte en la que muchas organizaciones se sienten
inicialmente abrumadas por todas las cosas que pueden no tener en
su lugar (;y luego rapidamente fallan al iniciar el andlisis de
brechas!). Si se siguen estos pasos, se finalizard con una lista
fadcil y manejable de acciones en las que debe concentrarse.

Un andlisis de brechas no tiene por qué llevar demasiado tiempo ni
ser demasiado complejo. A continuacidén, se muestra un ejemplo de
una tabla simple para capturar resultados:

N° Elemento Qué se tiene Qué no se tiene Acciones
1 Politica y objetivos | « Politica de calidad (con | » Declaracion de | » Gerente Responsable
de seguridad mencion en la COMpPromiso de desarrollara y firmara

operacional seqguridad operacional) seqguridad operacional. un compromiso.

e Objetivos de seguridad | « Taller
operacional para el afio
2022

PASO 2 — DISENO Y DESARROLLO

En este paso, la persona responsable del SMS debe disefiar y
desarrollar un plan para implementar el SMS. Si es la misma persona
que el Gerente Responsable, considere buscar ayuda o apoyo de una
empresa asociada o asociacidén industrial.
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2.1 Plan de implementacién

Utilizando la lista de elementos de accién del andlisis de brechas,
revise e introduzca todos los elementos subdesarrollados o ausentes
en un plan de implementacidn.

Algunos puntos a considerar mientras realiza el plan de
implementacién:

* Pensar en cada accidén. (Requiere el desarrollo de una filosofia

(por ejemplo, objetivos de seguridad operacional), un proceso (por
ejemplo, un sistema de notificaciones de seguridad operacional) o
una préactica (por ejemplo, una herramienta de evaluacidén de

riesgos)? Puede ser util diferenciarlos para asegurarse de tener
las filosofias resueltas primero.

e Leer las acciones identificadas y priorizarlas. Es Util hacer una
verificacién répida de sensibilidad para preguntarse: ";Realmente
se necesita todo lo que se ha identificado para lograr un sistema
exitoso?" Este es un buen momento para ver si las acciones abordan
suficientemente las brechas identificadas y son adecuadas para la
OMA.

* No es necesario tener todas las acciones en funcionamiento de
inmediato. Desarrollar un plan de implementacidn que le permitira
escalonar diferentes elementos durante un periodo de tiempo. Crear
un SMS de la noche a la mafiana serd demasiado desafiante y el
objetivo en esta etapa es simplemente sentar las bases.

* Vaya con lo que funciona. No intente forzar un proceso o
actividad que claramente no tiene <cabida en el negocio. Por
ejemplo, si estd intentando desarrollar una metodologia de
evaluacién de riesgos, piense en cuadn complejo desea hacer este
proceso; hacerlo practico y mantenerse enfocado en lo que se estéa
tratando de lograr (por ejemplo, identificar los riesgos
comerciales y de seguridad operacional de una nueva empresa) .

2.2 Documentar el SMS

Se necesita documentar los procesos y actividades que se lleva a
cabo actualmente, vy los que se planea 1introducir. Un enfoque
sensato es agregar los procesos y actividades de SMS a la
documentacidén que ya se tiene, como su Manual de organizacién de
mantenimiento (MOM) .

PASO 3 — INTRODUCCION E IMPLEMENTACION
3.1 Involucrar al personal

No importa cudn pequefia sea la OMA, no lograr que el personal se
involucre serd una oportunidad perdida y un obstaculo para
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progresar. Por lo tanto, asegUrese de que el personal esté a bordo
y comprenda lo qgue se estd tratando de lograr. Una politica de
seqguridad operacional clara y un compromiso por parte del Gerente
Responsable es 1lo mejor para comenzar. Una buena cultura de
seqguridad operacional comienza con el Gerente Responsable
'predicando con el ejemplo'. Unas pocas discusiones uno a uno son
de gran ayuda.

3.2 Comunicar los cambios

Informar al ©personal sobre los cambios, por qué se estéan
implementando, los beneficios para los que estadn disefiados y, por
supuesto, los propios roles dentro del SMS.

cQuién més puede beneficiarse de saber que tiene un SMS en su
lugar? Por ejemplo, sus clientes y sus contratistas y si usted es
OMA mediana basada en un aerddromo, podria ser valioso informar al
aerddromo y al explotador: el sistema de notificaciones puede tener

informacién de seguridad operacional que vale la pena
transmitirles.
Vale la pena comunicarselo a la DIA IACC; esto ayudarad a

desarrollar la confianza de la DIA IACC hacia la organizacidn.

3.3 Establecer un marco de tiempo realista

Asegurarse de espaciar las actividades de implementacién en un
periodo de tiempo razonable. Incluso para las OMAs medianas,
llevard tiempo implementar el SMS y mas para que sea eficaz. Hacer
una o dos cosas a la vez. Asegurarse de gue estén en su lugar y
funcionando antes de pasar al siguiente paso del plan. Seguir
revisando el progreso. Por ejemplo, si se ha implementado un nuevo
proceso de notificaciones de seguridad operacional pero no se ha
recibido (ni enviado) ninguna notificacidén, averiglie por qué.

PASO 4 — MEJORA Y MEDICION

Una parte importante de la implementacidén es ver si las acciones
han funcionado. Este paso se centra en lo que se puede hacer para
determinarlo. Considerar hacer una revisidén seis meses después de
que haya comenzado su desarrollo inicial; puede aumentar el
intervalo a medida que madura el SMS.

4.1 Recopilar comentarios

Para comprender qué funciona y qué no, considerar obtener una
perspectiva tanto interna como externa.

Internamente:

* Revisar cualquier material de orientacidén regulatorio y comparar
los pensamientos actuales con lo que eran cuando lo leyd por
primera vez.
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e Utilizar el anédlisis de brechas inicial para identificar qué
puede necesitar una actualizacidédn. ¢(Han cambiado las cosas?
* Hablar con el personal y ver lo que piensan.

Externamente:

e Consultar con la organizacidén asociada (explotador aéreo) o
asociacién industrial.

. Considerar la posibilidad de realizar una evaluacién
independiente

* Solicitar comentarios al inspector de la DIA IACC.

4.2 Medir el rendimiento

Establecer algunas medidas de rendimiento que ayuden a medir el
rendimiento de 1la OMA en seguridad operacional. Esto puede ser
simplemente medir la cantidad de sucesos de seguridad operacional
importantes que tiene, la cantidad de notificaciones de seguridad
operacional voluntarias que recibe o la cantidad de reuniones de
seguridad operacional que tiene. Utilizarlos para ver qué tan lejos
se ha 1llegado y comuniquele al personal sobre el progreso
realizado.

4.3 Mejorar continuamente el SMS

Los pasos anteriores deberian dar una indicacién de lo que se puede
mejorar. El perfeccionamiento y la mejora del SMS no se detienen.
Si se cree que se ha hecho todo lo posible, recodar que la mejora
continua es fundamental para el SMS. La implementacidén es exitosa
cuando estd integrada en la actividad diaria (y lo ha sido durante
un tiempo), funciona de manera consistente y es realmente efectiva.
Esto no sucederd de la noche a la mafiana, pero con el tiempo se
verd que el sistema madura y aumenta la confianza.
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APENDICE 2: EJEMPLO DE UN MANUAL DE SMS PARA ORGANIZACIONES

PEQUENAS
El siguiente es un ejemplo del manual de SMS que podria usarse en
una OMA de dos a c¢inco personas. Aun asi, seria necesario

personalizarlo y proporcionar 1la referencia cruzada adecuada a
otros manuales, procedimientos 'y formularios que se estén
utilizando, pero asi de simple podria ser. Vale la pena discutirlo
con su AAC para ver si seria aceptable y apropiado para la
organizaciédn.

Manual de gestidon de seguridad de la empresa X
1. Politica de seguridad operacional

La segquridad operacional es importante para nosotros, ya que nos
ayuda a mantenernos en el negocio.

Nuestro objetivo de seguridad es simplemente que no ocurran
accidentes aéreos como resultado de los trabajos que proporciona la
OMA.

Por lo tanto, es importante que cumplamos con todos los reglamentos
aplicables vy, <cuando sea apropiado, las superemos cuando se
identifique un riesgo de seguridad operacional.

Creo en un sistema de notificaciones que permite a las personas
notificar sobre problemas de seguridad operacional sin temor a
represalias injustas. Todo el mundo comete errores y los errores se
trataran con justicia. Un sistema de notificaciones saludable nos
brinda 1la informacién para abordar los problemas de seguridad
operacional a medida que surgen, no cuando es demasiado tarde.
Esperamos que todos los que trabajen en la OMA o estén conectados
con los servicios gque proporcionamos me informen sobre cualquier
suceso 0o problema relacionado «con la seguridad operacional
informdndolo a mi persona o al personal clave de la OMA. En este
sentido, aplicaremos principios de cultura justa a cualgquier suceso
que se nos informe directamente de manera oportuna. Esto ayudard a
nuestra OMA a mejorar continuamente nuestro rendimiento en
seguridad operacional, que es una responsabilidad compartida.

Firmado
(insertar el nombre)
(Insertar la fecha)
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2. Procesos de gestion de la seguridad operacional

El Gerente Responsable cumplird el rol de Responsable de seguridad
operacional y contratard la experiencia segln sea necesario.

Las copias de la coordinacién del ©plan de respuesta ante
emergencias por separado (Insertar referencia del documento) se
encuentran en (insertar nombre) y en (insertar ubicacidén, es decir,
Oficina de Operaciones), cuando sea aplicable.

3. Procedimientos de identificacion del peligro y gestion del
riesgo

Todos 1los sucesos, problemas o peligros de seguridad operacional
deben informarse a (insertar nombre) por correo electrdbdnico
(insertar direccidén de correo electrdédnico), teléfono (insertar
numero de teléfono) o verbalmente; todos seran documentados vy
evaluados como se indica a continuaciédn.

Todos los sucesos y problemas notificados serdn evaluados por
(insertar nombre) para determinar cudl es el problema, qué podria
suceder como resultado y  qué acciones deben tomarse (si
corresponde) y quién debe administrar el riesgo.

El Registro de peligros (ver a continuacién) se actualizard vy
revisard mensualmente y la versidén actualizada se publicarad en
(indicar la ubicacidén, es decir, el tablero de avisos de seguridad
operacional del taller). Todo el personal debe leer el Registro de
peligros y proporcionar comentarios si tienen algin problema con el
contenido o sienten que falta algo.

¢Cual es el ¢ Qué podria pasar ¢ Qué accion Accion a realizar por
problema? como resultado? estamos tomando? quién y cuando

4. Gestion del cambio
Cualquier cambio organizacional significativo se evaluard para
detectar problemas de seguridad operacional relacionados con el

cambio vy se documentard en el registro de peligros. Si es
apropiado, se organizard una reunidén ad-hoc con todo el personal
disponible para discutir cambios significativos donde su

experiencia serd beneficiosa para identificar posibles problemas de
seqguridad operacional. Cualquier accidén o decisidn de esta reunidn
serd documentada.
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5. Aseguramiento de la seguridad operacional

El aseguramiento de la seguridad operacional se lleva a cabo por
(insertar nombre) utilizando la herramienta de evaluacidn XXXXXXXXX
y esto incluird una revisién de la eficacia de todas las
mitigaciones de riesgos en el registro de peligros. El1 Registro de
peligros se revisard como parte de la Revisidén de gestidn anual con
la ayuda de un auditor de SMS independiente de (insertar nombre).
Nuestros indicadores de rendimiento de seguridad operacional (SPI)
se detallan en el Apéndice 1 y se utilizardn para monitorear
nuestro rendimiento en seguridad operacional 'y ayudarnos a
esforzarnos por lograr mejoras continuas. Estos SPI y nuestros
objetivos se revisardn como parte de nuestra Revisidén de gestidn
anual que utilizard la plantilla del Apéndice 2. La revisidén de la
gestidén culminard con una reunidn para permitir que todo nuestro
personal contribuya.

6. Promocion e instruccion de la seguridad operacional

Cualquier nuevo empleado, contratista u organizacién contratada
debera leer este manual (incluidas las actualizaciones) y firmar
por haberlo leido y comprendido.

Cualgquier informacidén critica para la seguridad operacional que
deba distribuirse se enviard por correo electrdnico a todas
nuestras partes interesadas y se publicard en el tablero de
anuncios de seguridad operacional. Una lista de distribucidén esté
disponible en el sitio web seguro (nombre de la empresa) y se
revisard anualmente. Se espera que todo el personal revise el
tablero de avisos de seguridad operacional y lea cualquier articulo
de seguridad operacional nuevo.
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APENDICE 3: EJEMPLO DE FORMATO DE MANUAL DE SMS PARA UNA OMA
MEDI1ANA

El siguiente es un ejemplo de la estructura de un manual de SMS.

* Tabla de contenido

e Lista de péaginas efectivas

* Lista de distribucidn

* Politica y objetivos de seguridad operacional

[l Politica de seguridad firmada por el Gerente Responsable para
indicar el "compromiso y responsabilidad de la direccién"

* Organizacién de seguridad operacional

[ Rendicién de cuentas y responsabilidades de seguridad operacional
[l E1 Gerente Responsable y el personal clave de seguridad

* Documentacidén de SMS

[ Qué, cuando, quién, dénde y cbémo documentar y registrar las
actividades de SMS

e Gestidn de riesgos de seqguridad operacional

[l Proceso de informes de seguridad operacional e identificacién de
peligros

[] Cémo evaluar peligros y riesgos y cbdmo tomar acciones correctivas
Aseguramiento de seguridad operacional

Monitoreo y medicién del rendimiento de seguridad operacional
Auditorias y encuestas de seguridad operacional

Cémo gestionar los cambios utilizando el SMS

Cémo mejorar el SMS de forma continua utilizando el resultado del
seguimiento

[ Revisién de la gestiodn

e Promocidén de seguridad operacional

[] Cbmo proporcionar instruccidén y educacidn sobre seguridad
operacional a todo el personal

[] Cémo lograr una comunicacidén de seguridad operacional

e Plan de coordinacidén de respuesta ante emergencia

[] Cébmo lidiar con situaciones de emergencia

[l Guia de referencia répida para miembros clave del personal

N O B

Edicién 00 Pagina 32 Rev. 00



DIA /1ACC CA-24.145-005

APENDICE 4: EJEMPLO DE REGISTRO DE PELIGROS
Registro de peligros para una OMA mediana

Nota: La informacién del registro de peligros se puede completar directamente
desde el formulario de notificacién

Problema ¢Cual es el ¢Cuan malo &Qué tan ¢ Qué accion Seguimiento
Ji resultado? es el probable es estamos (si aplica)
(peligro) resultado? que ocurra? tomando?
(consecuencia) (quién y
cuando)

Registro de peligros para una OMA pequefia
Nota: La informacidén del registro de peligros se puede completar directamente
desde el formulario de notificacién si se utiliza.

Problema ¢Cual es el resultado? Que accion estamos Seguimiento (si aplica)
tomando
(peligro) (consecuencia)
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APENDICE 5: PLANTILLA DE FORMULARIO DE NOTIFICACION DE SEGURIDAD
OPERACIONAL PARA UNA OMA MEDIANA

Formulario de notificacién de seguridad operacional de la OMA X

La parte A debe completarla la persona que identifica el problema de seguridad operacional o

el peligro.
Fecha del suceso Hora local
Lugar:
Nombre del notificador Seccién/Organizacion

Por favor, describa completamente el suceso o peligro identificado:
Incluya sus sugerencias sobre como prevenir sucesos similares, si lo considera apropiado

En su opinidn, jcual es la probabilidad de que un suceso de este tipo o similar vuelva a ocurrir?

Improbable Remoto Frecuente
1 2 3

¢ Cual considera que podria ser la peor consecuencia posible si este suceso se produjera o volviera a
ocurrir?

Insignificante Incidente grave Accidente fatal
1 2 3
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Parte B sera completada por el (insertar titulo de la persona responsable).

La notificaciéon ha sido desidentificado y registrado.

Referencia de la notificacion
Firma

Nombre

Fecha:

Si se necesita mas investigacion, hagalo ahora y documente en el formulario de investigacion. Esta
informacion respaldara las actividades de los Comités de seguridad operacional.

Parte C para ser completada por el Comité de seguridad operacional.

Califique la probabilidad de que el suceso ocurra o se repita:

Improbable Remoto
1 2

Califique las consecuencias del peor de los casos mas creibles

Insignificante Incidente grave
1 2

¢ Qué accién o acciones se han tomado o se estan tomando para
ocurra en el futuro y / o para mitigar sus consecuencias?

Frecuente
3

Accidente fatal
3

evitar que el problema o peligro

Recursos requeridos

Responsabilidad por la
accion

Acordado y aceptado por:

(Inserte el titulo de la persona responsable) Fecha
Gerente Responsable Fecha
Responsable de seguridad operacional Fecha
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Retroalimentacion adecuada proporcionada al personal
Responsable de seguridad operacional

por el

Fecha

Firma:

Accién de seguimiento requerida:

Qué

Quién

Cuando
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APENDICE 6: PLANTILLA DE FORMULARIO DE NOTIFICACION DE SEGURIDAD
OPERACIONAL PARA UNA OMA PEQUENA

Formulario de notificacién de seguridad operacional de la OMA X

La parte A debe completarla la persona que identifica el problema de seguridad operacional.

Fecha del suceso Hora local
Lugar:
Nombre del notificador Seccidon/Organizacion

Por favor, describa completamente el suceso o peligro identificado:
Incluya sus sugerencias sobre como prevenir sucesos similares
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Parte B sera completada por el (insertar titulo de la persona responsable).

¢, Qué accidn o acciones se han tomado o se estan tomando para evitar que el problema ocurra en el
futuro y / o para mitigar sus consecuencias?

Recursos requeridos

Responsabilidad por la
accién

Firma: Fecha

Accién de seguimiento requerida:

Qué

Quién

Cuando

Registro de peligro actualizado por: Fecha:
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APENDICE 7: EL ENFOQUE DE LOS CINCO PORQUES PARA EL ANALISIS DE LA
CAUSA RAIZ

A continuacién,
enfoque
Situacion: Durante el transito de una aeronave luego de realizar
primer wvuelo, se recibe el reporte de que durante el descenso
indicador del tren derecho no proporcionaba la indicacidén de que
encontraba en la posicidén abajo y asegurado. Al arribo de
aeronave la OMA inicia la evaluacidén del problema reportado en el
libro de abordo. Una persona trabajando bajo la supervisién de un
poseedor de una licencia otorgada por el Departamento de Licencias
e Instruccidén del IACC, instald los seguros (safety pins) del tren
de aterrizaje en el tren de aterrizaje principal para que la
aeronave pudiera suspenderse en gatas y permitir una prueba de
retraccidén solo del tren delantero. Luego de finalizada la prueba y
solucionado el problema, los gatos principales (que se habian
bajados, pero no retirados) perforaron la parte inferior de las
alas cuando el avidén se posd sobre sobre sus trenes.

Declaracion del problema: durante el trénsito de la aeronave
XX-XWZ, atendiendo un reporte consignado en el 1libro de abordo
relacionado a una falla con el sistema de indicacién de tren
principal derecho en la posicidén abajo y asegurado de fecha el 1 de
julio de este afio, ambas alas de la aeronave se perforaron en
XX-WZY durante una prueba de retraccidén del tren delantero en la
plataforma de la base principal localizada en xxxxx, a pesar de que
se habian instalado pines de seguridad en el tren principal del
tren de aterrizaje.

se presenta un ejemplo de la aplicacidén de este

su
el
se
la

1. ¢ Por qué se retracto el tren principal con los seguros (safety pins) instalados?

A’ La persona trabajando bajo supervision instalo los seguros del tren de aterrizaje en el orificio equivocado

2. ¢Por qué la persona trabajando bajo supervision instalé los seguros en el orificio equivocado?

Factores

r
organizacionales Factores humanos

Supervision Ambiente de trabajo

A:Losagujerosnosehan | A: Nunca se le habia | A: EIl trabajo se efectud | A: La persona trabajando
cubierto, segun lo | mostrado la persona | en la plataforma de vuelo. | bajo supervision estaba
recomendado por el | trabajando bajo trabajando bajo presion.

boletin de servicio del
fabricante de la aeronave
(SB)

supervision la ubicacion
correcta de los seguros y
estaba completando el
trabajo sin supervision.

3. ¢(Por qué no se
cumplio el SB?

3. ¢Por qué la persona
trabajando bajo
supervision estaba
completando un trabajo
sin  supervision sin la
direccion adecuada?

3. ¢ Por qué se efectud el
trabajo en la plataforma
de vuelo?

3. ¢(Por qué la persona
trabajando bajo
supervision estaba
trabajando bajo presion?
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A: Estaba en una pila de
SB que no habian sido
evaluados.

R: El mecanico
supervisor estaba
haciendo ofros trabajos.

La persona trabajando
bajo supervision habia
completado tareas
similares a esta antes y
se sentia calificado para
completar esta tarea.

A: No se contaba con un
proveedor de servicios de
escala de remolque de la
aeronave disponible

R: La aeronave tenia que
continuar con su
itinerario, el manual de
mantenimiento de la
aeronave requeria que se
realizara la prueba de
retraccion y la persona
trabajando bajo
supervision estaba bajo
mucha presion.

4 ¢Por qué no se
evaluaron los SB?

4 Por qué no se
coordind para asegurar

4 ¢sPor qué no se
contaba con un
proveedor de servicios de
escala que brinde el

4. ;Por qué estaba la
persona trabajando bajo

una
alternativa?

supervision

remolque de aeronaves
de forma alterna?

supervision se
encontraba bajo presion?

A: El explotador no tenia
un procedimiento
documentado para
evaluar las SB.

A: La gerencia no previo
el tiempo que demora la
prueba de retracciones
de trenes para corregir la
omision.

A: La gerencia no tomo
las previsiones de un
segundo proveedor de
servicios de escala el
remolque de aeronaves,
y no actué sobre las
quejas presentadas
sobre la necesidad de
contar con ofro
proveedor.

A: la persona trabajando
bajo supervision no
menciono su falta de
experiencia y no
reconoci6 el efecto de la
presion en el desempefio
laboral.

5. ¢ Por qué no existia un
procedimiento para
evaluar las SB?

5. ¢Por qué la gerencia
no previé el conflicto de
horarios a tiempo para
compensar?

5. ¢ Por qué no se previo
el contrato con otro
proveedor de servicios de
escala de aeronaves
cuando se recibieron las
quejas?

5. ¢Por qué la persona
trabajando bajo
supervision no reconocio
el efecto de estos
factores en el
desempefio laboral?

Acciodn correctiva: las soluciones
esta OMA fueron:
1. Corto plazo:

desarrolladas e implementadas por

a) Emitir disposiciones para que los trabajos de retraccién de los
trenes de las aeronaves se realicen solo en el hangar vy que
permanezcan en gatas cuando se retracten los trenes,

independientemente si los seguros de los trenes estédn en su lugar,
hasta que el boletin de servicio sea cumplido;

b) Tape los orificios segin 1lo recomendado por el boletin de
servicio;
c) Documentar el procedimiento y asignar responsabilidades para

garantizar que todos los boletines de servicio se evaluen para cada
tipo de aeronave; y
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d) Realizar capacitaciones en factores humanos.

2. Largo plazo:

a) Realizar contratos con otros proveedores de servicios de escala;
b) Implementar procesos para monitorear la delegacidén de trabajos
por conflictos de programacidn y para asegurar que se proporcionen
arreglos de supervisidédn alternativos; y

c) Completar la dotacidén de personal de los puestos vacantes.
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APENDICE 8: PLANTILLA DE FORMULARIO DE INVESTIGACION PARA UNA OMA
MEDIANA
Formulario de investigacion de seguridad de la empresa X

Para ser completado por la persona que investiga el problema de
seguridad operacional o el peligro.

Original de la referencia de la notificacién de seguridad operacional

Fecha del suceso Hora local
Lugar:
Nombre del investigador Seccion/Organizacion

Describa que paso:

Describa por qué ocurrié el problema y los factores asociados con la: "Causa principal":
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Identifique las acciones correctivas o preventivas recomendadas:

Documente el plan de accion recomendado y cualquier seguimiento (por quién y cuando):

Firma del investigador

Fecha

Registro de  peligros
actualizado

Cuando
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APENDICE 9: PROCEDIMIENTOS DE GESTION DE RIESGOS PARA UNA OMA
MEDIANA O PEQUENAS

Procedimientos de gestion de riesgos de la OMA X

Se evaluard la gravedad y probabilidad de todos los sucesos y
problemas notificados utilizando las siguientes definiciones y
luego se evaluarad utilizando la siguiente matriz de aceptabilidad
de riesgos. La persona responsable del SMS (insertar titulo)
llevard a cabo la evaluacién de riesgo inicial y una de las
siguientes personas realizard una validacidén independiente:

* Gerente Responsable

* Gerente de Calidad (o identificar un puesto alternativo)

e Tdentifique otra publicacibén si corresponde

Definiciones de gravedad y probabilidad

Gravedad de las consecuencias

Definicion Significado Valor

Accidente fatal Da como resultado un accidente o incidente grave con 5
victimas mortales.

Incidente serio Da como resultado un incidente grave (sin victimas 3
mortales) que se podria informar a la AAC

Insignificante Da como resultado un incidente menor que no seria 1
reportable a la AAC.

Probabilidad de ocurrencia

Definicion cualitativa Significado Valor

Frecuente Es probable que vuelva a ocurrir o que ocurra varias 5
veces al afio.

Remoto Posiblemente vuelva a ocurrir u ocurra al menos una 3
vez al afo.

Improbable Es muy poco probable que vuelva a ocurrir u ocurra. 1
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Matriz de aceptabilidad del riesgo

Probabilidad

Improbable (1) Remoto (2) Frecuente (3)

Accidente fatal (5) REVISAR (5) INACEPTABLE (10) INACEPTABLE (15)

Gravedad

Incidente grave (3) REVISAR (3) REVISAR (6) INACEPTABLE (9)

Insignificante (1) ACEPTABLE (1) ACEPTABLE (2) REVISAR (3)

Acciones para la aceptacién del riesgo

Las acciones serédn priorizadas por el puntaje de la Matriz de
Aceptabilidad de Riesgos, pero la siguiente tabla determinard la
accidén apropiada a tomar.

Inaceptable Riesgo intolerable, Gerente Responsable debe ser informado de inmediato
y se deben tomar medidas para reducir el riesgo a un nivel tolerable.

Revisar Se debe considerar la reduccion/mitigacion de riesgos. Cuando la
reduccion/mitigacion de riesgos no sea practica o viable, se requiere la
aceptacion por parte del Gerente Responsable.

Aceptable El riesgo se considera aceptable, pero se revisara si vuelve a ocurrir.

E1l formato de una matriz de evaluacidén de riesgos de seguridad
operacional puede ser personalizado por cada organizacidn
dependiendo de la complejidad de sus actividades y préacticas
existentes.

N° | Mejores practicas para la evaluacion y control de riesgos de seguridad operacional

1 El analisis y la evaluacion de riesgos solo deben llevarse a cabo para peligros confirmados
que necesitan mas acciones de SMS (consulte el numeral 3 de este Apéndice).

2 | El riesgo inaceptable debe estar sujeto a acciones de control de riesgo para eliminar, reducir
o mitigar el riesgo.

3 | Las acciones de control de riesgos deben monitorearse con retroalimentacion al menos de lo
siguiente:

e Gerentes operativos relevantes impactados por los riesgos de seguridad operacional.

« Personal de gestion de seguridad operacional relevante para monitorear la efectividad del
control de riesgos.

4 | El analisis de riesgos en términos de gravedad y probabilidad debe revisarse si se ha
detectado un control de riesgos ineficaz.
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5 La evaluacion de riesgos debe revisarse periddicamente para garantizar que las acciones de
control de riesgos identificadas sigan siendo adecuadas.

6 Las acciones de control de riesgos podrian ser una combinacion de acciones a corto plazo y
acciones a largo plazo:

« Es posible que las acciones de control de riesgos de seguridad operacional a largo plazo
no se conozcan hasta o solo se puedan determinar cuando se implemente el control de
riesgos a corto plazo.

+ Una accion intermedia de control de riesgos de seguridad puede resultar util antes de que
ocurra un riesgo mas grave.

7 | Los criterios de aceptabilidad del riesgo de seguridad operacional deben revisarse en funcion
de:

¢ Retroalimentacién de la determinacién del control de riesgos.

N° | Mejores practicas para la evaluacion y control de riesgos de seguridad operacional

+ Medicién y seguimiento del rendimiento en seguridad operacional.

8 Deben registrarse las pruebas y la justificacion de las decisiones sobre la evaluacion de
riesgos de seguridad operacional (nivel de riesgo) y los controles (acciones).

Gestion del cambio

Cualquier problema identificado como parte de un cambio, como
cambios organizacionales, operativos 'y fisicos, se evaluaréa
mediante este mismo proceso.

Nota:

En la CA-24.145-001 podra encontrar otros modelos de matrices que podrian

ser utilizados.
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APENDICE 10: PROCEDIMIENTOS DE GESTION DE RIESGOS PARA UNA OMA
PEQUENA

Procedimientos de gestion de riesgos de la OMA X
Todos los eventos y problemas informados seran evaluados por
(insertar nombre o funcidn) para determinar cuidl es el problema,
qué podria suceder como resultado y qué acciones deben tomarse (Si
corresponde) vy quién debe gestionar el riesgo. El Registro de
peligros (ver mas abajo) se actualizard y revisard mensualmente vy

la versién actualizada se publicard en (Inserte dénde se
publicara) .

:.Cual es el . Qué podria pasar . Qué acciones Accion por quién y
problema? como resultado? estamos tomando? cuando
(consecuencia)

Gestion del cambio
Cualquier cambio significativo, como cambios organizacionales,
operativos y fisicos, se evaluard para detectar problemas de

seguridad operacional relacionados con el cambio y se documentara
en el Registro de peligros.
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APENDICE 11: INDICADORES DE RENDIMIENTO EN MATERIA DE SEGURIDAD
OPERACIONAL PARA UNA OMA MEDIANA

Indicadores de rendimiento de seguridad operacional de la OMA X
Afo 20XX

Rendimiento

Indicador de rendimiento Meta
1Qt [ 2Qt | 3Qt | 4Qt

Incidentes de riesgos graves® por cada 100 0
atenciones de mantenimiento

Notificaciones obligatorias por cada 100 3 o menos
atenciones de mantenimiento

Cierres de notificaciones de seguridad 2 o menos
operacional vencidos por afio

Reuniones de seguridad operacional por afio 4

Sesiones informativas de seguridad 2
operacional por afio

Auditorias de seguridad operacional por afio 2

SPI especificos de la OMA

Errores de mantenimiento por afio Menos de 5

*como se define en el Manual de gestién de la seguridad operacional, parrafo XX

Estos solo se sugieren para brindar a las organizaciones medianas
algunas ideas para los indicadores de rendimiento de seguridad
operacional (SPI) y los objetivos deberdn personalizarse segln el
tamafio y la complejidad de la operacidén y los valores dados son
solo ejemplos.

Los objetivos y los SPI deben revisarse como parte de la revisiédn
por la direccidén para decidir si es necesario modificarlos o
actualizarlos.
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APENDICE 12: PLANTILLA DE NOTIFICACION DE ACCIONES CORRECTIVAS Y
PREVENTIVAS

[[] ACCION CORRECTIVA [] ACCION PREVENTIVA
Z | ORGANIZACION /
‘0 AREA DE NEGOCIO /
(:(’ DEPARTAMENTO
Q
o DESCRIPCION DEL
= PROBLEMA O NO-
E CONFORMIDAD
(=]
o
w
<
o

Auditor / Revisador Auditor Firma Fecha

CAUSA RAIZ (CES)

ACCION Qué Quién Para cuando
CORRECTIVA 4
PREVENTIVA
PROPUESTA QUE SE
DEBE TOMAR,
INCLUYENDO LA
PERSONA
RESPONSABLE Y LA
FECHA LIMITE

PASO 2: ANALISIS DE CAUSAS Y
ACCIONES

Aceptado por Nombre Firma Fecha

FECHA ACTUAL DE
LAGS) ACCION(ES)

TOMADA(S):
b
= Comentarios
Q
o=z
<.Q
o p-—a
T ©
= <
[+ |
w J
>
& @
o] .
0 Se necesitan mas O si [ NO
<< acciones
o
Aceptacion de cierre Auditor/Revisador Firma Fecha
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APENDICE 13: PLANTILLA DE GESTION DEL CAMBIO

Gestion del cambio

1. ¢Cual es el cambio?

Describir el cambio

2. ¢Quién?

Describir quien es el responsable para implementar el cambio

3. Describe los componentes principales del cambio.

Esto le ayudara a identificar los principales riesgos de cada componente que se completara en la
seccion 7.

4. ;A quién afecta el cambio?

¢ Considere a que personas, departamentos y organizaciones afecta?

5. ¢Cual es el impacto del cambio?

Considere por qué se esta produciendo el cambio y el impacto en la organizacion y sus procesos y
procedimientos.
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6. ;Cual es el impacto del cambio?

Considere como se comunicaré el cambio y si se necesitan actividades adicionales, como
auditorias, durante el cambio y después de que se haya realizado.

7. Problemas de seguridad operacional y evaluacion de riesgo

¢Cuadl es el +.Qué podria pasar 2.Qué tan fo%:ﬁlem Clasthencon ¢Que m Ac:fn
problema? como resultado? malo sera? p = 2 (es) es 2
(peligro) (i as) (gravedad) que ocurra? del riesgo tomando? quién y
(probabilidad) (mitigaciones) | cuando
1.
2.
3.
4.
5
6.
El cambio es aceptable de implementar
Firma de aceptacion final Nombre:
Fecha:
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APENDICE 14: PLANTILLA DE REVISION POR LA DIRECCION
Informe de la reunién de revision de la direccion de la empresa X

Fecha Hora

Presente

Ausente

AGENDA

1. Revision de acciones derivadas de reuniones anteriores

item de Fecha de
accion # R termino

Se requieren mas acciones

2. Revision de rendimiento de seguridad operacional

Rendimiento

Indicador de rendimiento Meta

1Qt

2qQt 3at 4 Qt

Numero de incidentes de riesgo
grave(como se define en nuestro manual
de gestion de seguridad)

Numero de notificaciones obligatonas

Numero de notificaciones voluntarias

Numero de notificaciones de seguridad
operacional vencidos cerrados
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Numero de reuniones de seguridad
operacional

Numero de sesiones informativas de
seguridad operacional

Numero de auditorias de seguridad
operacional

SPIl especificos de la OMA

3. Revision de sucesos de seguridad operacional (informado desde la ultima revisién por la direccion)

# de
notificacién Estatus de la Efectividad de las acciones
de seguridad notificacion correctivas / preventivas Mis acciones requeridas
operacional

4. Revision del registro de peligros y la gestion de cambios (MoC)

Peligros | # Estatus de

de MoC mitigacién Efectividad de las mitigaciones Mas acciones requeridas
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5. Revision de la instruccién y promocién de la seguridad operacional

Area

Efectividad de la instruccion y promocion

Accion requerida

Operacional

Gerencial

6. No-conformidades de auditorias / revisiones internas y externas

Estatus de
# de no acciones Efectividad de las acciones
conformidad correctivas / correctivas / preventivas
preventivas

Mas acciones requeridas

7. Cambios requeridos para el SMS
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Accion antes Persona
Tipo de cambio Cambio requerido de (fecha) responsable
Politica y objetivos de
seqguridad operacional
SPls
Documentacion
8. Oftros negocios
Persona de
Problema Accién de seguimiento cumplimiento ';::I:‘?n?
de la accion
9. Fecha de la siguiente reunion
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